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Chapter 1: Compliance Insight Package for Sarbanes-
Oxley Overview

With the passage of the Sarbanes-Oxley Act (SOX), all publicly traded companies must implement
internal controls and reporting of their financial systems. Section 404 requires companies to report their
internal control structures, and report about how effective those controls are at the end of each fiscal
year.

The SOX Auditing Standard No. 2 published by the Public Company Accounting Oversight Board
(PCAOB) further mandates that organizations and the parties who audit them assess

“control risk” in order to determine the effectiveness of your internal controls. Neither of these
regulations, however, describes exactly how to demonstrate the effectiveness of your internal controls.

“Regulatory Compliance for IT Security” on page 7

“Compliance Insight Package for Sarbanes-Oxley 4.0” on page 8
“CIP for SOX4 Architecture” on page 14

“Notify, Investigate, Analyze, and Remediate” on page 21

“CIP for SOX4 Device Coverage” on page 22

Regulatory Compliance for IT Security

ArcSight’s approach to regulatory compliance in the Compliance Insight Package for Sarbanes-Oxley
4.0 (CIP for SOX4) is based on following clearly defined industry standards, in this case, ISO and NIST.

ISO Family of Standards

Compliance with the regulations that apply to your business can best be demonstrated by using a
cohesive framework, such as the Code of practice for information security management, also known as
ISO/IEC 17799. This standard was developed by the International Organization for Standardization
(ISO) and the International Electrotechnical Commission (IEC), and covers the controls and guidelines a
company should consider implementing to follow due diligence and best practices in IT security. The
standard covers a set of 11 main security categories:

o Risk Assessment and Treatment

e Security Policy

o Organizing Information Security

o Asset Management

Micro Focus ESM CIP for SOX (4.02) Page 11 0f 199



Solutions Guide

e Human Resources Security

o Physical and Environmental Security

e Communications and Operations Management

e Access Control

o Information Systems Acquisition

o Development and Maintenance Information Security Incident Management
e Business Continuity Management

o Compliance

The original version of ISO 17799 has been updated and revised and is known as ISO 17799:2005.
From 2007, it is proposed that the ISO/IEC 17799 standard is renumbered to become ISO/IEC 27002.
The 27000 family of ISO standards addresses information security concerns. There are currently four
documents planned for the series, of which two have been published: ISO 27001 and ISO 27002
(formerly ISO 17799). ISO 27001 is the specification for an information security management system
(ISMS), replacing the old BS 7799-2 standard. The basic objective of the standard is to help establish
and maintain an effective information management system using a continual improvement approach.
ISO 27001 is the formal standard against which organizations may seek independent certification of
their Information Security Management Systems (meaning their frameworks to design, implement,
manage, maintain and enforce information security processes and controls systematically and
consistently throughout the organizations). Until ISO 27001 and 27002 are fully implemented later in
2007, the Sarbanes-Oxley solution will use the updated ISO 17799:2005 as its guideline.

The NIST Standards

The National Institute for Standards and Technology (NIST) develops and publishes a set of standards
and guidelines for securing information systems. The Special Publication 800-53 covers the selection
and employment of appropriate security controls for an information system. The document is very
specific about the security controls that must be in place to comply with the standards, whereas the ISO
17799:2005 standard is more of a guideline.

Compliance Insight Package for Sarbanes-Oxley 4.0

The Compliance Insight Package for Sarbanes-Oxley version 4.0 (CIP for SOX4) provides an essential

foundation for your Sarbanes-Oxley compliance program based on the ISO 17799:2005 standard. The
solution enables you to monitor, prioritize, respond to, and report on network activity for systems that
are subject to Sarbanes-Oxley compliance.

CIP for SOX4 provides a series of real-time checks specifically designed to evaluate risk, initiate
immediate response, and provide comprehensive reporting of high and low-risk activity, to give you and
your auditors assurance that the controls over the infrastructure that hosts your financial systems
expose little or no risk.
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CIP for SOX4 specifically addresses section 404 of the Sarbanes-Oxley Act, which applies to internal
control structures. As shown in the illustration below, the solution monitors and secures the
infrastructure upon which your financial systems operate. Securing your infrastructure mitigates the
risk of compromise from an outside entity, and provides an essential foundation for your overall
Sarbanes-Oxley reporting strategy.

Transactions :xx: -------- ““: """"" | ‘l:' ------ I% ......

| =
Financial -

Applications EPICOR. hm NETSUITE w ORACLE’

Microsoft

ESFP ] nee # %4 Dynamics

(§)
Infrastructure

ArcSight
Compliance
Insight Package

Firewalls Database Application Email Servers
Servers Network Infrastructure Servers

(\.

SOX4

Figure 1-1 The SOX4 solution secures the infrastructure hosted on assets that are subject o Sarbanes-
Oxley compliance.

This release emphasizes reporting and intfroduces trends, an ArcSight resource that gathers and
aggregates data over long-range time periods. The trends included in the SOX4 solution provide long-
term insight into activity on systems that are subject to SOX compliance, from tracking high-risk events
and policy breaches to monitoring incident response and case closure rates.

This release also debuts identity management, which uses ESM v4.0’s session correlation feature.
Session correlation ties an IP address with a user name and role, so you can not only identify the assets
involved in network traffic, but also the users behind the traffic, and their user role.

How CIP for SOX4 Works

The SOX4 solution operates specifically on SOX-related assets. The SOX4 solution uses ArcSight ESM
features, such as event categorization, threat prioritization, trends, workflow, and case management, to
easily identify and address activities and anomalies involving systems that are subject to Sarbanes-Oxley
compliance.

The SOX4 solution is made up of a comprehensive and easily customizable set of ArcSight resources
(rules, dashboards, data monitors, reports, and so on), which enable you tfo measure and report on your
compliance with the Sarbanes-Oxley act using best practices outlined by the ISO 17799:2005 and NIST
800-53 standards. These resources satisfy the following major objectives: B
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o Real-time detection of compliance breaches, which enable you to actively identify and mitigate
compliance violations before they significantly impact your business. B

o Comprehensive reporting capabilities that support requirements of internal and external audit teams,
as well as IT and executive management. &

o The ability fo demonstrate the effectiveness of controls over the infrastructure that hosts systems
which are subject to Sarbanes-Oxley compliance to all levels of the organization as well as outside
auditors.

o Flexibility fo monitor, investigate, remediate, and report on Sarbanes-Oxley related activity and
compliance status using customizable dashboards, data monitors, and reports.

o Satisfy SOX requirements for user management by associating the identity of individual users with
the devices they use, and comparing their actions with their infended business role. By querying all
events associated with a particular user, you can also validate that any access or authorization
violation by that user did not compromise other IT or financial systems.

ISO 17799:2005 Use Cases

The SOX4 solution ensures compliance with Sarbanes-Oxley requirements by providing a
comprehensive set of general security use cases based on sections 4 through 13 of the ISO 17799:2005
standard.

Each ISO section addressed by the SOX4 solution contains one or more use cases that, combined, create
a comprehensive compliance strategy. These use cases directly and indirectly address Sarbanes-Oxley
compliance requirements, and ensure a complete overall security monitoring, investigation, and status
reporting strategy.

|dentity Management Use Cases — New for SOX4

CIP for SOX4 adds two new identity management use cases to the IT governance structure, which
satisfy sections 10 and 11 of the ISO 17799:2005 standard.

User Attribution

SOX4 includes a session list called User Name and IP Address Association that identifies IP addresses
assigned during desktop and VPN logins with the user name to whom the IP address is assigned. This
enables the solution to correlate events that involve traffic from those IP addresses with the username
of the person who is assigned to that IP address.

A series of rules evaluate the event stream to detect when these sessions begin and end. The SOX4
solution then uses enfries to this session list to detect infections that originate from remote machines
and associate them with the user whose login introduced the infection. The solution also uses this list to
allow access to assets by only qualified users.
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ﬁl Lser Name and IP Address Associstion
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The solution also includes two long-term trends that use entries to this session list to track user/address
associations and infected VPN log-ins over time. Reports then provide statistics about users and the IP
addresses associated with them, and infections originating from remote hosts via VPN.

The user attribution content addresses part of the requirements of ISO section 10, Communications and
Operations Management, and is described in “Section 10: Communications and Operations
Management” on page 107.

Role-Based Access Monitoring

Section 11.1 of the ISO standard states that a policy should be in place to implement access controls
based on business and security requirements. CIP for SOX4 provides a use case that uses an active list
to store user names and their roles from manual enftries, or exported directly from Active Directory.
Rules then use enfries to this list to detect users who attempt to gain access to a database, domain
controller, or other privileged access account whose user roles do not grant them access privileges to
these assets.
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These rules and the policy definition filter provide a foundation for dashboards, active channels, and
reports that monitor privileged user access attempts. Three trends track privileged access attempts over
time, and populate identity-based access violation reports. For more about the role-based access
monitoring use case, see “Section 11: Access Control” on page 128.

Executive Report— New for SOX4

CIP for SOX4 adds a new Executive Report showing an overall view of all activities in the solution as
shown in the following figure.
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The Executive Report is located in its own group as shown in the following figure.
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The Executive Report is comprised of the resources listed in the following table.

Resource Type Name

Report Executive Report

Micro Focus ESM CIP for SOX (4.02)

Description

Report
showing an
overall
executive
view of
activities.

Location In the
Navigator Panel

Go to Reports and
navigate to
ArcSight
Solutions/Sarbanes
Oxley
4.0/Executive
Report/
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Trend Average This trend Go to Reports,
accumulates  select the Trends
data returned tab and navigate
by the listed  to ArcSight
query fo Solutions/Sarbanes
compute the  Oxley

Time fo Resolutfion - By Case Severity

average time  4.0/Executive

to resolution  Report/Executive
of cases, Report

sorted by

case severity.

Trend Case Stage Counts This trend
accumulates
data returned
by the listed
query to frack
the stages of
cases over
time.

Trend High Risk This trend
uses the
"High Risk
View" Events per
Zone -

Events per Zone - Executive

Executive
View" query
to show trend
over time of
the number
of high-risk
events
targeting the
different
zones in the
network.

Trend Machines Conducting Policy This trend
accumulates
data returned
by the listed
query to
summarize

Breaches - Executive View

machines
conducting
policy
breaches over
time.
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Query

Average Time to Resolution - By Case Severity

This query
will show the

Go to Reports,
select the Query

Average
Time fo
Resolution by
Case Severity.
It should be
run once a
week and
reported to
management.

tab and navigate
to ArcSight
Solutions/Sarbanes
Oxley
4.0/Executive
Report/Executive
Report

Query Case Stage Counts This query
provides an
overview of
the cases in
their current

stages.

Query High Risk Events - Executive This query

. searches for
View .
events with a

Priority of 10.

Machines Conducting Policy
Breaches - Exec View

This query is
used to shows

Query

machines
which were
involved in

policy
breaches.

CIP for SOX4 Architecture

CIP for SOX4 is organized according to the ISO 17799:2005 sections, as shown in the Reports tree
below.
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Blwesoheconsale xq

MNavigator g I o "

| Rules Ctrl+Al+L W

=7 Rules
[ user's Rules

7 Shared

1 [ Arcsight Foundation

- Arcsight Solutions

[=1-l77 Sarbanes Oxley 4.0

#-1 150 4 Risk Assessment and Treatment

I 150 5 Security Policy

171 150 & Organization of Irformation Security

11 150 7 Asset Management

17 150 8 Human Resources Security

17 150 9 Physical and Environmental Securicy

1 150 10 Communications and Operations Managemenkt

17 150 11 Access Control

11 150 12 Information Systerns Acquisition Development and Maintenance

17 150 13 Information Secudty Incident Management

171 150 14 Business Continuty Management

17 150 15 Compliance

11 Response Rules

4 ArcSight System

1 Public

{7 Real-time Rules

|

15

:

[
|

Each of the ISO sections operates independently of the other sections. Each of the ISO sections is
described in its own chapter in this solution guide.

Although each section operates independently, there is a common set of filters and active lists that
support more than one section. These common resources are explained in Chapter 2, Solution
Installation and Configuration, on page 27. These configuration items are general parameters needed to
tailor the content for your environment, such as privileged account names or the working hours in your
organization.

SOX4 Use Cases

For implementation purposes, the ISO sections are organized into use cases. One or more use cases are
addressed by content in the SOX4 package. Table 1-1below shows the all the ISO sections and the use-
cases implemented to address them in the SOX4 solution.

Table 1-11SO Sections and use-cases implemented in CIP for SOX4
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ISO Section

Sections 1-3

Section 4

Section 5

Section 6

Section 7

Section 8

Section 9

Section 10

ISO Section Topic

Infroductory Sections

Risk Assessment and
Treatment

Security Policy

Organization of Information
Security

Asset Management

Human Resources Security

Physical and Environmental
Security

Communications and
Operations Management

Micro Focus ESM CIP for SOX (4.02)

Use Cases in CIP for SOX4

*Noft applicable. These are
introductory chapters in the ISO
standard.

eSecurity overview
eHigh-risk event analysis

*Policy violations

eIntroduction of new services,
as well as hosts

*Reporting around cases

eAsset inventory reporting

eData classification reporting
and real-tfime monitoring

eWatching new hires

eInternet usage reporting and
monitoring

eFormer employee monitoring
*Physical building access

eMonitoring/reporting
contractor's physical access

eMonitoring maintenance
schedule

*Monitoring/reporting file
changes

«Configuration changes

«Separation of Development,
Test and Operational Facilities

eChanges to third-party
services

*Malicious code monitoring

[P address/user name
attribution
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Section 1

Section 12

Access Control

Information Systems
Acquisition, Development and
Maintenance

Micro Focus ESM CIP for SOX (4.02)

eUser management
eAuthorization changes
ePassword policy moniforing
Privileged account monitoring
*Network service monitoring
sFirewall policy monitoring
*Network roufing supervision
*Network policy monitoring

*Remote access (VPN)
monitoring

*Segregation of networks
*Role-based access monitoring
«Certificate management
eAttack monitoring

eSoftware installation
eInformation leak monitoring

*Vulnerability management
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Section 13

Section 14

Section 15

Information Security Incident
Management

Business Continuity
Management

Compliance

Micro Focus ESM CIP for SOX (4.02)

eEscalated threat monitoring
eInternal reconnaissance
eAvailability monitoring

*Monitoring highly critical
machines

*Monitoring for denial of
service attacks

eIntellectual property rights
violations

elllegal content download
*Peer to peer traffic
eInformation leak monitoring
«Company information
ePersonal information

eMisuse of information
processing facilities

eExcessive email
communications

*Policy breach monitoring
eTechnical compliance checks

eMonitoring access to
monitoring system (ArcSight)
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Chapter 2: Deployment and Configuration

Along with active channels, filters, reports, data monitors, dashboards, and rules to address each of the
use cases, every I1SO section contains an overview dashboard that summarizes the compliance state
determined by correlation rules triggered for that section.

x

- Mawigator OB ?

Resources I Packages |

I Dashboards Ctrl+al+D w

Dashboards | Data Mu:nnitn:ursl

il S P [ L e | L o]

[T user's Dashboards

[-
EIF:.-' Shared
E'f.' ArcSight Foundasion
= o cSight Solutiors
=17 Sarbanes Oxley 4.0

=7 all 150 Sections Cverview

- 150 Sections Overview
----- Section 4 Overview
----- Section 5 Overview
----- Section & Overview
----- Section 7 Overview
----- Section & Overview
----- Section 9 Overview
----- Section 10 Cverview
----- Section 11 Cverview
----- Section 12 Overview
----- Section 13 Overview
----- Section 14 Overview

i Section 15 Overview _Iﬂ
_I'—I d

Each dashboard presents a last-state data monitor, which shows a simple traffic-light graphic that
indicates the compliance level of each section; an event graph to show the relationships of the non-
compliant systems with other systems on the network; a list of the last 20 triggered rules; a pie chart
that breaks down the percentage of each triggered rule; and a bar chart that shows the top 20 targets
of the triggered rules. The example below shows the Section 11 overview dashboard.
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The overview dashboards for each section report into the ISO Sections Overview dashboard, a
centralized heads-up display that consists of a last-state data monitor for each of the ISO sections (4
through 15).
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:‘3 ArcSight Console

IS0 Sections Overview oE ?

IS0 Sections Overview

150 Seckion 4 IS0 Section 5 IS0 Section &
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.
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-
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A data monitor is only populated when a possible violation or an actual violation occurs. A yellow or red
data monitor can be tfurned to green manually when the situation is remedied by right-clicking the data
monitor and selecting Override Status... The colors of the traffic lights indicate the following:

Color State

Red Compliance violation. This situation occurs when one or more rules are triggered by
event activity that violates compliance for this ISO section.

Yellow Possible Violation. This situation occurs when one or more marginal events occur that
could indicate a policy problem, or is a borderline compliance violation.

Green Compliant. Systems are considered compliant when any events related to this ISO
section remain under the threshold of Yellow.

The following table defines the rules that can trigger a compliance violation (red) and possible violations
(yellow) in the overview dashboards.
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Severity Rules Violation
Level

Very High e Privileged Account Changed Compliance
Violation

e Information Security Incident
(Red)
 Shutdown of Highly Critical Machine

e Severely Attacked System

o Attack from Third-Party System

o Successful Attack — Brute Force

o Audit Log Cleared
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High * High to Low Classified Traffic Information Leak Compliance
Violation

* Former Employee Account Activity (Red)
e

o Activity from Badged-Out Employee

» System Restarted at Unscheduled Time

e Unscheduled Change in Status of Service

» Application Brute Force Logins

« Infected Remote Machine Found

 Malicious Code Detected

e Vulnerabilities Found - Business Information System
» Database Privilege Violation

e Unauthorized Admin Access o Domain Controller

» Former Employee User Account Access Attempt

¢ Inactive User Account Detected

» Same User Using Different User Names to Log-on

e User Logged in — Removed from Stale Accounts List
o Default Password not Changed

e Default Vendor Account Used

* Privileged Access on a Remote Connection

e Account Lockout

» Generate Case for Aftack Against remote Assets

e Security Software Stopped or Paused

o Attempted File Changes in Development Detected

e Persistent Vulnerability Detected o Internal Recon
Detected

e Intellectual Property Rights Violation
» Organizational Data Information Leak
e Personal Information Leak

e Email to Public Webmail Servers
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Medium e New Host Detected Possible
Violations

* New Service Detected
(yellow)
 After Hours Building Access by Conftractors
e Failed Building Access
« Possible Information Interception
e Outbound IM Traffic

o Access Rights Removed Privileged Access Attempt
Detected

e User Account Deletion
¢ Disallowed Port Access
e Insecure Services Use Detected

* Remote Access to Systems with Insecure Configuration

» Multiple Invalid Data Input attempts Detected
» Exploit of Vulnerability Detected

o Peer to Peer Traffic

General Resources

While most of the content is organized by ISO sections, there is a set of filters and active lists that are
used for more than one section. These general resources are explained in Chapter 2, Solution
Installation and Configuration, on page 27.

Configure these items with data specific fo your environment, such as the names of privileged accounts,
or the working hours in your organization.

Notify, Investigate, Analyze, and Remediate

Once compliance-related activity is identified, the solution offers many ways to take action, investigate,
and analyze.

Notifications

The first step in any escalation process is to notify the right people of a potential problem. The rules
included in the SOX4 solution package are configured to activate your nofification hierarchy in case of
certain threats. You can configure this hierarchy to notify the right groups in the right situations.

For instructions about how to configure the noftification hierarchy for your environment, see page
“Configure Notification Destinations” on page 62.
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Cases

Cases are ArcSight’s built-in frouble-ticket system. When certain compliance-related conditions occur,
the SOX4 solution opens a case and the appropriate people in your organization are notified so it can
be investigated and properly remediated. This requires that notifications are configured, as described
above.

Threat Response Manager via ArcSight CounterAct

The ArcSight Threat Response Manager (TRM) provides automated response to compliance-related
activity by instantly quarantining nodes that are in violation at the exact moment of detection.

TRM requires the TRM CounterAct connector, which makes the TRM actions available in certain
Sarbanes-Oxley rule actions.

The TRM remediation actions are not enabled by default. For a description of the rules that leverage
TRM's capabilities and instructions about how to configure and use them, see Chapter 4, Automated
Response and Prevention, on page 173.

CIP for SOX4 Device Coverage

CIP for SOX4 leverages event feeds from multiple sources. The following device coverage matrix shows
the different ISO sections along with the device feeds and possible special configurations of the devices.

Table 1-2 This device coverage matrix shows the implemented ISO sections along with the device feeds
and specific configurations for the devices to utilize the sections.

Use Case Device Type Special Device
Configuration

Section 4 - Risk Assessment and Treatment

o Security overview « NIDS/NIPS None

* High-risk event analysis o HIDS/HIPS
Section 5 - Security Policy

e Policy violations o NIDS/NIPS ¢ HIDS/HIPS e ILP « Configuration Configure the
Management policy for each
of the devices.

e Introduction of new services and hosts « NBAD Ensure the
right networks
are monitored
and the
capabilities are
turned on
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Section 6 - Organization of Information Security

» Reporting around cases

e Third-party monitoring
Section 7 - Asset Management

¢ Asset inventory reporting

« Data classification reporting e Real-time
monitoring

Section 8 - Human Resources Security

* Watching new hires e« Former employee
monitoring

e Infernet usage reporting and monitoring
Section 9 - Physical and Environmental Security

e Physical building access by employees ¢ Physical
building access by contractors

o N/A

o NIDS/NIPS e Firewall « NBAD

* N/A

e Router ¢ NIDS/NIPS e Firewall

o Application e Database e Proxy ¢ IAM « OS o
VPN

* Proxy e Router e Firewall

o Physical Badge Access Systems

Section 10 - Communications and Operations Management

* Monitoring maintenance schedule

Micro Focus ESM CIP for SOX (4.02)

e OS e Application e Database

See “Configure
Cases " on
page 60 for a
description of
the Sarbanes-
Oxley case
management
structure and
how to
configure if.

None

Set up and use
ArcSight to
manage your
assefs.

Set up assets
with
classification
levels. See
“Model Assets
(Assign Asset
Categories)” on
page 33.

None

None

Many badge
readers are set
up fo report in
batch mode.
The closer to
real-time the
feed can be
configured, the
better the
correlation
output will be.

None
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* Monitoring/reporting file changes

 Configuration changes ¢ Changes to third-party
services

 Separation of Development, Test and Operational
Facilities

eMalicious code monitoring
e User attribution
Section 11 - Access Control

o User Management ¢ Authorization changes
Password policy monitoring

« Privileged account monitoring

* Network Service Monitoring

e Firewall policy monitoring

» Network routing supervision

* Remote access (VPN) monitoring

» Segregation of networks ¢ Network policy
monitoring

o |dentity based role monitoring

e OS ¢ File Integrity Checker « HIDS/HIPS

¢ OS « Application e Database e Configuration
Management e Any device logging configuration
changes (most devices do)

e Router ¢ Firewall « NIDS/NIPS

e Anti Virus e NIDS/NIPS ¢ HIDS/HIPS

« OS, VPN, IAM

e OS e |AM e Application e« Database

e OS¢ IAM ¢ VPN ¢ Application e Database
¢ Router ¢ Firewall ¢« NIDS/NIPS

o Firewall

» Roufer e Switch

* VPN

e Router ¢ Firewall « NIDS/NIPS

e Database, OS

Section 12 - Information Systems Acquisition, Development and Maintenance

o Certificate management

o Attack monitoring

Micro Focus ESM CIP for SOX (4.02)

e NIDS/NIPS « OS ¢ VPN e Application

¢ NIDS / HIDS

Turn file
auditing on for
important files.

Make sure
configuration
changes are
logged

None

None

None

None

None
None
None
None
None

None

Database
auditing needs
to be
configured to
allow log
access. See
<xref to
database
auditing setup>
for details.

None

None
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» Software installation

o Information leak monitoring

 Vulnerability management

¢ OS

o ILP

e Vulnerability Scanner

Section 13 - Information Security Incident Management

e Escalated threat monitoring

e Infernal reconnaissance
Section 14 - Business Continuity Management

» Monitoring highly critical machines

e Availability monitoring « Monitoring for DoS

attacks

Section 15 - Compliance

o Intellectual property rights violations

Micro Focus ESM CIP for SOX (4.02)

Any event configured to frigger a rule in the
escalation filter.

* NIDS/NIPS « NBAD

e Router e Firewall « NIDS/NIPS « HIDS/HIPS
Database ¢ Application e NBAD « OS

¢ NIDS/NIPS « NBAD

e NIDS/NIPS e ILP ¢ Proxy

Make sure the
operating
system s
configured to
detect
installations of
new
applications

Make sure the
ILP device is
configured to
monitor for
critical and
confidential
documents.

None

None

None

None

None

Configure
sensors to
detect
intellectual
property rights
violations. This
often involves
defining new
signatures or
configurations.
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o lllegal content download

e Peer to peer traffic

« Information leak monitoring « Company
information ¢ Personal information

» Misuse of information processing facilities

o Excessive email communications

e Policy breach monitoring

e Technical compliance checks
e Monitoring access to monitoring system

(ArcSight)

Legend:

Micro Focus ESM CIP for SOX (4.02)

¢ Proxy e NIDS/NIPS ¢ ILP

o NIDS/NIPS ¢ ILP « NBAD

o ILP

o Email » Router o Firewall

e Email Server

o NIDS/NIPS ¢ HIDS/HIPS e ILP « Configuration
Management

« Vulnerability Scanner ¢ Configuration
Management

o ArcSight

Configure
devices to
report illegal
content
download. This
often involves
defining new
rules or
configurations.

None

Make sure the
ILP device is
configured to
monitor for
critical and
confidential
documents.

None

Make sure your
email server
logs email
communications
that are
relevant.
[Possibly
filtering
infernal-to
infernal
communications
to reduce event
load.]

Configure the
policy for each
of the devices.

None

None
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NI DS Network-based Intrusion Detection System ILP Information
Leak
Prevention

HI DS Host-based Intrusion Detection System 0S Operating
System

HI PS Host-based Intrusion Prevention System NBAD Network-based
Anomaly
Detection

IAM

Identity and
Access
Management

To gather events from physical access devices, such as badge readers, you must build a FlexConnector
tailored to the type of physical access device you use. For instructions about how to build and configure
a FlexConnector for a physical access device, see “Build FlexConnector(s) for Physical Access Devices”
on page 63.
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Chapter 3: Solution Installation and Configuration

The SOX4 solution is self-contained and does not rely on any other ArcSight solution. You can install
the SOX4 solution alongside other solutions on the same Manager.

“Deployment Planning” on page 27

“Install the SOX4 Solution” on page 28

“Configure the Sarbanes-Oxley 4 Solution” on page 31
“Upgrade from SOX2 to SOX4” on page 65

“Configure Oracle Connector to Access Monitoring” on page 71

“Back up and Uninstall the SOX4 Solution Package” on page 76

Deployment Planning

Before installing or upgrading, prepare your environment and the data structures that will feed the
SOX4 solution.

ArcSight Configure Zones and Networks for
Console your environment

Customer:

Install ArcSight Manager and ‘I L Organize input for
Sarbanes-Oxley SmartConnector = "3 zones
e — i [e¥] Netwarks
ol ST | Zones/ N|G |
Connectors for = | — I;ZT’I\:'IZ??S
each relevant m il _
150 section L et Manual Input
ArcSight \ u
Manager i
3 Yes Assign Networks to
; appropiate SmartConnectors
r ‘_-N ! @i

To installation
process

The process to prepare your environment for the SOX4 solution package involves SmartConnector
installation and configuration with zones and networks.

Verify Environment

Before installing, review this installation and configuration preparation checklist.
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1. Verify ArcSight ESM v4.0 installation. The SOX4 solution package runs on the following version of
Enterprise Security Management (ESM):

v4.0

Verify that your system has the ArcSight Console connected to an ArcSight Manager with this ESM
product version installed, and meets the prerequisite requirements for your operating system as
detailed in the ESM v4.0 Installation and Configuration Guide.

2. Model network to include Sarbanes-Oxley devices. Verify that zones and networks are
defined for your environment and that networks are assigned to the agents reporting
Sarbanes-Oxley-relevant events into your ArcSight system. Learn more about
ArcSight’s network modeling process in ArcSight 101. Find instructions for how to

configure zones and networks in the Console online Help.

Supported Platforms

The SOX4 solution operates on all supported ArcSight platforms, and is installed through the Console
using the package import feature new with ESM v4.0.

Upgrade Planning

If you are upgrading from the Compliance Insight Package for Sarbanes-Oxley v2.0 (SOX2), see the
upgrade overview and instructions on page 70.

Install the SOX4 Solution

The SOX4 solution is installed using an ArcSight package. The installation process is done:

e Fromthe ArcSight Console

¢ Using the ArcSight Administrator login

o With the ArcSight Manager running
To install the SOX4 package:

1. Using the log-in credentials supplied to you by ArcSight, download the following SOX4 package
bundle from the ArcSight support site (https://support.arcsight.com/) to the machine where you
plan to launch the ArcSight Console: ArcSight-ComplianceInsightPackage-
SOX.4.0.x.arb

Where x is the build number of the released SOX4 package, for example: 5224.

2. Loginto the ArcSight Console as the ArcSight Administrator.
3. Click the Packages tab in the Navigator panel.

4, Click. Import
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5. In the Open dialog box, browse and select the SOX4 package bundle file and select Open.

6. The progress of the import of the package bundle is displayed in the Progress tab of the Importing
Packages dialog box.

7. When the import is complete, the Results tab of the Importing Packages dialog box is displayed as
well as the Packages for Installation dialog box as shown in the following figure.

Elmpurting Packages 5[

Progress Resulks |

Importing Packages Completed. Review the summary below lor details.
Summary Reporl

Time to Complete: 0 min 2 sec 390 ms
Conflick Policy; defaulk

Packages Bundle T EPackages for Installation

X
Packages Irparke: 5
{8l Packages(A Packages for Installation

LRI | Irstall |
Packages that Dor |4l Packages/ArcSight Solutions/Sarbanes-Oxley 4 0 ¥

[ Install Deprecated Resources

Mexk I Zancel | Help |

8. Inthe Packages for Installation dialog box, click Next.

9. The progress of the install is displayed in the Progress tab of the Installing Packages dialog box.

When the install is complete, the Results tab of the Installing Packages dialog box displays the
Summary Report.

10. Inthe Installing Packages dialog box, click OK. In the Importing Packages dialog box, click OK.
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1. To verify that the installation was successful and the content is accessible in the Navigator panel,
expand the ArcSight Solutions folder and the Sarbanes-Oxley 4.0 package. The SOX4 content
displays as shown in the following figure.

x

MNavig OB ?

Resources  Packages I

' Import

-7 Packages
o -l
-7 Shared

E-777 &l Packages
-7 ArcSight Foundation
[=1-777 ArcSight Salutions

£l B Sarbanes-Cidey 4.0

B2 Metwark Filkers

I:’{Fj active Channels

I:{Fj Active Lisks

I:{Fj Archived Reports

I:{Fj Asset Categories

I:{Fj Assets

I:{Fj Zases

_{F’ Dashboards

I:{Fj Daka Manitars

I:{Fj Destinations

I:{Fj Field Sets

I:{Fj Files

I:{Fj Filters

I:{p Patterns

2,:1 Profiles

I:{p Queties

I:{p Report Templates
I:{p Reports

I:{p Rules

I:{p Session Lists
I:{p anapshots

“I7g Trends

Installation Troubleshooting
If the installation was not successful, contact ArcSight technical support:

Resource Description

Support web site http://support.arcsight.com/supportportal.
Access to ArcSight incident reporting,
knowledge base, software downloads,
help, and new customer forum.
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Customer forum

Assign User Permissions

https://forum.arcsight.com. Offers a place
for customers to share ArcSight fips and

By default, users in the Default user group can view SOX4 content, and users in the ArcSight
Administrators and Analyzer Administrators user groups will have read and write access to the SOX4
solution content. Depending on how you have set up user access controls within your organization, you
may need to adjust those controls fo make sure the new content is accessible to the right users in your
organization.

This assumes that you have user groups set up and users assigned to them.

1.
2.

Log into the ArcSight Console as ArcSight Administrator.

In the Navigator panel, go to Active Channels and navigate to ArcSight Solutions/Sarbanes Oxley
4.0.

Right-click the Sarbanes Oxley 4.0 folder and select Edit Access Control to open the ACL editor in
the Inspect/Edit panel.

In the ACL editor in the Inspect/Edit panel, select which user groups you want to have which

permissions to the SOX4 active channels and click OK.

Repeat steps 2 through 4 for all resources that contain SOX4 content:

Active channels
Active lists
Cases
Dashboards
Data monitors
Field Sets
Filters
Queries
Reports

Rules

Session Lists

Trends

Micro Focus ESM CIP for SOX (4.02)
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Configure the Sarbanes-Oxley 4 Solution

Several of the SOX4 solution resources should be configured with values specific to your environment.
Some features also require some additional SmartConnectors or SmartConnector configuration. This
section describes these configuration processes.

Configuration Planning

Depending on the features you want to implement and how your network is set up, some configuration
is required and some is optional. The list below shows all the configuration tasks involved with the SOX4
solution, what scenario they are associated with, and where to find instructions for performing the
configuration.

This chapter contains instructions required to enable content for the SOX4 solution.

o Model Assets (Assign Asset Categories) on page 33
o Configure Active Lists on page 39

o Configure My Filters on page 49

¢ Configure Cases on page 60

o Configure Notification Destinations on page 62

If you want to enable the automated remediation capabilities of TRM to your SOX4 solution, refer to
Chapter 4, Automated Response and Prevention, on page 173 for installation and configuration
instructions. The configuration processes outlined in this portion apply to resources that feed multiple
Sarbanes-Oxley scenarios.

Micro Focus ESM CIP for SOX (4.02) Page 42 of 199



Solutions Guide

I"
Configure Resources

7 Customer:
Input data
for active
lists

Model Assets (Assign Asset Categories)

Asset modeling is essential to activate certain SOX4 solution content, such as those that evaluate highly

critical and classified assets.
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First identify network assets that are classified or considered highly critical, then map these assets to
corresponding Sarbanes-Oxley asset categories.

Classifying assets in one or more of the Sarbanes-Oxley asset categories adds valuable business context
to the events evaluated by the SOX4 solution. This section describes the Sarbanes-Oxley asset
categories and explains how the solution uses them.

Network Domains

The most important systems in the network should be classified with the Compliance Insight Package
Network Domain asset categories. The SOX4 solution offers the following asset categories to classify
your assefts.
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This taxonomy is extensible, so you can add your own asset categories within these Sarbanes-Oxley
groups. If you create your own groups, or modify the name of an existing group, you may have to
modify some SOX4 content to make use of them.

Categorize your desktop assets using the Private category and your VPN zones using the Remote
category.

ArcSight Site Asset Categories

The SOX4 solution also makes use of several ArcSight Site and System Asset Categories.
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Protected Address Space

As part of ESM setup, you should categorize your assets in the Protected Address Space category. In
the Navigator Panel, go to Assets, select the Categories tab and navigate to Site Asset
Categories/Address Spaces/Protected. Much of the standard ESM content depends on assets being
categorized as protected.

The SOX4 solution also uses this category to determine which machines are protected (or owned by the
organization). This sets a baseline for determining what is considered inbound and outbound
communication.

Asset Criticality

The SOX4 solution contfent also makes use of the Criticality category. In the Navigator Panel, go to
Assets, select the Categories tab and navigate to System Asset Categories/Criticality. The crificality
levels are factored into the event priority formula (threat level formula) calculation. They are also used
in the SOX4 solution to determine which assets are critical fo be monitored and protected.

Assigning asset criticality o your Sarbanes-Oxley assefts is a critical part of deploying the SOX4 solution.

Business Impact Analysis

The Sarbanes-Oxley asset category group is also linked to the Business Impact Analysis group in the
System content folder under Site Asset Categories (Site Asset Categories/Business Impact Analysis) so
that targeted asset information will be displayed in the Business Impact tab of the Details tab in the
Event Inspector. This provides more context around the target asset of an event.

By default, the Business Impact tab of the Details tab in the ESM Event Inspector is disabled. Any event
entering the system, whether an original event from a device or a rule firing, that targets a machine
classified in a Business Impact Analysis asset category, the event will have the Business Analysis tab
enabled when that event is opened in the Event Inspector. This will show that the business impact
analysis for the events that are categorized for Sarbanes-Oxley, as shown below.

ArcSight recommends reassigning the categories for assets that are categorized with the Business
Impact Analysis/Business Role and Data Role asset categories to use the Network Domains categories.
This will activate the content for these assets.

.
Caution
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How to Assign Asset Categories

The Sarbanes-Oxley asset categories can be assigned using one of these fwo methods:
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One by One Using the Console Ul

Use this method if you have only a few assets to categorize as part of your Sarbanes-Oxley monitoring
program. One asset can be categorized in more than one Sarbanes-Oxley asset category.

1. In the Navigator pane, go to Assets, select the Assets tab, and navigate to A1l
Assets/Shared/ArcSight System Administration/Agents, where you will find the agents
installed for your environment.

2. Right-click the asset you wish to categorize and select Edit Asset.

3. In the Inspect/Edit panel, click the Categories tab. Click the add icon (':II}:I ) at the top of the screen
to select new resources.

4, In the Asset Categories Selector pop-up window, navigate to the following asset categories and
click OK.
The Sarbanes-Oxley category that applies to the asset, for example: A11 Asset
Categories/ArcSight Solutions/Compliance Insight Package/Network
Domains/Commerce
The criticality level that applies to the asset, for example: A11 Asset Categories/System
Asset Categories/Criticality/High

5. Repeat steps 3 and 4 for every asset you wish to classify in one of the Sarbanes-Oxley asset
categories.

Once you have assigned your assets to the Sarbanes-Oxley asset categories, you can also assign them
to other asset categories, either within the solution package or the general ArcSight categories, or those
you have created yourself.

ArcSight Asset Import Connector

If you have many assets that you want to frack as part of your Sarbanes-Oxley monitoring program,
you can configure them in a batch using the ArcSight Asset Import Connector. This connector can also
create new assets as part of the batch function.

The ArcSight Asset Import Connector is available as part of ArcSight’s connector download. For
instructions about how to use this connector to configure your assets for the SOX4 solution, see the
ArcSight Asset Import SmartConnector Configuration Guide. The steps below outline the process
involved.

1. Create a comma-separated value (CSV) file in a spreadsheet that contains the following data for each
asset you wish to categorize in one or more Sarbanes-Oxley asset category:

Header name Data description

address IP address of the asset
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macAddress Mac address of the asset with colons between the
hexadecimals: 00:10:D6:AC:.CA:35

hostName Fully qualified host name of the asset

location ArcSight asset location. This is an ArcSight URI,
and may not be applicable in all environments.

category:N The complete ArcSight URI of the asset category
in which you wish to categorize the asset. Replace
N with the name of the asset category. Add a
category column for every asset category that
applies to the asset.

The SOX4 solution provides a sample file as a File resource that you can use as a template. Instructions
for downloading the sample file are provided in the section below.

A few lines of this template are shown on the next page. The template includes drop-down menus that
contain the URIs of Sarbanes-Oxley asset categories you can use so you don’t have to type them. The
values for the drop-down menus are defined in the “MasterCategories” tab of the excel sheet.

The CSV file must contain these columns, although each row need not contain a value. You can add as
many Category columns as you need to, but there must be at least one. Asset aftributes and categories
that appear in the CSV file but are not defined in the Manager will be added to the Asset model.

Make sure that the IP address or the hostname are populated. If neither of these are available, specify a
macAddress.

2. Install the SmartConnector according to the instructions in the ArcSight Asset Import
SmartConnector Configuration Guide.

3. Assign the SmartConnector to an ArcSight Network.

4, When you import the asset names as they appear to the network, they have long names that are hard
to read in the Navigator panel. Formafting the asset naming structure in server.properties will
display shorter host names in the Navigator panel that are easier to read.

5. Copy the CSV file into the target directory on the connector system. As soon as the CSV file is
imported into the connector’s target directory, the Manager consumes the file and populates the asset
model with your asset data.

Sarbanes-Oxley Asset Import Template

The table below shows the first five rows of the Sarbanes-Oxley sample Asset Import table template,
which you can use to populate your Sarbanes-Oxley asset lists and asset categories.

To download the template:

1. Fromthe Resources tab in the Navigator pane, go to Files and navigate to
ArcSightSolutions/Sarbanes Oxley 4.0/Active Directory User Group Gen folder.

2. Right-click the AssetImportTempate-S0X4.x1s file and select the Download option.
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3. Browse for a directory location, for example the Desktop.

4, In the File name field, enter AssetImportTempate-S0X4.x1s and click Save.

A copy of the file is saved to the local file system.

addre mac hostName

ss Ad
dr

10.0.01

10.0.0.

10.0.0.

10.0.0.

10.0.0.

servernam el.
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servernam e2.
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servernam
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servernam e4.
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category: Network Domains
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Configure Active Lists

The SOX4 package contains numerous active lists that retain specific data that is cross-referenced
dynamically during run-time by ArcSight resources that use conditions, such as filters, rules, and

reports.

You can add entries to active lists, one-by-one, using the Active List editor in the ArcSight Console. For

detailed instructions, see Configure Active Lists Using Console Active List Editor.

You can also add entries in batch to active list from a comma separated value (CSV) file. For detailed

instructions see Configure Active Lists by Importing a CSV File.
The following table defines the active lists to configure to implement individual use cases.

Active Lists that Require Configuration

Active List

Administrative Accounts

Allowed Ports

Micro Focus ESM CIP for SOX (4.02)

Description
and Expected
Data Entry

List of all
users with
administrative
privileges.

Expected
input per
entry: User
Name

Active list of
all permissible
destination
ports, ie, all
permissible
services.

Expected
input per
enftry: Port
number
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Conftractor Accounts

Conftractor Badges

Default Vendor Accounts

Former Employees

Micro Focus ESM CIP for SOX (4.02)

List of all
contractor
user accounts.
This list must
be
maintained
on a regular
basis.

Expected
input per
entry: User
Name

List of all
contractor
Badge IDs.
This list must
be
maintained
on a regular
basis.

Expected
input per
entry: Badge
ID/ or User
Name,
depending on
the badge
reader
configuration

List of the
default user
account
names for
various
vendors.

Lists all
former
employees.
This list must
be
maintained
on a regular
basis.

Expected
input per
entry: User
Name
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Peer to Peer Ports

Privileged User Groups

Public Webmail

User Roles

This active list
is dynamically
populated
with port
numbers of
traffic
classified as
peer to peer
traffic.

List of user
groups with
elevated, not
necessarily
administrative
privileges.

Expected
input per
entry: User
Group Name

List of domain
names of well-
known public
Webmail
systems such
as yahoo.com,
hotmail.com,
etc. This list is
maintained
indefinitely.

This list
contains the
mappings of
users to their
roles. It can be
used fo
monitor role-
based access.

For specific descriptions and configuration tips for the active lists in each scenario, see the individual

chapters that cover each ISO section.

Configure Active Lists Using Console Active List Editor

You can add entries to active lists, one-by-one, using the Active List editor of the ArcSight Console.

1. In the Navigator panel, go to Lists and navigate to ArcSight Solutions/Compliance

Insight Package.
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Right-click the active list you wish to populate and select Show Entries. The active list details are
displayed in the Viewer panel.

For each entfry you wish to add to the active list, repeat the following steps:

a. To add an entry to the list, click the add icon (Ell}:) in the active list header.

b. Inthe Active List Entry editor of the Inspect/Edit panel, enter values for each column in the list
except for the dynamic columns listed in the following table and click Add.

Name Value

Creation This field is reserved for active lists that are populated dynamically by rule actions. Leave this
Time field blank.

Last Seen This field is reserved for active lists that are populated dynamically by rule actions. Leave this
Time field blank.

Count This field is reserved for active lists that are populated dynamically by rule actions. Leave this

field unchanged.

Configure Active Lists by Importing a CSV File

Active lists can be populated in a single step, by importing entries from an existing CSV file. The number
of columns in the active list must match the number of comma separated values in the CSV file. For
example, if the active list has two columns of data, the imported CSV file must have two comma-

separated fields.

1.

In the Active Lists resource tree of the ArcSight Console, right-click an active list and choose Import
CSVFile.

A file browser opens.

Browse to find the CSV file you want to import, select it, and click Open. The Import Preview dialog
displays the data from the CSV file to be imported into the active list.

To add the enftries from the selected file info the active list, in the Import Preview dialog, click OK.
The new entries from the file are appended to the existing entries in the active list.

To verify that your entries were imported as expected, right-click the active list you just populated
with the CSV file and select Show Entries.

This displays the newly-added data from the CSV file in the Viewer panel as active list details.

Tip: By default, the active list displays 2000 entries at a fime. To view entries outside the range
shown, create an active list filter that specifies a different range (click Filter in the active list
header).
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Populating Active Lists from an Active Directory

Instead of manually transferring the list of valid user account and groups from an Active Directory, the
SOX4 solution provides the Active Directory script (AD_user_group_gen.vbs) to assist in populating
active lists. This script interrogates the data on an Active Directory using ADSI, creates a list of Active
Directory user account names and groups, and generates a CSV file with the account information. This
CSV file can then be used to populate active lists from the ArcSight Console as described in Configure
Active Lists by Importing a CSV File on page 41.

In addition, Active Directory script provides the ability to search an Active Directory for users, groups,
and computers.

The user and group information stored in the CSV file and be used to populate specific Sarbanes-Oxley
4.0 active lists such as the Af-Risk Users and the Privileged Users. You can also use the script to
populate active lists that you create yourself and store in the /A1l Active Lists/ArcSight
Solutions/Compliance Insight Package tree on the manager.

Tip: This utility can be run on any Windows 2000 SP4 server or greater as long as the user has
sufficient privileges to view the Active Directory. The Active Directory script must be run on a
Windows system, but the resulting CSV file can be imported into a Unix system.

1. From the Resources tab in the Navigator pane, go to Files and navigate to ArcSight
Solutions/Sarbanes Oxley 4.0/Active Directory User Group Gen folder.

Right-click the AD_User_Group_Gen.vbs file and select the Download opftion.
Browse for a directory location.
In the File name field, enter AD_User_Group_Gen.vbs and click Save.

A copy of the file is saved to the local file system.

o v F N

From a Windows command prompt, change to the directory location where AD_User_Group_
Gen.vbs file is stored.

N

Make a back up of the Visual Basic script AD_User_Group_Gen.vbs.

8. In atext editor, open the original script AD_User_Group_Gen.vbs and configure the following
values appropriately for your environment:

o Set the Active Directory container path: Search for the following string: strContainer =
“CN=Users,DC=arcsight,DC=com” as shown highlighted below. Modify this string with the
Active Directory hierarchy that applies for your environment. OU=organizational unit; CN=common
name; DC=domain component. For more about Active Directory object naming, see
http://www.comptechdoc.org/os/windows/win2k/win2kadname.html.

o SettherootDSE: The rootDSE establishes the base of the directory service hierarchy and tells the
tool where to start the recursive search through the Active Directory hierarchy of user groups.

o Set the ArcSight Archive output directory: As an option, you can also specify a different output
directory for the archive file other than the default temp directory. For security purposes, you may
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wish to use a more secure directory however ensure that the specified directory exists on your
system, otherwise the tool will not operate properly. Search for the string: strArchivePath =
“c:\temp\” as shown in the following figure, and replace it with the full directory path of the

desired output location.

I\ AD_User_Group_Gen, vbs - Notepad E||E|@
Sle Edt Formst dew Help

Y oArcsickt active Di-2ctacy InTegrator

‘queries AD for memb2-s 17 a group as we 1 &= creates a csv filz of members in groups that can be
dmportec dnto an Active _js

an Errcr Resume Next

'Set the Active Directa~y conzainer path you wisk to guery specifizally

strocrtainer = "IN=Usz-s, dC=arcsight, DC=com’

'Set RcctDsSE for recua-sive search

rootCSE = "DC=arcsigat, dT=com’

‘set the Archive Pata F2 output Arcs'ght Archives
strarchiverath = "Zihtamoy '

wacript. echo "Current wat<ing Active Directory Group: U & strfaatainer

if wecript.Argunents.couaqt = 0 ~hen
wsoript.Echo "Jsaje: AD_User_Group_Gen ListGroups"
wscript.Echo "Jsaje: AD_User_group_Gen Search”
wscript.Echo "Jsaje: AD_User_gGroup_Gen ListMembers”
wsoript.Echo "Jsaje: AD_User_Group_Gen Lserroleal”

wsoript. quit
End if

‘st Arcs=wScript.Arguamesits

‘Check ccmmand Tline a~3s

StracctFLnct = ucase(WSooipT. Argunents. tem(0>) 'User Account Management Funct”on
wicript. echo stracct=anzt

1f EI"I".I\L,I:I:I[IZIIEI" <> 0 T121

Echc )
Eckc "wwew ERROR: 43 SuncTion supp fed.’
Eckc "
Eckc "Use: cihZeosooiot AD_ListGroups Listaroups”
Eckc "
Eckc "aborting..."
Eckc "
wicript.ouit
end If
strGrouphame = wscriost. arguments, item(0)  'Groop hame

wscr Jpt. echo strarouayams

‘mone ckecking command 1iqe args

9. Save the script and exit the text editor.

Run the Active Directory User Group Puller Script

After configuring the Active Directory script by setting the appropriate values for the necessary
variables, you can run the script. This script has four options as listed in the following table. To invoke
the option, type the corresponding command at the command prompt as shown in the following table:
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List Groups Generates a list of user groups in the
specified container. The list is
displayed on the Console and saved
into the temporary folder in a file
called _GrouplList.csv.
cscript AD_User_Group_
Gen.vbs ListGroups

Search Searches for users, computers or user
groups using key letters or words. The
output is displayed on the screen only.

cscript AD_User_Group_
Gen.vbs Search

List Group Members Generates a list of the members in the
chosen groups and saves them in the
temporary folder in a file named _
UserlList.csv cscript AD_User_
Group_Gen.vbs ListMembers
When this option is specified, the
script displays a list of groups. From
this list, select one or more groups as
described below in defail.

User Role Active List Generates a list of the members in the
chosen groups and the groups in
which they are members. The list is
saved in the temporary directory in
file named _ActiveList.csv cscript AD_
User_Group_Gen.vbs UserRoleAL
When this option is specified, the
script displays a list of groups. From
this list, select one or more groups as
described below in detail.

Each script option is listed in more detail below.

List Groups

When running the AD_User_Group_Gen.vbs script, specify the ListGroup optfion to create a list of all the
user groups in the Active Directory and save the list to a file.

1. Open a Windows command window.

2. Change to the directory location where AD_User_Group_Gen.vbs file is stored and type the
following command: cscript AD_User_Group_Gen.vbs ListGroups The script generates a
list of all the user groups in the Active Directory and saves the list to a file named _GroupList.csv in
the directory specified by the Archive Path.

3. Usethe generated _Grouplist.csv file to populate an active list. For detailed instructions, see
Configure Active Lists by Importing a CSV File on page 41. The ListGroup option can be used to
populate the Privileged User Groups Active List.
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Search

When running the AD_User_Group_Gen. vbs script, specify the Search option to search for an enftity
by name in the Active Directory. The following entities can be searched in the Active Directory: B

o UsersH

e Computers l

o User groups

For example, if you know the group is sales related, you can type finance or fin to find all the
finance group names. If you are looking for a specific user, search for the user name, not their user
account (for example, search for john, not jdoe).

Note that all entries are case insensitive, for example typing fin is equivalent to typing FIN.

1. Open a Windows command window.

2. Change to the directory location where AD_User_Group_Gen.vbs file is stored and type the
following command: cscript AD_User_ Group_Gen.vbs Search

3. The script prompts for type of search. Enter Group, Computer, or User and click OK

Enter the Zategon to Search ok,
Group, Ccmputer, Uszer

gil.

Cancel

4, The script prompts for the search string. In the example below, you are searching for finance group
names. Enter the string you want to search for and click OK.

- X
Enter the Yame to Search
Cahcel !
]nnl

5. The script searches for matching entries and displays the result in the LDAP Entries Found dialog
box. The dialog box displays the CN and DC hierarchy for the matching results.

6. You can use the generated list of users, computers, or groups to populate an active list, using one
of the following methods:

o Cutand paste from the LDAP Enftries Found dialog box into the Active List editor of the ArcSight
Console. For detailed instructions on using the Active List editor, see Configure Active Lists Using
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Console Active List Editor.

o Create a comma separated (CSV) file using an editor and cut and paste from the LDAP Enftries Found
dialog box into a CSV file and then import the CSV file into an active list. For detailed instructions on
importing a CSV file, see Configure Active Lists by Importing a CSV File.

List Group Members

When running the AD_User_Group_Gen.vbs script, specify the ListMembers option to list the
members of Active Directory groups. The generated user list is saved info a file named _UserList.csv
in the directory specified by the Archive Path. You can then import the list info an Active List using the
ArcSight Console.

1. Open a Windows command window.

2. Change to the directory location where AD_User_Group_Gen.vbs file is stored and type the
following command: cscript AD_User_Group_Gen.vbs listmembers

3. The script integrates the Active Directory and displays a Internet Explorer Browser window with all
the groups in the container.

4, If your Browser is set to block scripts, click the To help protect...alert message at the top of the
window and select the Allow Blocked Content...option as shown in the following figure.

/= C:Atemp\tmp. htm - Windows Internet Ex...
0 To heb prote ecurity, Internet Explorer has
restricted this webpage from running - Mo Blockad Conterit ..

Pick the Active Directory Groups whose users
want to output to a .csv file Mare inforrmation

[[] accounting

[] corporate

[] development
[[] east coast sales
[7] finance

5. To enable active content to run, in the Security Warning dialog box, click Yes as shown in the
following figure.

Security Warning

rz Allowing active content such as script and Activex, controls can be useful,
) but active content might also harm your compliter,

Are woll sUre you want to let this file run active content?

Yes [4o
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6. Select the groups whose members you would like to list and scroll down and click Create.

/= C:\temp\tmp. htm - Windows Internet Ex... [= |[E]X]
i —— = IS .

[] human resources uhi
[[] manufacturing

[] mid-west zales

[] sales

[] services

[] support

[] tech pubs

[] west coast sales

[ Create ] [ Cancel ]

%@

The script recursively searches for users who are members of the selected groups and places the list into
the _UserList.csv file as a single-column list. All the members of a selected group are listed. The
script lists a user of a non-selected group, if that non-selected group is a member of a selected group.
For example, if aring is a member of the tech pubs group and the tech pubs group is a member of
the corporate group, if the corporate group is selected but tech pubs group is not, the user aring
is still listed.

If a user is member of multiple groups that are selected, the user is listed multiple times in the list.
However, once the list is imported into an Active List, each user name is only listed once. For example, if
both the services and support group are selected and the user nking is a member of both, nking is
listed twice as shown in the following _UserList.csv file.

The generated user list is saved into a file named UserList.csv in the directory specified by the
Archive Path.

[ _UserList.csv - Notepad =] 3

File Edit Format Yiew Help

ttaylor o
Hkin
swilTiams
rsmith
wlal
nking
aring

[

7. Usethe generated _UserList.csv file to populate an active list. For detailed instructions, see
Configure Active Lists by Importing a CSV File on page 41. The ListMembers option can be used o
populate the following Active Lists:

e Administrative Accounts List

e Contractor Accounts
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e Former Employees

e New Hire Accounts

User-Role Active List

When running the AD_User_Group_Gen. vbs script, specify the UserRoleAL option to list the user
names of the selected groups. For each user name, all the groups that the user is a member of are listed.
The generated list is saved into a file named _Activelist.csv in the directory specified by the
Archive Path.

The script searches recursively for users in the selected groups but only the top-level selected group is
associated with the user. For example, if you selected the corporate group that has the
development group as member and the user wlau is a member of development group, the output
file lists wlau as a member of the corporate group as shown in the following example _
Activelist.csv file

If a user is member of more than one selected group, that user name appears in the CSV file only once,
comma-separated with all the selected groups the user is a member of. For example if rsmithis a
member of the finance and corporate groups and both of these groups are selected, rsmithis
listed only once, as shown in the following example _ActivelList.csv file.

[ _ActiveList.csv - Notepad ] [=]
File Edit Format Miew Help
ttaylor, |sales|mid-west| &

swilliams, |sales|east coast sales|

rsmith, |Finance|corporate]

wlau, | corporate|

aring, |tech pubs| _J
i

The users listed in the beginning of preceding figure are all members of more than one group, while the
users at the bottom of the figure are members only of only one group.

Each group must be separated with a pipe () delimiter. Separating group names using the pipe delimiter
allows you to search uniquely for a group in the conditions of rules and filters. For example, you could
specify the following condition in a filter:

Role CONTAINS |finance|

This condition would matfch a group called finance buf would not match a group called finance
managers.

To generate the user-role CSV file:

1. Open a Windows command window.

2. Change to the directory location where AD_User_Group_Gen.vbs file is stored, and type the
following command: cscript AD_User_Group_Gen.vbs UserRoleAL
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3. If your Browser is set to block scripts, click the To help protect...alert message at the top of the
window and select the Allow Blocked Content...option as shown in the following figure.

Lrity, Internet Explorer has X
from running - Allow Blocked Content...

=k
Pick the Active Directory Groups whose users WAL the Rk
want to output to a .csv file More information

/~ C:\tempitmp. htm - Windows Internet Ex... r-:

[[] accounting

[] corporate

[] development
[[] east coast sales
[7] finance

4, To enable active content to run, in the Security Warning dialog box, click Yes as shown in the
following figure.

Security Warning

rz Allowing active content such as script and Activex, controls can be useful,
) but active content might also harm your compliter,

Are woll sUre you want to let this file run active content?

Yes [4o

5. Select the groups whose members you would like to list and scroll down and click Create.

/= C:\temp\tmp. htm - Windows Internet Ex... [= |[E]X]
[] human resources &
[] manufacturing
[] mid-west sales
[] =ales
[] services
[] support
[] tech pubs
[] west coast sales

[ Create ] [ Cancel ]

i

The generated list is saved into a file named _Activelist.csv in the directory specified by the
Archive Path.
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6. Use the generated _ActiveList.csv file to populate an active list. For detailed instructions, see
Configure Active Lists by Importing a CSV File Active Lists by Importing a CSV File. The UserRole

option can be used to populate the User Role Active List.

Configure My Filters

The My Filters group contains several filters that should be configured with values specific to your

environment.

EHArcSighl: Console - X
MNavigator o Ny I o ™S
=] Packages |

|@ Filters CtrHalk+E v

B[ Filkers

S-[77 user's Filters

- “[=] Hotlist

=1-l77 Shared

-7 ArcSight Foundation
- ArcSight Solutions

= v 4.0
17 General Filkers
IS0 4 Risk Assessment and Treatment

11 150 5 Security Policy

152 & Organization OF Information Security

IS0 7 Asset Managermenk

153 8 Human Resources Security

152 9 Physical and Environmental Security

152 10 Communications and Operations Managemenk

1 150 11 Access Contral

171 150 12 Information Systems Acquisition Development and Mainkenance
152 13 Information Security Incident Management

IS0 14 Business Conkinuity Managerment

A 150 15 Compliance

7 My Filkers

--[=] After Hours

(=] DBA Rale

--[=] Intellectual Property Download

(=] Limit Regulation

~-[=] Maintenance Window

~--[=] Policy Definition

- Response Filkers

[ ..r_':.?l ArcSight System

-5 Public

::
o

All Filkers
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After Hours Filter

The After Hours filter defines the fime period which is considered to be after business hours. The
default after hours time period is set to 8:00 p.m. to 6:00 a.m. on weekdays, and all day Saturday and

Sunday.

Enrcﬁght Console :

X

Inspect/Edit

- imE

|=] Filker: After Hours |

attributes  Filker | '-.-'arial:ulesl Nu:utesl

D & | 11 | i=| R Fiters | B Asset= | B vulnerabilties [ ctive Lists

Edit | SURArYy I

Lo DayDfWeek = Sunday
----- @ Dayofweek = saturday
----- @ HourOfDay >= 20

@ HourDfDay <=§

------ !, MatchesFilker( &l FikersfarcSight Solutions)Sarbanes Cuxley 4, 0/My Filbers [ Limit Regulation™)

aw
He ku:ummu:un Conditions Editor j
Mame op Condition l Aa l @l
[Event il
Angregated Event C... "N
Application Probocal W~
Eytes In "N
Fytes Cut AN
Correlated Event Counk AN
Customer AN
Frd Time = ;I
Save fi5.., | ok | Cancel | Spply | Help |

The filter uses two variables:

o DayOfWeek
e HourOfDay

You can change this filter fo match what is considered to be after hours for your organization.

Tip: The DayOfWeek variable returns an integer value that is displayed on the ArcSight Console as
a string value of the current day: Saturday, Sunday, Monday, Tuesday, Wednesday, Thursday,
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or Friday. Since the DayOfWeek variable is an infeger, you can specify a range of days such as
(DayOfWeek >= Monday AND DayOfWeek <= Friday).

The HourOfDay variable returns a numerical value for the current hour in 24-hour format ranging
from12 AM =0 to 11PM = 23.

For example: After business hours from 6:00 PM to 8:00 AM on all weekdays, and all of Saturday
and Sunday would be defined by the following filter expression:

(DayOfWeek = Saturday OR DayOfWeek = Sunday OR HourOfDay >= 18 OR HourOfDay <= 8)

DBA Role

The DBA Role filter defines the privileged database administration (dba) user names. The user names
specified in this filter are the default Oracle dba accounts called sys and system as shown in the
following figure. Change or add new dba accounts to reflect your environment.

x

Inspect/Edit o o o
Event Inspector | =| Filter:DEA Role |

Attributes  Filker | '-.-'arial:ulesl Nu:utesl

ﬂ & | 10| i=| @ riters | B Assets | @ vulnerabilities B Active Lists

Edit | SUFIary I

eventl
.. Target User Name In (sys,system)

% d
IZ:::mmu:un Conditions Editor ;I
Mame (5] Condition
{Event

Aogregated Event C..,
Application Protocol
Evtes In

Evbes Cuk

_orrelated Event Count
_ustomer

End Time

aenerator

aenerator LRI
Manager Receipk Time

1

I ) T < = < = = = =0
0 1 o e [ 1

Marme
ckart Time
Trarmcrew F Dembeenl j

Save 8s. | ] < | Cancel | Apply | Help |
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Intellectual Property Download Filter

The Intellectual Property Download filter finds events that involve the download of possibly illegal
intellectual property. By default, this filter is set to find a Snort signature that indicates video or audio
download. Add the signatures for the content monitoring device(s) or NIDS you use that indicate

intellectual property downloads, such as video streams, images, audio files, or possibly illegal intellectual
property or copyrighted material.

EArcSight Console ﬂ
Inspect/Edit S nE ?

[=] Filter:Intellectual Property D... |
Attributes  Fiter | variables | Motes |

G| & 11| =] @riters | @ Assets | @ voinerabities | [ Active Lists
Edit I SurmErY I

% Event conditions

i

@ Message != This is a Snort signature which looks for content-types that indicate video or audio download. [ignore case]
@ Device Event Class ID =[1:1437] [ignore case]

n MatchesFilker("/all Filters/ArcSight Solutions/Sarbanes Oxley 4.0/My Filkers/Limit Regulation™)

Y 4

in |Cammnn Conditions Editor d
Name Oop Condition Az l@

Event Tl ﬂ

Aagregated Event C,., vV I

Application Protocol v I

Bytes In VI

Brytes Out VI

—orrelated Event Count Vv I

Customer ~ I

End Time VI

Generator T

enerator LRI v I

Manager Receipt Time ¥ d

saveds.. | of | cancel | ooy | Hep |

Configuration Tip: Do not include conditions that select peer-to-peer protocols. That scenario is
addressed in a separate filter.
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Limit Regulation Filter

By default, the Limit Regulation filter specifies that only events pertaining to Sarbanes- Oxley assets
arriving at the Manager are evaluated by the SOX4 solution.

:ﬂnrcﬁight Console
Inspect,/Edit

Event Inspector | =] Filter Limit Regulation |
attributes  Filker | '-.-'arial:ulesl Nu:utesl

O & |1l |i= .Filters ..ﬁ.ssets S'-.-'ulneral:uilities @.ﬁ.ctive lists

Edit | Summary |

::5 Fuent ronditinns

EIEJ hssets

i L Target Asset ID InGroupfal Asset Categories)Site Asset Categories{Business Impact Analysis/Data RolefReporting Require
EIE, Assets

. L@ Attacker Asset ID InGroupd" Al Asset Categories)Site Asset Categories/Business Impact Analysis/Data Role/Reporting Fegu
i@ Attacker 2one InGroupi"all Asset Cateqgories/Site Asset Cateqories/Blsiness Impact Analysis/Data Role/Reparting Requirement;
“- @ Target Zone InGroupl" &l Asset Categories/Sike Asset Cakegories/Busness Impact Analysis/Data Role/Reporting Requirerment /Sa

ol i i, 0 00 0 00 0 0 0 0 0 0 00 0 0 0 0 o 0
All SOX4 “decision-making” resources (filters, rules, active channels, reports, and data monitors) refer to

this filter. For example, one of the AND conditions of the Default Vendor Account Used filter is a

reference to MatchesFilter function with the Limit Regulation filter as the argument. This reference to

the Limit Regulation filter by the Default Vendor Account Used filter means that only events pertaining

to Sarbanes-Oxley assets are processed by the After Hours filter.

To configure this filter to direct all events to the SOX4 solution content for evaluation, modify the Limit

Regulation filter, remove the existing conditions and create a default condition equal o True as shown
in the following figure.

Enrcﬁight Console . 5'
Inspect/Edit o s

Event Inspeckor [=] Filker:Limit Regulation I

atkributes  Filker | '-.-'arial:ulesl Nu:utesl

0| & | 00| 1= @ Fiters | & assets | @ vunerabilities | (53 Active Lists

Edit | SUMMary I

¥ Evert conditions
E|{} eventl
L
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Maintenance Window Filter

This filter defines what is considered network maintenance time window(s). Various Sarbanes-Oxley
resources look for events outside of the maintenance windows by first referencing this filter in their
conditions, and then negating it.

The default maintenance windows are from 3:00 a.m. to 3:59 a.m. on Sundays, and 4:00 a.m. to 4:59

a.m. on Saturdays.

5

Inspect,/Edit o
Ewent Inspector IEl Filter:Maintenance ‘Windaow |

Attributes  Filkar I Val'iablcsl I‘-.Iotcsl
0 | & | []] | 1= @B riters | @ Assets | B vulnerabilties

Edit | SUMMTIEH |

[ Active Lists |

HourDiDay =3

@ WeekDay = Sunday

Ior

HourDfDay =4

L@ WeekDay = Saturday

@ matchesFilter("{all Filters/arcSight Solutions/Sarbanes Oxley 4.0fMy Filkers/Limit Regulation™)

------ @ Message |= The logical conditions n this Filker are correct although not inkuitive, This Filker needs ko be applied as a NOT Maintenance Window, Jignore case]

.3

I:UIIIIIIUII Cunitiones Editur ;I
MName Op Condition A3 @

Event HH ﬂ
Mogregated Event C... ¥ I
Application Protacal Vv
Eytes In v
Bytes Out ~
Correlated Event Count =
Custoner ¥
End Time e I

Generakor A ;I

Save &s. . | 6] 4 | Cancel I Apply I Help |

You can change this filter to adjust the default settings to match the maintenance window(s) for your
environment.

The filter uses two variables:
o WeekDay
o HourOfDay

Configuration Tip: WeekDay returns a string value of the current day: Saturday, Sunday,
Monday, Tuesday, Wednesday, Thursday, or Friday.HourOfDay returnsanumerical
value for the current hour in 24-hour format ranging from 12 AM = 0 to 11 PM = 23. For example:
Maintenance windows of Tuesday morning, 1:00 AM to 3:00 AM, and Friday morning, 5:00 AM fo
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6:00 AM would be defined by the following filter expression:

(WeekDay = Tuesday OR HourOfDay >= 10R HourOfDay < 3) AND (WeekDay = Friday OR
HourOfDay = 5)

If you build a resource that refers to this filter, use the NOT operator when referring to it fo exclude
events that occur in this time window.

Policy Definition Filter

This filter is used to define what users have permission to access what machines based on their
respective roles and asset categories.

EnrcSight Console L x|
Inspect/Edit

Q@ 7

Filt=r: Policy Definitio

Attributes Filter | variables | Motes |

L4 | & | 1] | iI= | @ Fiters | B pssets | & vunerabiities | 54 Active Lists |
Edit I Summaryl
% Ewent conditions
EI{} eventl
-8, AND
=11 or
28 anD
---@ Bttacker_User_Role.UserRoles NOT Contains |Development|

----- @ Target_User_Role.UserRoles NOT Contains |Developrment |
Assets

@ Target Asset ID InGroup"fal Asset Cabegories)areSight SolutionsCompliance Insight Package Metwork Domains/Developrment™)
|:_:|& AMD
----- @ Attacker_User_Role.UserRoles MOT Contains |Financial|
----- aiaruet_UserJloIe.UserRoles MNOT Cantains |Financial|

4 nssets

® Target Asset ID InGroup(fall Asset Categories|drcSight Solubions/Caompliance Insight Package/Metwork Domains/Financial")
- AND

@ BAttacker_User_Role.UserRoles NOT Contains |Legal
----- @ Target_User_Role.UserRoles NOT Contains |Legal|

aAw
l:ommon Conditions Editar ﬂ
Mame op Condition r1l@
Event B B ﬂ
Aogreqated Event ... F
Application Protocal AN j
8] 4 | Cancel | Ay | Help |

The filter consists of multiple sub-conditions that each verifies whether the given conditions are frue.
Multiple conditions are combined with an OR, so the filter will evaluate to true if any of the sub-
conditions are true. A single condition is shown in the following figure:
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=& AND
-@ Attacker_User_RoleUserRoles NOT Contains |Financial|
- @ Target_User_Role.UserRoles NOT Contains [Financial|

E} Assets

‘... Target Asset ID InGroup("/all Asset Categaories/arcSight Salutions/Compliance Insight Paccage/Netwark Damains/Financial™)

This condition evaluates to true if an event indicates someone accessing an asset categorized as a
financial system and the user itself is not in the Financial user group, as expressed with the first two
conditions.

The Identify Based Access Violation rule monitors this filter and fires for every instance where the role-
based access is violated. For example, if the Target Asset ID is categorized as a Financial asset, the
filter fires if neither the target User Name nor the attacker User Name from the event has the
Financialrole.

For example, a User Name ttaylor is granted access to the Financial and Legal rolesin the User
Role active list. An event is received where the Target Asset is categorized as a Financial asset, the
filter checks that the User Roles associated with the Attacker User Name to make sure Financialis
listed in the Active List. In addition, the filter checks the User Roles associated with the Target User
Name to make sure Financial is listed in the Active List.

Attacker_User Role.UserRoles and Target_ User Role.UserRoles are both variables that are
populated by the GetActiveListValue function which takes as input the User Name, searches for the
User Name in the User Roles active list and returns the list of all the User Roles for the UserName as
shown in the following figure.

For this example, the Attacker User Name ttaylor is supplied to the GetActivelListValue function
and the function checks the User Roles active list for the list of Roles associated with the Attacker User
Name ttaylor and returns the values of Financial and Legalinthe Attacker User Role
variable. The filter tests the values returned by the Attacker User Role variable to see if Financial is
not found in the list. In addition, the filter tests the values returned by the Target User Role variable
to seeif Financial is not found in the list.
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B

Inspect/Edit o o e

Event Inspactor El Filter :Paliry Definitinm |

Attributes | Filter Wariables | pates |

o Add...  * Edit 3 Remaove
Name Expression
Targek User Role  |get_activelisk_value(" all Active ListsfArc3ght Solutions/Compliance [nsight Package/User Roles™)
E Edit Yariable x|
Narme: I.ﬁ.ttackﬂr Liser Pole
Function; |Get.ﬁ.|:tiveList'-.-'aIue =]
Retrieve Activelist value
- Arguments
Lisk
= Ilzer Roles j
Field Mapping
For each key Field, select a matching event figld,
Marme | Field key
Iser Mame Attacker User Name &
~ Preview

Sat a3 value For each kay Fisld,

Mame Yalue I

H Eey Fields
User Mame

Calculate |
2K I Zancel | Help |

Configuring the Policy Definition Filter

After modeling assets into the appropriate Network Domain, you may want to configure the default
conditions in the Policy Definition filter. For example, if you categorized some assets into the Commerce
category, you might want to add the following additional AND condition to the filter as shown by the
following figure.
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- AND
. Attacker_User_Role.UserRoles MNOT Contains |Commerce|
= ----- @ Target_User_Role.UserRoles MOT Contains |Commerce|
EE; Assets
L@ Target Asset ID InGroup("fal Asset CategoriesfarcSight Solutions/Compliance Insight Package/Netwark DomainsfCommerce™)

You may want to also add roles that can assess particular assets. For example if users assigned to the
Administrator role need access to the Development servers, you may want to add the following
conditions to the existing AND conditions as shown by the following figure.

o5&

: @ Attacker_User_Role.UserRoles NOT Contains |Development|

@ Target_User_Role.UserRoles MNOT Conkains |Developmens|

E, fAssets

L@ Target Asset ID InGroup Al Asset CateqgoriesfarcSight SolutionsCompliance Insight Package/MNetwork Domains,Development™)
@ Attacker User_ Role.UserRoles MNOT Conkains |&dminstrazar|

- @ Target_User_Role.UserRoles MNOT Contains |Adminstrator|

Configure Rules

Configure the following ISO section 1.1.1 rules with the role name of the system administrator for your
environment: W

e Privileged Access Attempt Detected

e Unauthorized Admin Access to Domain Controller

By default, these rules specify the role name of sysadmin. Edit the rule and change sysadmin to the
role name of the system administration for your environment. Do not remove the pipe () from the start
or end of the string.

Configure the following ISO section 1.1.1rule with the role name of the database administrator for your
environment: ®

o Database Privilege Violation

By default, these rules specify the role name of dba. Edit the rule and change dba to the role name of
the database administrator for your environment. Do not remove the pipe () from the start or end of
the string.

Configure Cases

Cases are ArcSight’s trouble-ticket system that can be used as-is or in conjunction with a third-party
trouble-ticket system. The SOX4 solution includes a special container for cases generated by Sarbanes-
Oxley rules in the Compliance Insight Package group.
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xq

MNavigato OB 2

Chrl+Al+C W

=77 Cases
|77 user's Cases
[=1-77 Shared
B all Cases
S o cSight Solutions
- Sarbanes Oxley 4.0
-7 arcSight System
-7} Personal
-1 Public
-3 Unassigned
----- [ Public

You can add more groups within the Compliance Insight Package group or your own group if you want
to add more differentiations. If you do add more distinctions to the Compliance Insight Package group,
modify the ArcSight rules that generate cases to make use of your new case groups.

The rules in the following diagram all produce cases that are stored in the Sarbanes-Oxley group.

Micro Focus ESM CIP for SOX (4.02) Page 73 0of 199



Solutions Guide

_ Former Employee User Account Access Attermnpt
E LA T A ]
|_i| After Hours Building Access by Contractors
|£] severely Attacked System |
_il Unscheduled Change in Status of Semwice
| |i| = aitbhn R AL S L T o THED S
_il Farmer Employee Account Activity
/ w [neEtye e pAcEalint Rere et B
Sarbanes Oxley 4.0 _7_' Privileged Account Changed
) _7_1 Al L 0 L R
El Successful Attack - Brute Force
[£] Unauthorized Admin Access to Domain Contraller |
#] Failed Building Access

[£] Audit Log Cleared

ﬂ Wulnerabilities Found - Business Information System
2] Generate Case for Attack Against Remote Assets |

Third-Party Incidents | —[£] Attack from Third-Party System

The Sarbanes-Oxley 4.0 cases group receives cases generated by the rules shown in the above resource

graph.

Configure Notification Destinations

By default, the SOX4 solution rules make use of the following three levels of nofification destinations:
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x

MNavigator o Ny I 1 ™S
Resources I Packagesl
|%Natiﬁcati.:.ns Chrl+alk+n w

=77 Destinations

= -

B 8l Destinations

-7 Analysts
-3 CERT Team
- Content Authors
-1 Database Skorage Operator
[ Device administrators
= Managerent
-7 MSSP Cuskommer ¥
-1 Partition Archive Manager
-7 sarbanesOwxlevd .0
B Level 1
- Level 2
-0 Level 3
-1 50C Operatars
-3 Unassigned

+

Configure these levels with the users and/or user groups of those you wish to notify about Sarbanes-
Oxley incidents. To configure the notification levels:

1. Right-click the notification level you wish to populate and select New Destination.

2. In the Notification editor, enter the following values and click OKz

Name

Start time

End time

Destination
type

User/group

Value

Enter a name for the notification destination. This will be used to identify the destination in the Navigator

panel.

By default, the fime values are set for 24 hours. If you wish fo notify different people on different shifts,

modify the start fime with the start fime of the shift.

If you are specifying shifts, enter the end time of the shift.

Console. Select Console to notify the user with an alert in the ArcSight Console.

E-mail. Select E-mail to notify the user or user group by e-mail. Enter the e-mail address of the user or user

group on the next line.

Pager. Select Pager fo notify the user’s pager. Enter the pager number, PIN, and pager provider, as

applicable.

Cell phone. Select Cell Phone fo send a text message to a cell phone. Enter the e-mail address of the cell

phone, for example, 2025551212@mycellphone.com.

In the drop-down menu, navigate to the user or user group you wish to notify about Sarbanes-Oxley

incidents at this level.
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3. Repeat step 2 for every group you wish to notify about those threats and for every method by
which you want to notify them.

You can add your own nofification destinations to this hierarchy.

Build FlexConnector(s) for Physical Access Devices

The SOX4 solution contains scenarios that make use of feeds from physical access systems, such as
badge readers. This process is only required if you want to activate the SOX4 content that leverages
feeds from physical access systems. If you do not complete this process, the content that leverages
feeds from physical access systems will remain dormant.

To enable these scenarios, develop a FlexConnector according to the instructions in the ArcSight
FlexConnector Developer's Guide with the following field mappings to map the key event data into the
ArcSight event schema:

Field Mappings
ArcSight Field Physical Access System Value
deviceEventClassld Unique value for event type used for categorization
deviceReceiptTime Access Time
destinationUserld Users badge Id
deviceCustomString Location Accessed / Building

Use the following event categories for the following event types:

Event Categories
Device
Event type Object Behavior Technique  Group Outcome Significance
Successful building /Location /Authentication/Verify /Physical /Success /Normal
access Access
System
Building access rejected  /Location /Authentication/Verify /Physical /Failure  /Information/
Access Warning
System
Badge-out (someone is /Location /Access/Stop /Physical /Success /Normal
leaving a building) [nof Access
all badge reader systems System

support this]
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Event Categories, continued
Event type Object Behavior Technique
Account /Actor/User  /Authentication/

created/deleted/modified
- [Success assumed; in
case of a failure, the
Outcome needs to reflect
that and the significance
is /Informational/Error]

[Add|Delete|Modify

Giving someone access to /Actor/User  /Authorization/Modify
another room/building -

[Success assumed; in case

of a failure, the Outcome

needs to reflect that and

the significance is

/Informational/Error]

Granting access to a /Actor/Group /Authorization/Modify
room/building for an
entire group of users

Device
Group

/Physical
Access
System

/Physical
Access
System

/Physical
Access
System

Outcome

/Success

/Success

/Success

Significance

/Informational

/Informational

/Informational

You can add more user context to the events generated by your badge reader by creating a connector

event mappings file.

Configure Connector Event Mapping Files

Most devices generate event data that populate logs with basic operational information that is
adequate for general device operation. In some cases, however, this basic data may not be adequate for

the analysis and correlation required to identify possible regulation compliance violations.

It is possible to extend events from systems such as badge readers or VPNs with the user’s Windows or
Unix logon account name. This allows for correlation between VPN or physical access systems and

operating system events.

In order to extend a device’s event mappings, you can apply a simple map file generated in a text editor

to the connector that franslates the device’s events to ESM.

1. Onthe Connector system, navigate fo: <connector home>/user/agent/map/

2. In atext editor, create a map file similar to the example below. This example shows output froma
badge reader system. The fop line represents the column headings for the comma-separated
values: badgereader is the device vendor, doors is the device product, 123xxx is the badge ID,

and jdoe is the destination user name.
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! map. 0. properties - Notepad |Z“§IEJ
Fle Edt Format View Help

event. devicevendor, event. deviceProduct, event.destinationUserin, set. event. destinationusertame
badgereader, doors,1234 557, jdoe
badgereader, doors,1234 558, dnguyen
badgereader, doors,1234 539, msmith
badgereader, doors,1234570, dpatel
badgereader, doors,1234571, nchin
badgereader, doors,1234572, shrown
badgereader, doors,1234573, jtaylor
badgereader, doors,1234 574, styler
badgereader,d00r5,12345?5,12egpe1in
badgereader, doors, 1234576, kcobain

3. Save thefile in the <connector home>/user/agent/map/ directory with the file name
map.n.properties, where n is O, 1, or the next sequential number in line.

o ArcSight connectors, whether built by ArcSight or FlexConnectors, contain the default map
properties files map.0.properties and map.1.properties, which you can use to create your own custom
mappings.

o If 0 and 1are already configured with other custom mappings, you can use the next available number.
For example, if your connector already makes use of mapping files 0-10, name this file
map.11.properties.

You can create mapping files like these for other devices whose user IDs may not match those of
operating system logins, such as VPNs. Contact ArcSight Professional Services for tips about creating
map files for other devices.

Configure Sarbanes-Oxley Scenarios

Additional configurations may be required or desired for individual resources for the Sarbanes-Oxley
scenarios. Refer to individual chapters for details about the resources contained in them and how they
are configured.

Note: The rules contained in the SOX4 solution are not enabled by default. To enable the rules you
want fo use, right-click the rule and select Enable Rule.

Upgrade from SOX2 to SOX4

The Compliance Insight Package for Sarbanes-Oxley 4.0 has been updated to utilize the ISO
17799:2005 framework. The solution significantly expanded to include more compliance-related use
cases. It also includes enhanced monitoring and reporting features.

So as not to disrupt your existing Sarbanes-Oxley 2.0 (SOX2) installation and any customizations you
have made to it, SOX4 installs into its own tree, so the two solutions can run side by side with your

Micro Focus ESM CIP for SOX (4.02) Page 78 of 199



Solutions Guide

already existing installation of SOX2. Typically running the two solutions together is not recommended
because there are duplicate sets of rules running with the same conditions producing duplicate events.

The Sarbanes-Oxley 4.0 solution does not overwrite any existing SOX2 resources, either those supplied
by ArcSight, or those you have created yourself.

Compliance Insight Package Asset Categories

All the Compliance Insight Packages share the Compliance Insight Package Asset Categories group.
The following figure shows the expanded Compliance Insight Package Asset Categories group with the
Sarbanes-Oxley 4.0 solution installed.
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The new SOX4 asset categories will be installed to this existing structure. Because asset categories do
not themselves contain any data, you do not have to worry about customizations being overwritten.
Any asset categories you have added to the Compliance Insight Package tree will be preserved.
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Compliance Insight Package Active Lists

The Compliance Insight Packages also share the Active Lists directory. The new SOX4 active lists install
into a different location than the SOX2 active list but the SOX2 active lists are preserved. All active list
entries you have made to the SOX2 active lists are preserved.

Transfer SOX2 Customizations to SOX4

Any modifications you have made to resources, such as filters and reports, will not be transferred to the
SOX4 solution, but they will still be preserved and operational in the SOX2 material.

With both solutions installed in different groups, however, the SOX2 rules (such as methods to detect
policy violations) will not be factored into the SOX4 overview dashboards, which show the overall
compliance status.

As an option, you can also move the SOX2 dashboards and data monitors into the SOX4 structure,
although no functionality is lost if you don't.

Once the content you wanft to preserve from v2.0 is transferred, you can manually delete the remaining
SOX2 resources. It is also possible to do a “partial” uninstall of the SOX2, although manually deleting the
version 2.0 resources is the recommended method.

Mapping SOX2 Resources to SOX4

There are two areas that have been preserved from SOX2: B

o Asset Categories B

e Active Lists

Asset Categories

SOX4 contains seven new asset categories and some of the SOX2 asset categories were moved or
deleted as summarized in the table below. If you have classified machines in one of the asset categories
that has been deleted or moved, you will have to re-categorize those assets. For assets categorized in all
the other SOX2 categories, no action is required; your assets will still be classified in those categories
after the upgrade.

The main Sarbanes-Oxley asset category has not changed and assets that have already been
categorized as Sarbanes-Oxley do no need to be re-categorized. For the complete list of a asset
categories that have not changed, see the following table.

The Networks Domains asset category is located in two locations and is linked. The following figure
shows two locations of the Network Domains asset category.
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Most of the SOX2 assets that have been categorized using the Network Domains asset categories do
not need to be re-categorized. Since the two Network Domains assets categories are linked, if a SOX2
asset has been categorized, it is automatically categorized in the A11 Asset
Categories/Compliance Insight Package/Network Domains asset category for SOX4.

Due to ESM 4.0 site asset categories resource changes, some SOX2 site asset categories are no longer
used in SOX4. Some assets may need to be re-categorized.

The following new asset categories have been added to the Asset Categories/Shared/All
Asset Categories/Compliance Insight Package asset category for SOX4: B

o Disallowed Servers B
o Disallowed Servers/AOLIM R

o Disallowed Servers/ICQ
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Disallowed Servers/MSNIM &
Disallowed Servers/Yahoo IM B

Network Domains/Domain Controllers ®

Network Domains/Legal

The table below shows how SOX2 asset categories map to the SOX4 asset categories and what action
should be taken if you are upgrading from SOX2 to SOX4.

SOX2 Asset Category

After-Hours Sensitive

Compliance Insight

Package

Control Framework

External

ISO17799

Network Visibility

NIST 800-53

Network Domains

Regulation

Sarbanes-Oxley

SOX4 Asset Category

Not used in SOX4.

Compliance Insight

Package

Not used in SOX4.

Not used in SOX4.

Not used in SOX4.

Not used in SOX4.

Not used in SOX4.

Network Domains

Regulation

Sarbanes-Oxley

Micro Focus ESM CIP for SOX (4.02)

Action

SOX2 assets categorized to this Asset
category should be re-categorized.

None. SOX2 assets categorized to this asset
category do not need be re-categorized.

SOX2 assets categorized to this Asset
category should be re-categorized.

SOX2 assets categorized to this Asset
category should be re-categorized.

SOX2 assets categorized to this Asset
category should be re-categorized.

SOX2 assets categorized to this Asset
category should be re-categorized.

SOX2 assets categorized to this Asset
category should be re-categorized.

None. SOX2 assets categorized to this asset
category do not need be re-categorized. The
Networks Domains asset category is located in
two locations.

None. SOX2 assets categorized to this asset
category do not need be re-categorized.

None. SOX2 assets categorized to this asset
category do not need be re-categorized.
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Commerce
Development
Electronic PHI
Email
Financial
Partner
Private
Processing
Production
Public Facing
Remote
Third Parfies

Wireless

Active Lists

Commerce None. SOX2 assets categorized to this asset

category do not need be re-categorized. The

existing SOX2 asset category has been linked

Electronic PHI fo the following new asset category location:
Compliance Insight

Email Package/Network Domains.

Development

Financial
Partner
Private
Processing
Production
Public Facing
Remote
Third Parties

Wireless

SOX4 uses one active list from the SOX2 release:

Administrative Accounts

This active list has been linked fromthe Site Active Lists groupintothe /A1l Active
Lists/ArcSight Solutions/Compliance Insight Package group, so it can be more easily
identified as part of the Compliance Insight Package infrastructure.

When loading the SOX4 solution, the existing active list will be linked to the new location and all the
entries you have made prior will be retained.

Active Lists that Require Configuration

Active List

Active
Directory
Domains

Description Expected Input Per Entry
This active list contains all the AD domains. This list is used on Active Directory Domain
different scenarios like detecting when user account is deleted, (lowercase)

enabled, disabled or special privileged assigned to a new log on,
domains should be provided on lowercase.
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Administrative This active list should be populated with the usernames that have

Accounts

Allowed Ports

Badges to
Accounts

Competitors

Default
Vendor
Accounts

administrative privileges in your domain. Admins (those responsible
for managing administrative users) populate this list manually
whenever a new administrative user is added. Enftries to this list are
read by reports supplied in the content pack, but the list can also be
added to or referenced in new content built around the provided
infrastructure.

This active list should be populated with the usernames that have
administrative privileges in your domain. Entries in this list should be
in all lower case. For example, the user Administrator should be
added as "administrator".

This active list contains all permissible destination ports (all
permissible services). This active list should be populated according
to your site policy.

By default, all connection types and ports are allowed. To be
considered a disallowed port, the connection type and port number
must either be specified explicitly in the Disallowed Ports active list,
or not specified in the Allowed Ports active list. If all ports are
specified in the Allowed Ports active list (using the * character), the
policy allows all ports (except those specified explicitly in the
Disallowed Ports active list). Explicit (that is, not *) port entries in the

Disallowed Ports active list always take precedence over entries in the
Allowed Ports active list.

This list contains the computer account and employee type for every
physical device badge.

Populate this active list with the badge ID, primary computer account
for the badge holder (in case it’s a visitor use the visitor user name),
and the employee type for users in your organization (in lowercase).
Specifically, ensure that contractors and visitors are identified with
the word “Contractor”, "Visitor" (case insensitive) in the employee
type field.

This list stores competitor email domains on lower case, for example
if the user email format of your competitor is jsmith@example.com
then the email domain in this example is “example.com” (what goes
after the @ in lowercase).

This active list contains the default user account names for various
vendors. This list should be configured at set-up time with existing
vendor user account names, and updated as necessary on an ongoing
basis.

Micro Focus ESM CIP for SOX (4.02)

User name (lowercase)

Connection type and port
number where Connection
type could be: Inbound,
outbound or internal

Badge ID, primary computer
account for the badge holder
(in case it’s a visitor use the
visitor user name), the
employee type (lowercase).

Specifically, ensure that
Contractors and visitors are
identified with the word
“Contractor” “Visitor” (case
insensitive) in the employee
type field.

Competitor email domains
(lowercase)

Default user account and
vendor name (lowercase)
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Disallowed
Ports

DMZ Assets

Former
Employees

Important
Emails

Insecure Ports

Insecure
Processes

Internet Ports

This active list contains all disallowed destination ports. This active
list should be populated according to your site’s policy.

By default, all connection types and ports are allowed.

To be considered a disallowed port, the connection type and port
number must either be specified explicitly in the Disallowed Ports
active list, or not specified in the Allowed Ports active list. If all ports
are specified in the Allowed Ports active list (using the *character),
the policy allows all ports (except those specified explicitly in the
Disallowed Ports active list).

Explicit (that is, not *) port entries in the Disallowed

Ports active list always take precedence over entries in the Allowed
Ports active list.

This List should contain DMZ assets on the organization like DNS,
WEB, SMTP servers.

It contains 2 fields: IPAddres and AssetType where the IPAddress is
the IP Address of the asset and the AssetType is the type of the
asset on lower case (by default supported 3 types dns,web,smtp) for
example if your web server ip is x.y.zw you should add it as:

IPAddress=x.y.zw ,AssetType=web

This active list contains user accounts of former employees. User
accounts in this active list are retained indefinitely. All the entries in
this list need to be in lowercase.

This list stores important emails of high-profile targets on the

organization like C-lever executives which could be targeted by spear

phishing attacks.

Entries in this list should be in all lower case.

This active list includes ports related to unencrypted and thus
insecure communication services.

This active list includes the names of processes that provide
unencrypted and thus insecure communications.

This active list includes ports that are used for monitoring internet
(Web traffic) communication. By default, it includes ports 80 and 443.
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Connection type and port
number where Connection
type could be: inbound,
outbound or internal

IP Address of authorized
DNS,WEB, SMTP servers on
your organization,

Asset Type one of the
following dns, web, smtp on
lower case.

This list populated by the rule
“Former Employee Account
Detected,” if this rule is
disabled and not deployed
this list should be maintained
on regular basis and
username should be provided
on lowercase.

Email and UserName
(lowercase)

Port Number

Process name (lowercase)

Port Number
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Meltdown and
Spectre
Signatures

Mobile Code
Detection
Signatures

Monitored
Accounts

Monitored
FISMA Reports

Multi Factor
Authentication
Devices

New Hire
Accounts

Non Multi
Factor
Authentication
Devices -
Exception

Test and
Custom
Accounts

This active list contains Meltdown and Spectre vulnerabilities
signatures.

This active list contains a list of mobile code detection signatures.

This active list is used to maintain user accounts to be monitored.

This active list is updated when a monitored FISMA report is
accessed.

Before enabling and deploying those rules, pay attention fo the
following:

1. FISMA Report Accessed

2. FISMA Report not Accessed more than “x” days

Make sure to populate this active list with the reports that you want to

monitor. For example if you want o monitor this report:

/All Reports/Arcsight/Solution/FISMA/NIST 800-53/Access Control
(AC)/AC- 7 - Unsuccessful Login Attempts/Unsuccessful User Logins

Please add the following entries to the active list:

Report : /All Reports/ArcSight Solutions/FISMA/NIST 800-53/Access
Control (AC)/AC- 7 - Unsuccessful Login Attfempts/Unsuccessful User
Logins

This active list stores the multi- factor authentication devices. All the
enftries in this list must be in lowercase.

This active list contains newly hired users and is automatically
populated by the "New Hire Idenftification" rule. New users are
retained for 7 days in the list.

This active list stores non multi- factor authentication devices which
you want to exclude. All the entries in this list must be in lowercase.

This active list stores names of development, test, or custom
application or user accounts. Populate this active list with additional
custom accounts that should be disabled in a production
environment. All the entries in this list must be in lowercase.
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This list should be
maintained on a regular basis.

This list should be
maintained on a regular basis.

Usernames (lowercase)

FISMA Report URI

Device product, device vendor
and device version
(lowercase)

User Name (lowercase). This
list should be maintained on a
regular basis.

Device product, device vendor
and device version on Lower
case

Account Name, in lowercase.
This list should be
maintained on a regular basis.
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Unsecured
Password
Signatures

Users
Authorized to
Access High
Impact
Systems

VOIP
Applications
Detection
Signatures

This active list contains unsecured password signatures.

This active list stores the usernames of the individuals who are
authorized to access high impact systems. All the entries in this list
must be in lowercase.

This active list contains a list of VOIP applications signatures.

Upgrade and Configuration Instructions

This list should be
maintained on a regular basis.

Username (lowercase)

This list should be
maintained on a regular basis.

SOX4 has no separate upgrade installer. To upgrade to SOX4, simply import the SOX4 package. To
prepare for the import and configuration afterward, run through this preparation checklist.

Prepare for the installation

1. Back up existing SOX2 content

Import the SOX4 package. Follow instructions on page 28.

2
3. Configure the solution. Follow instructions on page 31.
A

If you have customized SOX2 resources, you may want to transfer the SOX2 customized resource
configurations to SOX4:

o Run aresource graph on the Sarbanes-Oxley 2.0 rules to see the filters that support it; make note of
the 2.0 filters that support the 2.0 rules.

o Transfer (move or copy) the Sarbanes-Oxley 2.0 rules into the Sarbanes Oxley 4.0 structure.

o Transfer (move or copy) the Sarbanes-Oxley 2.0 filters that support the 2.0 rules into the Sarbanes
Oxley 4.0 structure.

o Once all that you wish to preserve from SOX2 is transferred to corresponding resources in SOX4, first
back up, then delete the unused Sarbanes-Oxley 2.0 resources.

Configure Oracle Connector fo Access Monitoring

The Identity Based Access Control use case controls the access to privileged database Oracle
administration accounts. In order to implement this use case, the SOX4 solution needs to record when
users are accessing Oracle accounts. In order to create this record, auditing for Oracle system activity
needs to be enabled on the database. The solution provides scripts to perform these tasks.

Micro Focus ESM CIP for SOX (4.02)
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Oracle Preparation

Before enabling these auditing levels, verify that the Oracle Database Audit SmartConnector is installed
and configured according to the initial setup instructions in the Oracle Database Audit SmartConnector
Configuration Guide. To enable these auditing processes, the SOX4 solution provides the following
scripts as File resources.

Script Description
oracleMoveAudit.sql Create a unique tablespace for the audit table
oracleAuditing.sql Configure the audit options

createTruncatePackage.sql Create a truncate procedure in the database that truncates audit enfries in the audit
table. This procedure is scheduled by the scheduleTurncate.sql script fo run
at regular internals.

scheduleTruncate.sql Schedule the truncate procedure

oracleTruncateADM.sql Immediately truncate the audit entries from the audit table

Note: |1 is strongly recommended that you execute the Oracle auditing scripts with the assistance of
an Oracle DBA. These steps require sysdba permissions using sqlplus.

Download the Audit SQL Scripts

Repeat the following steps, to download all the audit SQL scripts listed in the preceding table:
1. From the Resources tab in the Navigator pane, go to Files and navigate to ArcSight
Solutions/Sarbanes Oxley 4.0/oracle auditing folder.
2. Right-click on the sql script and select the Download option.
Browse for a directory location.
4. In the File name field, enter the name of the script and click Save.

A copy of the file is saved to the local file system.

Create a Unique Tablespace for the Audit Table

The following process creates a separate tablespace just for auditing. Once, auditing is configured, audit
events are logged whenever users access Oracle accounts. The SOX4 solution uses these audit tables to
determine what users have attempted access to privileged database Oracle administration accounts.
The Oracle audit table is stored in sys table space. Because Oracle generates a lot of audit messages,
this fills up the audit table, which can cause the database to crash.

To avoid this problem, move the Oracle audit table into its own table space with its own data files
separate from the core Oracle tables.
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1. From a Windows command prompt, change to the directory location where sql scripts were
downloaded.
2. Make a back up copy of the file oracleMoveAudit.sql.
3. In atext editor, open the original file oracleMoveAudit. sql and set the following values:
Fle Edit Format View Help
:g Title: oracle Move Audit Table 2
:ﬁ wversion: 150
:# pescription: This script s used to move the aud$ tahle which holds oracle auditing events to a_newly created table space
——# This is necessary hecause the current location of the aud$ table is in the_sys table space and it will £i11
:ﬁ and crash the database. Please MODIFY the path for the new datafiles as well as the size.
——§ start: sglplus "sys/PasswoRD as sysdba" @oraclemoveaudit. sgl
:ﬁ Copyright (c) 2006 by Arcsight Inc.
i
:C:EZ::(E tablespace audit_space datafile '/homeforaclesvOUR_PATH HERE/audit.dhf' size 2048m;
—— windows
——create tablespace audit_space datafile 'c:\oracle_data’\YOUR_PATH_HERE“audit.dbf' size 2048m;
—— *nix add additional datafiles
——alter tahlespace audit_space add datafile '/shome/oracle/¥OUR_PATH_HERE/audit2.dbf' size 2048m;
—— windows add additional datafiles
——alter tahlespace audit_space add datafile 'cihvoracle_datayOUR_PATH_HEREMNaudit2.dbf' size 2048m;
alter tahle aud$ move tabhlespace audit_space;
alter index F_audl rebuild tablespace audit_space;
commit;
REM
REM Lists AUDIT_SPACE and it's datafiles
zgqect tablaspace_name, file_name
from dba_data_files
where tablespace_name = 'AUDIT_SPACE';
;Em Lists AUD$ and I_AUDL segments and it's tablespace
zglzlqect segment_name, tahlespace_name
from dba_extents
where segment_name in C'AuD$’', 'I_auUDl')
group by segment_name, tablespace_name;
REM
REM verify the status of I_aupl index
zzqect index_name, status
from dba_indexes
where index_name = 'I_aupl'; L
exit; v
4. Configure the create tablespace line with the file path of where you want the Oracle audit.dbf
file to be located:
5. Un-comment the “create tablespace” line that’s appropriate for your operating system by
removing the two hyphens (--) as shown highlighted in yellow above.
6. Replace YOUR_PATH_HERE with the new path where you want your Oracle datafile to be located.
7. Asan option, you can also change the default size of 2048m.
8. Asan opfion, you can add additional data files if you want to extend the tablespace.
9. Un-comment the “alter tablespace” line that’s appropriate for your operating system by removing
the two hyphens (--) as shown highlighted in green above.
10. Replace YOUR_PATH_HERE with the new path where you want your additional Oracle datafile to
be located.
1. Asan option, you can also change the default size of 2048m.
12. Save and close the file.
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13. To run the script, at the command prompt, enter the following command: sqlplus "sys/<your

sys password> as sysdba" @oracleMoveAudit.sql

14. The operation is successful when you see the table space name and audit space name displayed
successfully.

Configure Audit Options

The next process tells Oracle the exact statements and actions to audit.
1. Froma Windows command prompt, change to the directory location where sql scripts were
downloaded.
2. Make a back up of the file oracleAuditing.sql

3. In atext editor, open the original oracleAuditing. sql and evaluate the default options and
configure them so they are appropriate for your environment.

[ oracleAuditing - Notepad = =10 x|
File Edit Format. Yiew Heb

i :J
--# Titla: Enable oracle auditing

——#

--# version: 1.0

--# Description: This script is used to enable specific things to be audited

——# only use this if you really understand what these different auditing recomendations

—— mean in your environment

-

-—# Start: sq plus "sys/PASSWORD as sysdba" @oracleauditing.sgl

-

——# Copyright €c) 2006 by arcsight Inc.

— -t A A A A R A A A

-- Sarbanes oxley 4.0 solution Package Recommended auditing statements for oracle.

audit all;

audit sessjon;

audit session whenever not successful;
audit session whenever successftul;
noaudit ALTER TAELE;

noaudit DELETE TABLE;

noaudit GRANMT DIRECTORY;

noaudit GRAMT PROCEDURE;

noaudit GRANT SEQUENCE;

noaudit GRAMT TABLE;

noaudit ALTER ANY ROLE;

noaudit SELECT AWy TABLE;

noaudit ALTER USER;

noaudit GRANMT ANY ROLE;

noaudit GRAMT ANY PRIVILEGE;

noaudit INSERT AMY TABLE;

noaudit UPDATE AMY TABLE;

noaudit CREATE TABLE;

noaudit CREATE USER;

noaudit INSERT TABLE by system by access;
noaudit SELECT TABLE by system by access;
noaudit UPDATE TABLE by system by access;
noaudit UPDATE, IMSERT, DELETE, SELECT on sys.DBA_USERS by ACCESS;
noaudit UPDATE, DELETE on Sys.AUD$ by ACCESS;

-- Be cautious auditing all selects, delets, and inserts on database tables with high transaction rates
-- Be sure you have a DBA assist with this.

—- audit SELECT, IMSERT, DELETE, UPDATE on user.table_name by ACCESS;

—- audit SELECT on user.tahle_name by ACCESS;

—— audit IMSERT on user.tahle_name by ACCESS;

-- audit DELETE on user.tahle_name by ACCESS;

-- audit UPDATE on user.table_name by ACCESS;

—— audit SELECT TAELE by user_name;

—- audit INSERT TABLE by user_name;

—- audit UPDATE TAELE ki user_name;

—— audit DELETE TAELE by user_name;

-- audit UPDATE TABLE, SELECT TABLE, DELETE TABLE, IMSERT TABLE by user_name, User_namez, User_namex;

commit;

oxit;

4. Configure the recommended auditing statements. By default, all the recommended auditing
statements for the SOX4 solution are enabled. To disable any that you do not want to audit,
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comment them out by adding two hyphens to the beginning of the line, as shown above.

Caution: DO NOT audit things that are accessed regularly by automated accounts. These
automated actions will flood the audit logs.

5. Save and close the file.

6. To verify that the settings you made are correct, test them on a non-production system. For
example, log in as one of the users you want to audit, do the action you want to audit, and see if
the action appears in the audit log.

7. Run the script at command prompt by typing: Sqlplus “sys/<your password here> as
sysdba” @oracleAuditing.sql

8. The operation is successful when you see the message: Audit succeeded.

Truncate Oracle Audit Logs

After auditing is enabled for some time, the security administrator may want to delete records from the
database audit trail, both to free audit trail space and to facilitate audit trail management.

To accomplish this optional housekeeping feature, the SOX4 solution package contains the following
scripts:

oracleTruncateADM.sql - Invoking this script immediately truncates the audit entries from the
audit table

createTruncatePackage.sql -Invoking this script creates a fruncate procedure in the database
that truncates audit entries in the audit table. This procedure is scheduled by the
scheduleTurncate. sql script to run at regular intervals.

scheduleTruncate.sql - Invoking this script schedules the truncate procedure created in the
createTruncatePackage.sql script fo run at regular intervals.

Caution: This step deletes items from the audit table. Although ArcSight maintains a record of all
events for the configured retention period, if you must maintain records of every transaction for
auditors, you should probably not do this step.

Note: Only the user SYS, a user who has the DELETE ANY TABLE privilege, or a user to whom SYS
has granted DELETE privilege on SYS.AUDS can delete records from the database audit trail.

Create Truncate Package

This script creates a fruncate procedure, which tells the database the truncate the aud$ table.

1. From a Windows command prompf, change to the directory location where sql scripts were
downloaded.
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2. Atthe command prompt, type: sqlplus “sys/<your password here> as sysdba”
@createTruncatePackage.sql For example, if your sysdba password is mypassword, type
Sqlplus “sys/mypassword as sysdba” @createTruncatePackage.sql

3. The operation is successful when you see the message: Procedure created.

Schedule Truncate Procedure

This script schedules the truncate procedure that we created in the previous step. By default, the
procedure is scheduled to run at 2:00 a.m. local system time.

1. At command prompt, type Sqlplus “sys/<your password here> as sysdba”
@scheduleTruncate.sql Once the schedule script has been run, the db should be checked to
ensure that the job_queue_prcoesses parameter is set correctly to run scheduled jobs.

2. Atacommand prompt, type: sqlplus "sys as sysdba"
3. Next, run: show parameter job

4, The output will look like this. The number at the end indicates the job queue process setting.

job queue processes integer 0

5. If the job queue process setting is O, it means that it has no queue processes, and no jobs will run. If
this is the case, then run the following (this should be done by an Oracle DBA): alter system
set job_queue_processes=2; create pfile from spfile; This sets the job queue
processes o 2.

Back up and Uninstall the SOX4 Solution Package

This section provides instructions for back up and uninstall of the SOX4 solution package. This section
is not part of the initial configuration and is provided if you want to uninstall the SOX4 solution package
at a later date.

Back Up the Solution Package

If you have made changes to the resources, you may want to back up the solution content before an
uninstall of the SOX4 solution package. You can back up the solution content to a package bundle file
that ends in the . arb extension as described below.

The back up process should be done:

e Fromthe ArcSight Console
o Using the ArcSight Administrator login
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o With the ArcSight Manager running
To back up the SOX4 solution package:

1. Loginto the ArcSight Console as ArcSight Administrator.

2. Inthe Packages tab of the Navigator panel, navigate to ArcSight Solutions/Sarbanes-
Oxley 4.0.

3. Right-click on the Sarbanes-Oxley package bundle (E) and select Export Package to Bundle.
4, The Package Bundle Export dialog box displays.

5. In the Package Bundle Export dialog box, you can optionally browse for a directory location and
change the default file name and click Next.

6. The Progress tab of the Export Packages dialog box displays the progress of the export. When the
export is finished, click OK.

7. The SOX4 solution package is saved into the package bundle file that ends with the . arb
extension. You can restore the contents of this package at a later time by importing this package
bundle file.

Uninstall the Solution Package

Uninstall and delete the SOX4 solution package bundle using the Packages tab of the Navigator pane
as described in the process below.

The uninstall process should be done:

o Fromthe ArcSight Console

¢ Using the ArcSight Administrator login
o With the ArcSight Manager running

To uninstall and delete the SOX4 package:

1. Loginto the ArcSight Console as ArcSight Administrator.
2. Click on the Packages tab in the Navigator panel.

3. In the Packages tab of the Navigator panel, navigate to ArcSight Solutions/Sarbanes-
Oxley 4.0.

4. Right-click on the Sarbanes-Oxley package bundle (BE) and select Uninstall Package.
5. In the Uninstall Package dialog box, click OK.

6. The progress of the uninstall displays in the Progress tab of the Uninstalling Packages dialog box.
When the uninstall is finished, click OK.

7. Right-click on the Sarbanes-Oxley 4.0 package bundle and select Delete Package.

Verify Successful Uninstall

To verify that uninstall was successful:
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1. Open an ArcSight Console that is attached to the Manager from which you uninstalled the

Compliance Insight Package.

2. In the Navigator panel, select the Resources tab, go to Filters, and click the ArcSight Solutions
folder. If you have no other ArcSight solutions installed, the ArcSight Solutions folder should be

present, but empty.

:ﬂnrcﬁght Console }

x|
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Resources I Packages |

||E| Filkers Ctrl+Alk+F

=177 Filkers
Ei' admin's Filkers
=177 shared
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- [=] all Events
E ArcSight Adminiskration
Ei' ArcSight Foundation
[+

Ei' arcSight Interactive Discovery

o - Sight Solutions
E.?I ArcSight System
ﬁ Personal

-1 Public

T System Filkers
[ Unassigned

&l Filkers
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Chapter 4:1SO Sections for Sarbanes-Oxley

The following topics are covered here:

e "ISO 4: Risk Assessment and Treatment" below

e "ISO 5: Security Policy" on page 100

¢ "ISO 6: Organization of Information Security" on page 102

e "ISO7: Asset Management" on page 111

¢ "ISO 8: Human Resources" on page 116

¢ "ISO 9: Physical and Environmental Security" on page 120

¢ "ISO10: Communications and Operations Management" on page 124
e "ISO 11: Access Control" on page 145

¢ "ISO12: Information System Acquisition Development and Maintenance" on page 164
¢ "ISO 13: Information Security Incident Management" on page 170

¢ "ISO 14: Business Continuity Management" on page 175

¢ "ISO15: Asset Management" on page 178

ISO 4: Risk Assessment and Treatment

Section 4 of ISO addresses the ability fo understand and assess the risk to the information system
assets. ArcSight’s approach entails prioritizing risk and providing information about the higher threats
and risks.

Use Cases

To address section 4 requirements, the SOX4 (SOX4) solution provides the following use cases.

Security Overview

An important process in any risk assessment is to continuously identify risk sources. The resources in
this chapter provide an overview of the major events identified by the solution pack and the systemin
general.

Filters, rules, dashboards and reports provide monitoring of the high risk events in the system as well as
control of the solution pack's heartbeat and performance, thus ensuring that the evaluation process is
continuous.
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High-Risk Event Analysis

Some resources are specifically designed to identify the critical events on a system. These events, such
as hosts that have been compromised or high priority events, are displayed in dashboards and reports.

Devices

The following devices supply the events that apply to ISO section 4.

Section 4 Use Case Device Device Configuration Required
Security overview NIDS/NIPS None
High-risk event analysis HIDS/HIPS None

Section 4 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 4.

Section 4 Active Channels

Active Channel Description

High-risk This active channel shows high priority events which translate into high risk.

Section 4 Dashboards

Dashboard Description

Most Fired Rule by This dashboard shows a bar chart for every I1SO section in the solution that indicates the top
Section triggered rule for each section.

Overall ISO Rule This dashboard shows a summary bar chart that provides statistics about the number of rules fired

Firings for each ISO section.

Risk - Geo View Dashboard to show all risks posed by the way of reconnaissance and attack acfivity.

Risk Overview Dashboard to show all attack related, rule-firing related activity along with a view of attacks to
assets.
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Section 4 Data Monitors

Data Monitor

Attacks - GeoView

Attacks per Asset
Category

Compromised Hosts

Overall ISO Rule
Firings
Priority Distribution

Reconnaissance -
GeoView

Rule Firings

ISO 4 - Most fired
rule

ISO 5 - Most fired
rule

ISO 6 - Most fired
rule

ISO 7 - Most fired
rule

ISO 8 - Most fired
rule

ISO 9 - Most fired
rule

ISO 10 - Most fired
rule

ISO 11 - Most fired
rule

ISO 12 - Most fired
rule

ISO 13 - Most fired
rule

ISO 14 - Most fired
rule

ISO 15 - Most fired
rule

Description

This dashboard shows a bar chart for every ISO section in the solution that indicates the top

friggered rule for each section.

This dashboard shows a summary bar chart that provides stafistics about the number of rules

fired for each ISO section.

Dashboard to show all risks posed by the way of reconnaissance and atftack activity.

Dashboard to show all attack related, rule-firing related activity along with a view of aftacks to

assetfs.
This data monitor shows the distribution of priorities across all events.

This data monitor shows all reconnaissance events on a world map.

This event graphs shows all the rule firings along with the machines involved in them.

This Data Monitor shows the rule that fired most in ISO chapter 4 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 5 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 6 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 7 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 8 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 9 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 10 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 11in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 12 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 13 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 14 in the last hour.

This Data Monitor shows the rule that fired most in ISO chapter 15 in the last hour.
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Section 4 Filters

Filter

Aftacks

Aftacks - Public Addresses
Compromises

Reconnaissance - Public
Addresses

Rule Firings

Section 4 Rules

Rule Description

Severely Attacked
System

Section 4 Reports

Report

High Risk Events

Section 4 Queries

Section Query

4 High Risk Events

Section 4 Trends

Trend

High Risk Events

High Risk Events - Executive

Report

Micro Focus ESM CIP for SOX (4.02)

This rule looks for an accumulation in attacks fargeting a single
machine.

Description

This filter looks for all attack events.

Filter to select attack events involving public addresses.
This filter looks for generic compromises.

This filter looks for reconnaissance events from nonprivate addresses to filter out the
NULL coordinates.

This filter looks for all the rule firings of the SOX4 solution.

Config?

Optional: Tune the
threshold.

Description

This report shows high risk events.

Description

This query shows high risk events.

Description
A trend collection to gather high risk events on a daily basis.

This report shows high risk events to be used by the executive report with reduced
number of event fields.
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ISO 5: Security Policy

Section 5 of ISO addresses controls used to enforce security policies. Areas of interest include reviewing
and monitoring policy violations and vulnerabilities exposed on assets. The reports and dashboards in
this section can be used to build out your security policy by getting an insight into the organization's
current operations and verifying the security policy or identifying gaps where the policies need fo be
extended.

Use Cases
To address section 5 requirements, the SOX4 solution provides the following use cases.

o Policy violations

¢ Introduction of new services, as well as hosts

Devices

The following devices supply the events that apply to ISO section 5.

Section 5 Use Case Device Device Configuration Required

Policy Violations NIDS/NIPS Configure each device to comply with your company’s policies.
HIDS/HIPS
ILP

Configuration
Management

Introduction of new services NBAD Ensure the right networks are monitored and the capabilities
and hosts are turned on.

Section 5 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 5.

Section 5 Active Channels

Active Channel Description
New Hosts and Services This active channel shows events related to new services and new hosts found on the
network.
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Policy Breaches This active channel looks for policy violations in the past.

Section 5 Dashboards

Dashboard Description
New Hosts and Services Dashboard to show new hosts and services as they are detected
Policy Breaches Dashboard to show top 10 policy violators.

Section 5 Data Monitors

Section Data Monitor Description

512 New Hosts This data monitor shows new hosts that were detected on the network.
512 New Services This data monitor shows new services that were detected on the network.
512 Top 10 Policy Violations This data monitor shows the top 10 policy breach events.

512 Top 10 Policy Violators This data monitor shows the top 10 policy violators.

Section 5 Filters

Section Filter Description

512 New Host Detected Filter to select events where a new host was detected by an IDS.

512 New Service Detected Filter to select events where a new service was detected by an IDS.
512 Vulnerabilities This filter looks for events which have a vulnerability field populated.

Section 5 Rules

Section Rule Description
512 New Host Detected This rule triggers when new hosts are found on the network.
512 New Service Detected This rule fires when new services are found on machines.

Section 5 Reports

Section Report Description

512 Machines Conducting Policy Breaches  This report shows machines which were involved in policy breaches.

Micro Focus ESM CIP for SOX (4.02) Page 101 0f 199



Solutions Guide

512 New Hosts This report shows new hosts which were detected on the network.
512 New Services This report shows the new services discovered on the network.
512 Top 20 Policy Breach Events This report shows the top 20 policy breach events.

Section 5 Queries

Section Query Description

512 New Hosts This query shows new hosts which were detected on the network.
512 New Services This query shows the new services discovered on the network.

512 Top 20 Policy Breach Events This query shows the top 20 policy breach events.

512 Machines Conducting Policy Breaches  This query shows machines which were involved in policy breaches.

Section 5 Trends

Section Trend Description
512 Machines Conducting Policy Trend to capture and report on events where machines were involved in
Breaches policy breaches.

ISO 6: Organization of Information Security

ISO Section 6 is concerned with managing information security within an organization. The SOX4
solution helps to communicate specific data about the organization’s security posture to guide the
implementation of security programs and policies.

This section is also concerned with third party contfracts and security. To support the verification of
third-party security controls, this section implements reporting and monitoring of third-party devices.

Use Cases

To address section 6 requirements, the SOX4 solution provides the following use cases.

Case Reporting

A management framework should be established to initiate and control the implementation of
information security within the organization; Information security activities should be coordinated by
representatives from different parts of the organization with relevant roles and job functions in order to
ensure that security activities are executed in compliance with the information security policy.
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The SOX4 solution addresses these requirements by implementing case reporting. Reports are built
around security activities tfracked in cases within ArcSight ESM.

Third-Party Activity

The security of the organization’s information and information processing facilities that are accessed or
communicated to by external parties must be maintained.

The SOX4 solution addresses this requirement with the use of dashboards and reports that show third
party activity. These resources rely on categorization of third party assets into the /A1l Asset
Categories/Site Asset Categories/Address Spaces/Protected/External/Third
Party asset category.

Devices

The case management part of this section does not require any specific device feeds. Every rule can be
configured to generate a case, which means that every device has a potential to report into this use-
case.

Use Case Devices Device Configuration Required
Reporting around  N/A See “Configure Cases ” for a description of the Sarbanes-Oxley case management
cases structure and how to configure it.
Third-party NIDS/NIPS  None
monitoring Firewall
NBAD
Configuration

To activate the content that addresses this section, classify assets of third-party providers in the Third
Party assetf category (A11 Asset Categories/ArcSight Solutions/Compliance Insight
Package/Network Domains/ThirdParty).

Section 6 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 6.
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Section 6 Active Channels

Active Channel Description

Attacks or Suspicious This active channel shows attacks or suspicious activity coming from third party systems.

Activity - Third Party
Systems

Section 6 Dashboards

Section Dashboard Description

621 Third-Party Activity Dashboard to show tabulated views of last 10 attacks and suspicious activity to, and
from, third-party network segments.

6.2.1 Third-Party Activity - Dashboard to show a graph view of attacks and suspicious activity to, and from.
Event Graphs Thirdparty network segments.

Section 6 Data Monitors

Section Data Monitor

621 Attacks and Suspicious Activity
from Third-Party Assets (Target
Port)

621 Attacks and Suspicious Activity

Targeting Third- Party Assets
(Target Port)

621 Last 10 Attacks and Suspicious
Activity from Third-Party Assets

621 Last 10 Attacks and Suspicious
Activity Targeting Third-Party
Assets

Section 6 Filters

Section Filter

621 Attacks and Suspicious Activity From
Third-Party Assets

621 Attacks and Suspicious Activity
Targeting Third- Party Assets

Micro Focus ESM CIP for SOX (4.02)

Description

This data monitor provides a breakdown of events from assets
categorized in the Third- Party Network Domain broken down by
target port.

This data monitor provides a breakdown of events that target assets
categorized in the Third-Party Network Domain broken down by
target port.

This data monitor provides a list of the last 10 events from assets
categorized in the Third-Party Network Domain.

This data monitor provides a list of the last 10 events that target
assets categorized in the Third-Party Network Domain.

Description

This filter identifies events of interest generated by assets
categorized in the Third-Party Network Domain.

This filter identifies events of interest that target assets categorized
in the Third-Party Network Domain.
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Section 6 Rules

Section Rule Description

621 Attack from Third-Party System This rule looks for attacks from third-party systems.
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Section 6 Reports
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6.1.2

Report
Executive Summary - Case Metrics

Average Time fo Resolution - By Case
Severity

Average Time to Resolution - By Day

Average Time fo Resolution - By User

Case Chart

Case Stage Counts

Case Status by Owner

Max Time to Resolution - By User

Open Cases

Asset Identification Report

Administrative Logins and Logouts
Targeting Third- Party Assets

Administrative Logins and Logouts from
Third-Party Assets

Assets Available to Third Parties by
Domain

Assets Available to Third- Parties by
Criticality

Policy Violations from Third-Party Assets

Micro Focus ESM CIP for SOX (4.02)

Description

This report will show the Average Time to
Resolution by Case Severity. It should be
run once a week and reported to
management.

This report will show the Average Time to
Resolution by Day, for all cases closed on
the day it is run. This report should be run
once a week and reported to
management.

This report will show how long it is taking
individuals to close their cases. This report
should be run once a week and reported to
management.

This report provides a graphic overview of
current cases.

This report provides an overview of the
cases in their current stages.

This report provides a breakdown by
owner of all cases.

This report will show the maximum fime it
takes users to close their cases. This report
should be run once a week and reported
to management.

This report shows all currently open cases.

This report shows all assets and their
respective network domain.

This report provides a listing of
administrative logins and logouts fargeting
assets categorized as Third-Party.

This report provides a listing of
administrative logins and logouts coming
from assets categorized as Third-Party.

This report shows the assets that are
available to third parties as defined by the
assefts available to 3rd parties asset
category. This report is organized by
network domain.

This report shows the assets that are
available to third parties as defined by the
assefts available to 3rd parties asset
category. This report is organized by asset
criticality.

This report provides a listing of events
categorized by ArcSight as policy
violations coming from assets categorized
as Third- Party.
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6.2.1

6.2.2

Third-Party - Sourced Attacks

Third-Party - Targeting Attacks

Third-Party Access

Third-Party Incidents - Closed Cases

Third-Party Incidents - Open Cases

Unsuccessful Administrative Logins from
Third-Party Assets

Unsuccessful Administrative Logins to
Third-Party Assets

Unsuccessful User Logins from Third-
Party Assets

Unsuccessful User Logins fo Third-Party
Assets

User Logins and Logouts from Third-
Party Assets

User Logins and Logouts to Third-Party
Assets

Compromised Assets Available to Third
Parties

File Creations on Third- Party Accessible
Systems

File Deletions on Third- Party Accessible
Systems

File Modifications on Third-Party
Accessible Systems

File Related Activity on Third-Party
Accessible Systems

Services Accessed by Third-Parties

Micro Focus ESM CIP for SOX (4.02)

This report provides a listing of hostile and
suspicious events coming from Third-Party
categorized Assefts.

This report provides a listing of hostile and
suspicious events coming targeting Third-
Party categorized Assets.

This report will show all access attempts to
assefts by third parties.

This report shows all cases involving third
party systems that have been closed.

This report shows all cases involving third
party systems that are still open.

This report provides a listing of
unsuccessful administrative login attempts
coming from assets categorized as Third-

Party.

This report provides a listing of
unsuccessful administrative login attempts
which target assets categorized as Third-
Party.

This report provides a listing of
unsuccessful user login attempts coming
from assets categorized as Third-Party.

This report provides a listing of
unsuccessful user login attempts which
target assets categorized as Third-Party.

This report provides a listing of user logins
and logouts coming from assets
categorized as Third-Party.

This report provides a listing of
administrative logins and logouts which
target assets categorized as Third-Party.

This report shows all assets that may have
been compromised that are available fo
third parties.

This report shows all file creations on
assefts accessible o 3rd parties.

This report shows all file deletions on
assefts accessible o 3rd parties.

This report shows all file modifications on
assets accessible o 3rd parties.

This report shows all file activity on assets
accessible to 3rd parties.

This report shows the ports/services that
are being accessed by 3rd parties and the
firewall that is passing the traffic.
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6.2.2

Services on Assets Available to Third
Parties

Vulnerable Assets Available to Third

This report shows the open ports/services
on vulnerable assets that are available to
3rd parties.

This report shows the vulnerabilities,

Parties by Criticality

Vulnerable Assets Available to Third
Parties by Domain

Section 6 Queries

Section Report

612

612

612

612

612

612

612

613

6.2

6.2

6.2

6.2

6.2.1

6.2
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Average Time to Resolution -
By Day

Average Time to Resolution -
By User

Max Time to Resolufion - By
User

Open Cases

Average Time to Resolution -
By Case Severity

Case Stage Counts
Case Stage Counts
Asset Identification Query

Unsuccessful Administrative
Logins from Third- Party
Assets

Administrative Logins and
Logouts Targeting Third-
Party Assets

Assets Available to Third
Parties by Domain

Assets Available to Third-
Parties by Criticality

Third-Party - Targeting
Afttacks

Third-Party Access

sorfed by criticality, on systems that are
accessible to 3rd parties.

This report shows the vulnerabilities,
sorted by domain, on systems that are
accessible to 3rd parties.

Description

This query will show the Average Time fo Resolution by Day, for all cases
closed on the day it is run. This query should be run once a

This query will show how long it is taking individuals to close their cases. This
query should be run once a week and Queryed to management.

This query will show the maximum fime it takes users fo close their cases. This
query should be run once a week and Queryed to management.

This query shows all currently open cases.

This query will show the Average Time to Resolution by Case Severity. It should
be run once a week and Queryed fo management.

This query provides an overview of the cases in their current stages.
This query provides an overview of the cases in their current stages.
This query shows all assets and their respective network domain.

This query provides a listing of unsuccessful administrative login attempts
coming from assets categorized as Third-Party.

This query provides a listing of administrative logins and logouts targeting
assets categorized as Third-Party.

This query shows the assets that are available to third parties as defined by
the assets available to 3rd parties asset category. This query is organized by
network domain.

This query shows the assets that are available to third parties as defined by
the assets available to 3rd parties asset category. This query is organized by
asset criticality.

This query provides a listing of hostile and suspicious events coming fargeting
Third-Party categorized Assets.

This query will show all access attempts to assets by third parties.
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6.2

6.2.1

6.2

6.2.1

6.2

6.2.1

6.2

6.2.1

6.2

6.2

622

622

622

622

622

622

622

622

622
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Third-Party Incidents - Closed
Cases

Third-Party Incidents - Open
Cases

Unsuccessful Administrative
Logins to Third- Party Assets

Unsuccessful User Logins
from Third- Party Assets

Unsuccessful User Logins to
Third- Party Assets

User Logins and Logouts
from Third- Party Assets

User Logins and Logouts to
Third- Party Assets

Administrative Logins and
Logouts from Third-Party
Assets

Policy Violations from Third-
Party Assets

Third-Party - Sourced Attacks

File Creations on Third-Party
Accessible Systems

File Deletions on Third-Party
Accessible Systems

File Modifications on Third-
Party Accessible Systems

File Related Activity on Third-
Party Accessible Systems

Services Accessed by Third-
Parties

Services on Assets Available
to Third Parties

Compromised Assets
Available to Third Parties

Vulnerable Assets Available
to Third Parties by Criticality

Vulnerable Assets Available
to Third Parties by Domain

This query shows all cases involving third party systems that have been closed.

This query shows all cases involving third party systems that are still open.

This query provides a listing of unsuccessful administrative login attempts
which target assets categorized as Third-Party.

This query provides a listing of unsuccessful user login attempts coming from
assets categorized as Third-Party.

This query provides a listing of unsuccessful user login attempts which target
assets categorized as Third-Party.

This query provides a listing of user logins and logouts coming from assets
categorized as Third-Party.

This query provides a listing of administrative logins and logouts which target
assets categorized as Third-Party.

This query provides a listing of administrative logins and logouts coming from
assets categorized as Third-Party.

This query provides a listing of events categorized by ArcSight as policy
violations coming from assets categorized as Third-Party.

This query provides a listing of hostile and suspicious events coming from
Third-Party categorized Assets.

This query shows all file creations on assets accessible to 3rd parties.

This query shows all file deletions on assets accessible to 3rd parties.

This query shows all file modifications on assets accessible to 3rd parties.

This query shows all file activity on assets accessible to 3rd parties.

This query shows the ports/services that are being accessed by 3rd parties and
the firewall that is passing the traffic.

This query shows the open ports/services on vulnerable assets that are
available to 3rd parties.

This query shows all assets that may have been compromised that are
available to third parties.

This query shows the vulnerabilities, sorted by criticality, on systems that are
accessible to 3rd parties.

This query shows the vulnerabilities, sorted by domain, on systems that are
accessible to 3rd parties.
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Section 6 Trends

Section Trends Description

621 Administrative Logins and Logouts  Trend to capture and report on administrative logins and logouts from
from Third-Party Assets third-party assets type events.

6.2.1 Policy Violations from Third-Party Trend to capture and report on policy violations from third-party assets
Assets fype events.

621 Third-Party - Sourced Attacks Trend to capture and report on attcks originating from end points in the

third- party network segments.

6.2.1 Unsuccessful Administrative Logins  Trend to capture and report on events of the type 'unsuccessful
from Third-Party Assets administrative logins from third-party assets'

622 Compromised Assets Available o Trend to capture events and report on all assets that may have been
Third Parties compromised that are available to third parties.

622 Vulnerable Assets Available to Third Trend to capture and report on events where vulnerable assets are
Parties by Criticality accessible to third-parties, sorted by criticality.

622 Vulnerable Assets Available to Third Trend to capture and report vulnerable assets that are available to
Parties by Domain third-parties, sorted by domain.

ISO 7: Asset Management

ISO section 7 is concerned with a sound asset management policy and infrastructure to support it. This
includes the protection of assets and assignment of ownership. This section also addresses details
about information protection and classification.

Use Cases

To address section 7 requirements, the SOX4 solution provides the following use cases.

Asset Inventory Reporting

Conftrols must be in place to implement asset inventories and ownership. The SOX4 solution provides a
series of Asset Management reports that address asset creation, modification, and deletion. These
reports also indicate asset criticality to assist in the organization’s asset management policy.

Data Classification Reporting and Real Time Monitoring

Data and assets must be classified in order to ensure that information receives the appropriate level of
protection. The SOX4 solution uses reports on classification of assets by network domain, and uses
rules and filters to monitor communications between classified machines.
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Devices
The following devices supply the events that apply to ISO section 7.

Use Case Devices Device Configuration Required

Asset inventory reporting N/A See “Configure Cases ” for a description of the Sarbanes- Oxley case
management structure and how to configure if.

Data classification reporting and Router Set up assets with classification levels. See “Model Assets (Assign Asset
Real-time monitoring NIDS/NIPS Categories)”.
Firewall

Configuration

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as necessary to comply
with your policies.

Resource Resource Name What to configure

Type

Cases N/A Configure the Cases repository as necessary to reflect your security policies.

Asset Classification Assets bearing classified data should be configured with the /All Asset Categories/Site
Category  categories Asset Categories/Classification categories.

Section 7 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 7.

Section 7 Active Channels

Active Channel Description

Asset Creation Deletionand  This active channel shows events related to asset creations, asset deletions, and asset

Modifications modifications. The channel can be used to keep frack of the asset inventory.
Traffic to and from This active channel shows all the network traffic going to or coming from machines which
Classified Machines are categorized with the Site Asset Categories/Classification category.
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Section 7 Dashboards

Section Dashboard Description

71 Asset Activity Dashboard to show creation, deletion, and modification of assefts.

72 Classification Level Dashboard fo show flow of fraffic between various levels of higher and lower
Traffic classification in both directions.

Section 7 Data Monitors

Section Data Monitor Description

71 Last 10 Asset Creations This data monitor provides a list of the last 10 assets created.

7.1 Last 10 Asset Deletions This data monitor provides a list of the last

71 Last 20 Asset This data monitor provides a list of the last 20 asset modifications done to assets.

Modifications

72 Classification Level Traffic ~ This data monitor shows a graph of network traffic which went from a higher-
High to Low classified asset to a lower-classified one.

72 Classification Level Traffic  This data monitor shows a graph of network traffic which went from a lower-
Low fo High classified asset fo a higher-classified one.

Section 7 Filters

Section Filter Description

72 Asset Creation Select events indicating the creation of a

72 Asset Deletion Select events indicating the deletion of an asset.

72 Asset Modification Select events indicating the modification of an asseft.

73 Traffic from Higher to Lower This filter shows events going from an asset in a higher classification level to
Classification Level an asset in a lower classification level.

73 Traffic from Lower to Higher This filter shows events going from an asset in a lower classification level to
Classification Level an asset in a higher classification level.

Section 7 Rules

Section Rule Description
7 High to Low Classified Traffic This rule looks for information leak events which originated from a high-
Information Leak security classified system.
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Section 7 Reports

Section Report

7.1

7.

7.1

7.

7.

7.1

7.

7.1

7.1

7.

Micro Focus ESM CIP for SOX (4.02)

Asset Creation by Location

Asset Deletion by Location

Asset Modification by
Location

Assets by Network Domain
(Creation Time) - Template

Assets by Network Domain -
Template

Crificality of Assets

Assets in the Development
Network Domain [Focused
Report]

Assets in the Development
Network Domain (Creation-
Time Sorted) [Focused
Report]

Assets in the Public-Facing
Network Domain [Focused
Report]

Assets in the Public-Facing
Network Domain (Creation-
Time Sorted) [Focused
Report]

Description

This report provides a listing of newly created assets. This report
may (and should) be focused based on the Network Domain of
interest.

This report provides a listing of deleted assets. This report may
(and should) be focused based on the Network Domain of interest.

This report provides a listing of modified assets. This report may
(and should) be focused based on the Network Domain of interest.

This report provides the listing of all the assets for the various
Network Domains. This report may (and should) be focused based
on the Network Domain of interest. Sorted by Creation time.

This report provides the listing of all the assets for the various
Network Domains. This report may (and should) be focused based
on the Network Domain of inferest.

This report will show the asset criticality sorted by their criticality
and network domain.

This report provides the listing of all the assets for the Development
Network Domain.

This report provides the listing of all the assets for the Development
Network Domain, sorted by creation fime.

This report provides the listing of all the assets for the Public-
Facing Network Domain.

This report provides the listing of all the assets for the Public-
Facing Network Domain, sorted by creation time.

Config?

Y: Select
focus
group

Y: Select
focus

group

Y: Select
focus

group

Y: Select
focus

group

Y: Select
focus

group
N
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72 Classification of Assets This report will show the asset classifications sorted by network N
domain.
72 High o Low Classified Asset  This report shows all the assets which are classified in a higher N
Communication classification level which are communicating with a lower-classified
asseft.
72 Low fo High Classified Asset  This report shows all the assets which are classified in a lower N
Communication classification level which are communicating with a higher-classified
asset.
Section 7 Queries
Section Query Description
71 Asset Creation by This query provides a listing of newly created assets. This query may (and should) be

7.

7.1

7.

7.1

7.

72

7.2

72

Location

Asset Deletion by
Location

Asset Modification by
Location

Assets by Network
Domain (Creation Time)
- Template

Assets by Network
Domain - Template

Criticality of Assets

Classification of Assets

Low to High Classified
Asset Communication

High to Low Classified
Asset Communication

Section 7 Trends

Section Trends

72

focused based on the Network Domain of interest.

This query provides a listing of deleted assets. This query may (and should) be
focused based on the Network Domain of interest.

This query provides a listing of modified assets. This query may (and should) be
focused based on the Network Domain of interest.

This query provides the listing of all the assets for the various Network Domains. This
query may (and should) be focused based on the Network Domain of interest. Sorted
by Creation fime.

This query provides the listing of all the assets for the various Network Domains. This
query may (and should) be focused based on the Network Domain of interest.

This query will show the asset criticality sorted by their criticality and network
domain.

This query will show the asset classifications sorted by network domain.

This query shows all the assets which are classified in a lower classification level
which are communicating with a higher-classified asset.

This query shows all the assets which are classified in a higher classification level
which are communicating with a lower-classified asset.

Description

High to Low Classified Asset Trend to capture and report on events where communications occurred from a

Communication

higher-to-lower classification.
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ISO 8: Human Resources

The human factor is considered by many to be the least predictable element in the defense of the IT
environment and digital assets. Staff that is insufficiently trained in secure operation of the IT
environment or unaware of the organization's security undertaking and risks can undermine the entire
security program.

This chapter addresses the human factor as it pertains to information security. It suggests controls that
should be in place prior to employment, during employment, and upon termination, in order to reduce
the risk of theft, fraud, unnecessary exposure to vulnerability, or misuse of facilities.

This section also relates to user awareness and the process of exiting or changing employment in an
orderly manner. It covers current and potential employees, third party users and contractors.

Use Cases

To address section 8 requirements, the SOX4 solution provides the following use cases.

Observing New Hires

New employees can potentially impose a greater threat than veteran and frusted employees.
Competitors or foreign agents may attempt to gain access to information by inserting impostors that
would have any kind of network access. In contrast, new employees are susceptible to making
unintentional mistakes that could have severe consequences.

The SOX4 solution identifies activities performed by new employees that can be considered suspicious
and report them.

Internet Usage, Reporting and Monitoring

The SOX4 solution monitors Internet usage per user and per machine. This can be an indicator for
people doing excessive Web browsing. It also identifies the most visited Web pages access by users.
Monitoring these statistics for anomalies can help identify potential problems in an early stage.

Former Employee Monitoring

One of the most common attacks is using accounts of employees who have already left the company. It
is essential to delete old accounts from the system and the use of these accounts must be investigated.

The SOX4 solution uses an active list which has to be populated with former employee user account
names to flag all of their behavior.
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Devices

The following devices supply the events that apply to ISO section 8.

Use Case Devices Device Configuration Required
Watching new hires » Application  Database None
¢ Proxy « IAM

Former employee monitoring « 0S s VPN

» Proxy e Router e Firewall
Internet usage reporting and monitoring

Configuration

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as indicated.

Resource Resource = What to configure
Type Name

Active New Hire  This active list is populated automatically with new hire account information by the rule New Hire
List Accounts Identification, but it can also be populated manually. The standard timeout for this active list is 7
days. After that period of time, a new hire is dropped from the active list and not monitored

anymore.
Active Former Configure this active list with the names of employees who have left the organization. Entries to
List Employees this active list do not time out. Former employees’ user accounts stay on the list until they are

removed manually.

Filter Machine In this section, Internet activity is defined as communication to external addresses on ports 22,
Internet 80, 443 and 21. Modify this filter as necessary to modify this definition of Internet activity.
Bases
Activity

Filter User In this section, Internet activity is defined as communication to external addresses on ports 22,
Internet 80, 443 and 21. Modify this filter as necessary to modify this definition of Internet activity.
Based
Activity

Section 8 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 8.
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Section 8 Active Lists

Active List

New Hire
Accounts

Former
Employees

Description

This list contains newly hired users and is automatically populated by the rule "New Hire Identification".
New users are retained for 7 days in the list.

This Active List contains user accounts of former employees. User accounts in this Active List are retained
indefinitely.

Section 8 Active Channels

Active Channel Description

Internet Activity (Machine This Active Channel shows Machine-based Internet Activity. Internet activity is defined as

based) all communication from external addresses on ports 80, 443, 20, 21. To modify this
definition, see Filter /All Filters/ArcSight Solutions/Compliance Insight Package/ISO 8
Human Resources Security/8.2 During Employment/8.2.3 Disciplinary Process/Machine
Internet-based Activity

Internet Activity (User This Active Channel shows User-based Infernet Activity. Internet activity is defined as all

based) communication from external addresses on ports 80, 443, 20, 21. To modify this definition,

see Filter /All Filters/ArcSight Solutions/Compliance Insight Package/ISO 8 Human
Resources Security/8.2 During Employment/8.2.3 Disciplinary Process/User Internet-based
Activity

Section 8 Dashboards

Dashboard

ISO 8 Human

Description

This Dashboard displays IT activities by former employees, suspicious activities by new hires,

Resources Security  Internet activity per machine and Internet activity per user.

Section 8 Data Monitors

Data Monitor

Description

Suspicious Activity ~ New hires suspicious activity count. Suspicious activity is counted for 7 days (as long as the user is

by defined new, s "New Hire Accounts" Active List) .

Internet Activity This Data Monitor shows Internet activity per reporting device per machine over a week's period.
Per Machine

Infernet Activity This Data Monitor shows Internet activity per reporting device per user over a week's period.
Per User

Activity by Former  This Dashboard displays the number of times a former employee's account appeared on the

Employees

network in the last 24 hours.
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Section 8 Filters

Filter

Attacks

Attacks - Public Addresses

Compromises

Reconnaissance - Public

Addresses

Rule Firings

Section 8 Rules

Rule Description

This filter looks for all attack events.
Filter to select attack events involving public addresses.

This filter looks for generic compromises.

This filter looks for all the rule firings of the SOX4 solution.

This filter looks for reconnaissance events from nonprivate addresses to filter out the
NULL coordinates.

New Hire This rule looks for newly created or renamed user accounts. It writes the new user names to the "New Hire

Identification Accounts" active list.

Former This rule is looking for any activity of users that have been placed on the "Former Employees" Active List.
Employee This Rule will create a case for each unique user name that is attempted in the ArcSight

Account Solutions/"Compliance Insight Package" folder in the case free.

Activity

Section 8 Reports

Report

Summary of
Suspicious Activity
by New Hires

Suspicious Activity
by New Hires

Internet Activity
per Device per
Machine

Internet Activity
per Device per
User

Activity by Former
Employees

Micro Focus ESM CIP for SOX (4.02)

This report displays the number of suspicious events per new hires.

This report displays all the identified suspicious activity performed by new users.

addresses accessed by the machine.

This report shows any activity performed by users who are known to be ferminated.

This report shows machine based Internet activity per reporting device. It shows the number of
different Internet sessions requested by the machine and the number of different Internet

This report shows user based Internet activity per reporting device. It shows the number of different
Internet sessions requested by the user and the number of different Internet addresses visited by
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Section 8 Queries

Query Description

Summary of This query displays the number of suspicious events per new hires.
Suspicious Activity

by New Hires

Suspicious Activity  This query displays all the identified suspicious activity performed by new users.
by New Hires

Internet Activity This query shows machine based Internet activity per Querying device. It shows the number of

per Device per different Internet sessions requested by the machine and the number of different Internet

Machine addresses accessed by the machine.

Internet Activity This query shows user based Infernet activity per Querying device. It shows the number of different
per Device per Internet sessions requested by the user and the number of different Internet addresses visited by
User the user.

Activity by Former  This query shows any activity performed by users who are known to be terminated.
Employees

ISO 9: Physical and Environmental Security

The Physical and Environmental Security section covers physical access, loss prevention, damage, theft,
compromise of assets and interference to the organization's premises and information.
Use Cases

To address section 9 requirements, the SOX4 solution provides the following use cases.

Physical Building Access

Tracking physical access to facilities is an important additional feed of information to track about users.
The solution can detect access to computing infrastructure from people who are not badged into the
building. It also provides reporting and monitoring around general physical access activity.

The SOX4 solution identifies activities performed by new employees that can be considered suspicious
and report them.

Monitoring/Reporting Contractor's Physical Access

Contractors have limited access only to the areas of the facility in which they perform their jobs.
Unauthorized access by contractors to other areas should be monitored and investigated, as necessary.
The solution flags contractor access to buildings during offhours.
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Former Employee Monitoring

One of the most common attacks is using accounts of employees who have already left the company. I
is essential o delete old accounts from the system and the use of these accounts must be investigated.

The SOX4 solution uses an active list which has to be populated with former employee user account
names to flag all of their behavior.

Devices

The following devices supply the events that apply to ISO section 8.

Use Case Devices Device Configuration Required

Physical building Physical Badge Many badge readers are set up to report in batch mode. The closer to real-fime
access by Access System  the feed can be configured, the better the correlation output will be.
employees

Physical building
access by
contractors

Configuration

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as necessary to comply
with your policies.

Resource Resource What to configure
Type Name

Filter After The time component of the “After Hour Building Access — Success” is defined in the filter /All
Hours Filters/ArcSight Solutions/Compliance Insight Package/My Filters/After Hours. Configure this filter
as necessary to match what your organization considers after hours.

Section 9 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 9.
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Section 9 Active Channels

Active Channel Description

Physical Security This Active Channel shows all physical access related activities.

Section 9 Dashboards

Section Dashboard Description

912 Building Access - This dashboard shows a bar chart for every ISO section in the solution that
Event Graph indicates the top triggered rule for each section.

9.1.2 Last 20 Building Dashboard showing the last 20 people accessing a building.
Access Events

912 Top Users Accessing Dashboard showing the top users who accessed buildings.
Buildings

Section 9 Data Monitors

Data Monitor Description

Last 20 Rules Fired Data monitor to display a graphic distribution of the last 20
correlation rules fired from this section.

Rules Attackers and Targets Event graph to show attacker-target pair relationship for the
various rule firings from this section.

Section9 Overview A high level data monitor to indicate that a rule in this section
has fired.

Top 20 Rules Fired Data monitor o display a graphic distribution of the 20 most
frequently firing correlation rules of this section.

Top 20 Targets in Rule Data monitor to show which targets are most frequently

Firings involved in rule firings for that section. This may reveal a

trend about certain targets.

Section 9 Filters

Filter Description

After Hours Building This filter selects all events indicating successful occurrences of physical access after hours. The
Access - Success actual time slot is defined in the referenced filter.

All Physical Events This filter selects all events sent to ArcSight by physical security systems.

Contractor Access After  This filter looks for the real-time detection of contractors accessing buildings after hours.

Hours
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Section 9 Rules

Rule Description
Activity from Badged-Out This rule detects network activity on an internal network segment even though the
Employee employee is not physically present in the building.

After Hours Building Access  This rule detects building access events after business hours.
by Contractors

Badged-In Employees This rule detects successful building access and adds the users to the badged in active
list.

Badged-Out Employees This rule detects when someone leaves a building and removes the user from the badged
in active list.

Failed Building Access This rule detects failed physical building access.

Section 9 Reports

Report Description

High Risk Events Relates to physical access of a building after business hours, regardless of whether the access was
granted, or not. Actual fime values are defined in the filter referenced in the 'Conditions' pane.

Failed Building This query shows failed attempfts to enter a building at any fime.
Access Events

Successful This report shows successful building access events at all times.
Building Access
Events

Section 9@ Queries

Query Description

After Hours Relates to physical access of a building after business hours, regardless of whether the access was
Building granted, or not. Actual fime values are defined in the filter referenced in the 'Conditions' pane.
Accesses

Failed Building This query shows failed attempfts to enter a building at any fime.
Access Events

Successful This query shows successful building access events at all times.
Building Access
Events
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ISO 10: Communications and Operations Management

A large amount of the computer related tasks performed in an organization involve communications
and operations. This chapter addresses operational procedures, third parties service delivery, system
planning, capacity management, malicious code, network controls, exchange of information and
electronic commerce services.

Use Cases

To address section 10 requirements, the SOX4 solution provides the following use cases.

User Attribution

SOX4 includes a session list called User Name and IP Address Association that idenftifies IP addresses
assigned during desktop and VPN logins with the user name to whom the IP address is assigned. This
enables the solution to correlate events that involve traffic from those IP addresses with the username
of the person who is assigned to that IP address.

A series of rules evaluate the event stream to detect when these sessions begin and end. The SOX4
solution then uses enfries to this session list to detect infections that originate from remote machines
and associate them with the user whose login introduced the infection. The solution also uses this list to
allow access to assets by only qualified users.

The solution also includes two long-term trends that use entries to this session list to track user/address
associations and infected VPN log-ins over time. Reports then provide statistics about users and the IP
addresses associated with them, and infections originating from remote hosts via VPN.

Content in other sections uses this session list to attribute IP addresses back to user names. For
example, Section 11 - Role-Based Access Monitoring uses this list.

Monitoring Maintenance Schedule

Unscheduled changes to maintenance tasks should be analyzed carefully, since they can indicate an
infrusion to the system. They may also affect operational tasks in an undesired way.

The SOX4 solution includes filters, rules, and data monitors that provide insights on changes to services
and hosts that occurred outside of the scheduled maintenance window. The maintenance window is
defined by the user in the Maintenance Window filter. For configuration instructions, see “Mainftenance
Window Filter”.
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Monitoring/Reporting File Changes

Modification of sensitive files should be monitored for proper use and authorizations. These files are
the "crown jewels" of the organization and contain its most sensitive information.

The SOX4 solution provides a report on all file changes detected based on reports from the File
Integrity Checker. The default time window is the last 24 hours, which can be changed by the user.

Configuration Changes

Information processing systems and applications should be subject to strict change management
procedures.

Reports and data monitors provide insight on any configuration changes to OS, applications, firewalls
and network equipment. These are presented both per modification and per asset. These reports show
the changes for the last 24 hours, which can be modified by the user.

Separation of Development, Test and Operational Facilities

Development, test, and operational facilities should be separated to reduce the risks of unauthorized
access or changes to the operational system. Filters identify all traffic between development,
operational and test environment, and Active Channels display these events. Reports were designed to
display all hostile or suspicious traffic, as well as cross-talk between the operations, test and
development segments.

Changes to Third-Party Services

It isimportant to implement an appropriate level of information security in regard to the integration of
third party devices in the environment. Active channels show all traffic originating from or targeting
third party assets. Filters identify and reports and data monitors show all suspicious activities targeting
and originating in third party devices as well as any changed made to third party applications.

Third party assets are categorized by the user in the third party network domain.

Malicious Code Monitoring

Malicious code is continuously being developed and deployed faster and more deviously every day.

An active channel displays malicious code activity such as DoS, and backdoors. A filter identifies events
where malicious code activity is detected. Reports show all the attacks targeting email systems, any
failed ant-virus updates on systems, incidents where malicious code was detected, Trojan horse activity,
and a summary of viruses detected on systems sorted by virus and by hosts.
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A data-monitor renders an event graph showing malicious code activity between Attacker- Target pairs.
A rule monitors for malicious code detected on any of the Network Domain host systems. Qualifying
hosts are then added to the "malicious code addresses list" active list.

System Monitoring

This use case aims at detecting both day-to-day operations that occur on systems such as user logins
and other tasks that may raise more suspicion, such as deletion of the audit logs.

Reports present information on account creations and deletions, password changes, authorization
changes, account lockouts, after-hour system access and after hour logins to sensitive systems,
database access and failed database access, logins that are identified as brute force, all user and
administrative logins and log-outs, clearing of audit logs, fault logging and clock synchronization issues.

Data Monitors show updated information regarding many of these events such as unsuccessful
administrative logins and authorization modifications. The filters that detect these events are using the
Administrative Accounts List Active List to track the administrative accounts. Rules focus on brute force
logins and clearing of audit logs, Active Channels display all authentication events.

Exchange of Information and Electronic Commerce

The risk of compromising security on public-facing systems that are used for exchange of information
and electronic commerce is high because they are exposed o every internet user. If these systems
support business processes, their compromise could mean loss of money as well as reputation. Thus, it is
essential o closely monitor all exchange of information with public systems.

Reports show events that represent possible interception of data, originating and targeting devices that
are categorized by the user as "public facing" or "production," and log-ins to public-facing systems,
outbound IM events, and vulnerable business systems.

Data Monitors display information interception events, attackers and suspicious information that
involve public facing assets as well as top IM out-bound sources, vulnerable business systems and
information regarding scanner events. Rules are friggered when an IM application is targeted (the list of
IM applications can and should be updated by the user). Active channels display attacks and suspicious
activities regarding public facing assets and exchange of information.

Devices

The following devices supply the events that apply to ISO section 10.
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Use Case Device

User Attribution *OS VPN

Monitoring maintenance *0S eApplication eDatabase

schedule

Monitoring/reporting file *OS eFile Integrity Checker ¢HIDS/HIPS

changes

Configuration changes and
Changes to third-party
services

device logging configuration changes (most devices do)

Separation of Development, sRouter eFirewall «NIDS/NIPS

Test and Operational Facilities

Malicious code monitoring eAnti Virus «NIDS/NIPS ¢HIDS/HIPS

Configuration

*0S eApplication eDatabase eConfiguration Management eAny

Device Configutation
Required

None

None

Turn file auditing on
for important files.

Make sure
configuration changes
are logged

None

None

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as necessary to comply

with your policies.

Resource Resource What to configure

Type Name

Filter Maintenance Define the maintenance window in the filter Unscheduled Change in
Window Status of Service and in the filter /All Filters/ArcSight

Solutions/Compliance Insight Package/My Filters/Maintenance Window.

Assets Test, The assets “Test”, “Operations” and “Development” in the group
Operations, “Network Domains” should be populated according to the environment
and the asset is located in.

Development

Active List

Administrative The filters Successful Administrative Login, Successful Administrative

Accounts List  Logouts and Unsuccessful Administrative Logins depend on enfries
from the Active List Administrative Accounts List. For instructions

about how “Configure Active Lists ” on page 39.

Micro Focus ESM CIP for SOX (4.02)
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Asset Network Several filters depend on third-party assets, such as services offered by
Category Domains/Third vendors or partners, being categorized in the Network Domain asset
Parties category Third Parties. “Model Assets (Assign Asset Categories)” on
page 33.
Assets AOL IM The use cases that deal with tracking and reporting on instant
Ica messaging activity require that: e You create assets in the ArcSight
asset model for instant messaging servers. The assets representing
MSN IM instant messaging servers be categorized in the asset categories
Yahoo IM appropriate for their service in All Asset Categories/ArcSight
Solutions/Compliance Insight Package/Disallowed Servers/..AOL, ICQ,
MSN IM, Yahoo IM..
Asset Public-Facing  The filters Attacks and Suspicious Activity From Public- Facing Assets
Category and Attacks and Suspicious Activity Targeting Public-Facing Assets

depend on public-facing assets being categorized in the Asset
Category /All Asset Categories/ArcSight Solutions/Compliance Insight
Package/Network Domains/Public-Facing. For instructions about how to
assign asset categories, see “Mod| Assets (Assign Asset Categories)”
on page 33.

Section 10 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 10.

Section 10 Active Lists

Active List Description

Administrative This Active List should be populated with the usernames that have administrative privileges in your
Accounts domain. Admins (those responsible for managing administrative users) populate this list manually
whenever a new administrative user is added.

Malicious List of all hosts with malicious code detected on them.
Code
Addresses

Section 10 Active Channels

Active Channel Description

Attacks and Suspicious Activity This active channel shows all events where the target is an asset from Public-
Targeting Public-Facing Assets Facing Assets category.

Attacks and Suspicious Activity This active channel shows all events where the target is an asset from Third-
Targeting Third-Party Assets Parties assets category.
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Attacks and Suspicious Activity from
Public-Facing Assets

Aftacks and Suspicious Activity from
Third-Party Assets

Authentication Events

Development to Test or Operations
Traffic

Exchange of Information

Infected VPN Remote Host Found

Malicious Code Activity

Operations to Test of Development
Traffic

Test to Development or Operations
Traffic

Section 10 Dashboards

Section Description

This active channel shows all events where the source is an asset from Public-
Facing assets category.

This active channel shows all events where the source is an asset from Third-
Parties assets category.

Channel to show when any log-on occurs in real- time over a 2 hour continuously
sliding window.

Display traffic from Development segment fo Test or Operations segments in
real-time over a 2 hour confinuously sliding window.

Active channel to show exchange of information activity in real-time over a 2
hour continuously sliding window.

Active channel to show all rule firing events when the rule 'Infected VPN Remote
Host Found' fires.

Channel to show malicious code activity such as DoS, backdoors, etc.

Display traffic from Operations segment to Test or Development segments in
real-time over a 2 hour contfinuously sliding window.

Display traffic from Test segment to Development or Operations segments in
real-time over a 2 hour continuously sliding window.

Dashboard

Dashboard showing machines which showed an unscheduled change of a
service.

Dashboard showing account activies per machine and activity, such as
accounts created, modified, and deleted

Dashboard showing authorization changes i.e. changes to access right or
privileges of users.

Dashboard showing device and operating system configuration changes.

Dashboard showing unsuccessful login attempts.

Dashboard showing logins and logouts.

10.1.2 Unscheduled Change of Service

10.10.1  Accounts Activity

10.10.1  Authorization Changes

10.10.1  Device and OS Configuration
Modifications

10.10.2  Unsuccessful User Logins

10.10.2  User Logins and Logouts

10.10.4  Administrative Logins and Logouts

10.10.4  Unsuccessful Administrative Logins

10.2.2 Last 10 Events Activity to and from
Third-Party Assets

10.2.2 Target Port Based Activity for Third-

Party Assets

Micro Focus ESM CIP for SOX (4.02)

Dashboard showing administrative logins and logouts.
Dashboard showing failed administrative logins.

Dashboards showing activity from third-party devices.

Dashboard showing activity from third-party devices based on activity
per port.
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10.4.1 Malicious Code Activity

10.61 Network Controls

10.81 Information Interception

10.84 Outbound IM Traffic

10.85 Scanner Event Views

10.85 Vulnerable Business Information
Systems

10.9.3 Last 10 Events Activity to and from
Public-Facing Assets

10.9.3 Target Port Based Activity for

Public-Facing Assets

Dashboard showing malicious code activity and infected vpn hosts.

Dashboard showing devices which are sending events and firewall rule
configuration.

Dashboard showing information interception attacks.

Dashboard showing instant messanger traffic leaving the corporate
network.

Dashboard showing events from vulnerability scanners.

Dashboard showing vulnerable business machines.

Dashboard showing activity surrounding public-facing assets such as
Web servers.

Dashboard showing activity surrounding public facing assets broken
down per port.

Section 10 Data Monitors

Data Monitor

Unscheduled Change of
Service

Last 10 Device and OS
Configuration Modifications

Last 10 Information System
Accounts Created

Last 10 Information System
Accounts Delefed

Last 20 Information System
Accounts Modified

Last 25 Authorization
Changes

Top 10 Asset Network
Domains with Account
Creation

Top 10 Asset Network
Domains with Account
Deletion

Top 10 Asset Network
Domains with Account
Modification

Micro Focus ESM CIP for SOX (4.02)

Description

Data monitor to show events where a change of service was affected on a host outside of
the scheduled maintenance window.

This data monitor tracks the most recent configuration modifications to assets categorized
in Network Domains

This data monitor provides a list of the last 10 account creations in your assets
categorized in Network Domains.

This data monitor provides a list of the last 10 account deletions in your assets
categorized in Network Domains.

This data monitor provides a list of the last 10 account modifications in your assets
categorized in Network Domains.

This data monitor provides an overview of the authorization changes across assets
categorized in Network Domains.

This data monitor provides a list of the Network Domain asset categories in which the
most accounts have been created so that you can identify those Network Domains that are
most often modified in this fashion.

This data monitor provides a list of the Network Domain asset categories in which the
most accounts have been deleted so that you can identify those Network Domains that are
most often modified in this fashion.

This data monitor provides a list of the Network Domain asset categories in which the
most accounts have been modified so that you can identify those Network Domains that
are most often modified in this fashion.
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Top 10 Devices with
Configuration Modifications

Top Authorization Changes
By User - Last 24 Hours

Top Authorization Changes
By User - Last Hour

Last 10 Successful User
Logins

Last 10 Successful User
Logouts

Last 20 Unsuccessful User
Logins

Top 10 Hosts with
Unsuccessful User Logins

Top 10 Network Domains
with Unsuccessful User
Logins

Top 10 Users with
Unsuccessful Logins

Last 10 Successful
Administrative Logins

Last 10 Successful
Administrative Logouts

Last 20 Unsuccessful
Administrative Logins

Top 10 Administrative Users
with Unsuccessful Logins

Top 10 Hosts with
Unsuccessful Administrative
Logins

Top 10 Network Domains
with Unsuccessful
Administrative Logins

Attacks and Suspicious
Activity Targeting Third-
Party Assets

Attacks and Suspicious
Activity From Third-Party
Assets

Micro Focus ESM CIP for SOX (4.02)

This data monitor provides a list of the assets categorized in Network Domains that have
their configurations changed frequently.

This data monitor provides the fop users making authorization changes across assets
categorized in Network Domains in the last 24 hours.

This data monitor provides the top users making authorization changes across assets
categorized in Network Domains in the last hour.

This data monitor provides a list of the last 10 successful logins across your assets
categorized in Network Domains.

This data monitor provides a list of the last 10 successful user logous across your assets
categorized in Network Domains.

This data monitor provides a list of the last 20 unsuccessful logins across your assets
categorized in Network Domains.

This data monitor provides a list of the users who most commonly have login failures.

This data monitor provides an ordered list of the Network Domains that most commonly
have user login failures.

This data monitor provides a list of the users who most commonly have failed logins.

This data monitor provides a list of the last 10 successful administrative logins across your
assets categorized in Network Domains.

This data monitor provides a list of the last 10 administrative logouts across your assets
categorized in Network Domains.

This data monitor provides a list of the last 20 unsuccessful administrative logins across
your assets categorized in Network Domains.

This data monitor provides a list of the administrative users who most commonly have
login failures.

This data monitor provides a list of the hosts that most commonly have unsuccessful
administrative logins.

This data monitor provides an ordered list of the Network Domains that most commonly
have administrative login failures.

Data monitor to show all activity destined towards Third-Party assets, sorted by target
ports.

Data monitor to show all activity originating from Third-Party assets, sorted by target
ports.
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Last 10 Attacks and
Suspicious Activity Targeting
Third-Party Assets

Last 10 Attacks and
Suspicious Activity from
Third-Party Assets

Infected VPN Remote Host
Found

Malicious Code Activity

Firewall Open Ports

Logging Devices

Last 10 Information
Interception Events

Top Information Interception
Aftackers

Outbound IM Trafic
Top IM Outbound Sources

Last 10 Vulnerable Business
System Events

Last 20 Scanner Events

Last Vulnerable Business
System Assets

Top Machines by Scanner
Event Count

Top Vulnerable Business
Information Systems

Attacks and Suspicious
Activity Targeting Public-
Facing Assets

Micro Focus ESM CIP for SOX (4.02)

This data monitor displays the last 10 events where the traffic is destined for a third-party
asset.

This data monitor displays the last 10 events where the traffic originated from a third-
party asset.

Data monitor to show a traffic light style indicator when a virus infected host is found
coming in over a VPN session. The user name associated with the VPN session is
displayed in the tile.

Data monitor to render an event graph showing malicious code activity between Attacker-
Target pairs.

This data monitor is used to determine which ports a particular firewall is allowing traffic
on.

Data monitor to show all devices other than ArcSight that are sending their logs.

This data monitor shows the last 10 Information Interception Events

This is a pie chart of the attackers friggering information interception events

Event graph data monitor to show the IM traffic.
This data monitor shows the top IM users.

Shows the last 10 scanner events finding vulnerabilities on business information systems

Data monitor to display in real-time the last 20 scanner-generated events related fo
assets categorized in.

Shows the last vulnerable business system assets by agent severity.
Data monitor to show in real-fime the top 20 machines with vulnerabilities as shown by
scanner events.

Top vulnerable business information systems

Data monitor to show all activity destined towards public-facing assets, sorted by farget
ports.
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Attacks and Suspicious
Activity From Public-Facing

Assets

Last 10 Attacks and
Suspicious Activity Targeting

Public-Facing Assets

Last 10 Attacks and
Suspicious Activity from

Public-Facing Assets

Section 10 Filters

Section

1012

1014

10.1.4

1014

101

101

10.101

10.101

10.101

10.101
10.10.2

10.10.2

10.10.2

Micro Focus ESM CIP for SOX (4.02)

Filter

Unscheduled Change in
Status of Service

Development to Test or
Operations

Operations o Test or
Development

Test to Development or
Operations

Device and Operating
System Configuration
Modifications

Password Changes

Account Creation

Account Deletion

Account Modification

Authorization Changes
Account Lockouts

Successful Brute Force
Logins

Successful User Login

This data monitor displays all activity originating from public-facing assets, and is sorted
according to the farget ports.

This data monitor displays the last 10 events where the traffic is destined for a public-
facing asseft.

This data monitor displays the last 10 events where the traffic originated from a public-
facing asset.

Description

Filter to select events any fime a service on a host is changed when it is outside
of a scheduled maintenance window. The maintenance window is defined by the
referenced filter.

Filtering in traffic where the Attacker Asset belong to Development, and the
target asset belongs to either Test or Operations.

Filtering in fraffic where the Attacker Asset belong to Operations, and the target
asset belongs to either Test or Development.

Filter in traffic originating from a Test asset and going to a target asset that is
either a development or operations asset.

This filter identifies configuration modifications occurring on assets categorized
in Network Domains.

This filter identifies password changes events that occur on assets categorized in
one of your Network Domains.

This filter identifies account creation events that occur on assets categorized in
one of your Network Domains.

This filter identifies account deletion events that occur on assets categorized in
one of your Network Domains.

This filter identifies account modification events that occur on assets categorized
in one of your Network Domains.

This filter looks for changes of access privileges.
This filter will showAccount Lockouts.

This filter identifies events generated by the Probable Successful Brute Force
rule that involve assets categorized in one of your Network Domains.

This filter identifies events that indicate successful user logins to assets
categorized in one of your Network Domains.
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10.10.2

10.10.2

10.10.2

10.10.2

10.10.4

10.10.4

10.10.4

10.10.2

10.10.2

10.4.1

1041

10.4.1

10.4.1

10.41

10.8.1

10.84

10.85

1093

1093

Micro Focus ESM CIP for SOX (4.02)

Successful User Logout

Successful and Unsuccessful
User Logins

Unsuccessful User Login

User Login and Logout

Successful Administrative
Login

Successful Administrative
Logout

Unsuccessful Administrative
Login

Attacks and Suspicious
Activity From Third-Party
Assets

Attacks and Suspicious
Activity Targeting Third-
Party Assets

Host Found Infected with
Virus

Infected VPN Remote Host
Malicious Code Activity
VPN Login Detected

VPN Session Terminated

Information Interception
Events

Outbound IM Traffic

Vulnerabilites on Business
Information Systems

Attacks and Suspicious
Activity From Public-Facing
Assets

Attacks and Suspicious
Activity Targeting Public-
Facing Assets

This Filter identifies events that indicate successful user logouts from Assets in
one of your Network Domains.

This filter identifies failed and successful login events that involve assets
categorized in Network Domains.

This filter identifies events that indicate unsuccessful user login attempts to an
asset categorized in one of your Network Domains.

This filter identifies login and logout events that relate fo assets categorized in
one of your Network Domains

This filter identifies events that indicate successful administrative logins to
assets categorized in one of your Network Domains.

This filter identifies events that indicate successful administrative logouts from
assets categorized in one of your Network Domains.

This filter identifies events that indicate unsuccessful administrative login
attempts o an asset categorized in one of your Network Domains.

This filter identifies events that are generated by assets categorized in the
Third-Party Network Domain.

This filter identifies events that are destined for assets categorized in the Third-
Party Network Domain.

Filter to select events where a host is found infected by a virus.

Filter to select events when the 'Infected Remote Machine Found'rule fires.
Filter to select events where malicious code activity is detected.

Filter to select events where a user was successfully authenticated by VPN.
Filter to select events where a user successfully logs out of VPN.

This filter shows possible information interception events such as spoofing
attempts or man in the middle attacks

Filter to select all outbound instant messaging traffic.

This filter shows all scanner events that indicate a vulnerability on a business
information system

This filter identifies events that are generated by assets categorized in the
Public-Facing Network Domain.

This filter identifies events that target assets categorized in the Public-Facing
Network Domain.
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Section 10 Rules

Section

10.11

1012

10.10.2

10.10.2

10.10.2

10.10.2

10.10.3

10.4.1

10.4.1

Micro Focus ESM CIP for SOX (4.02)

Rule

System
Restarted at
Unscheduled
Time

Unscheduled
Change in
Status of
Service

Application
Brute Force
Logins

Login Session
Information
Added

Logout
Session
Information
Cleared

Successful
Attack Brute
Force

Audif Log
Cleared

Infected
Remote
Machine
Found

Malicious
Code
Detected

Description

This rule monitors hosts that were restarted. This flags for graceful shutdowns and startups as
well as unexpected shutdowns and other events that indicate a system restart. Windows
Collector Agents must monitor for Security and System logs. Note: Windows Only 6006 - Event
Log Stopped 6009 - Startup Message 6005 - Event Log Started 6008 - Unexpected. The catch
all condition is that an OS was started or stopped.

This rule will fire any time a service on a host is changed when it is outfside of a scheduled
maintenance window. The maintenance window is defined by the referenced filter. A case is
opened for each host on which this anomaly is detected.

This rule identifies brute force login attempts against applications installed on assets
categorized in network domains.

This rule is used to update the session list to keep track of user-to-IP address associations
whenever a login to a desktop is detected

This rule is used fo terminate the session list entry when a log-out event is detected

This rule detects brute force attacks.

This rule monitors for clearing of the audit log on Windows systems.

This rule detects when a remote machine, i.e. a host authenticated by a VPN device, is found

infected by a virus.

This rule monitors for malicious code detected on any of the Network Domain host systems.
Qualifying hosts are then added to the referenced active list.
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10.8.1

10.8.4

10.85

Possible
Information
Interception

Outbound IM
Traffic
tab.

Vulnerabilities
Found -
Business
Information
System

Section 10 Reports

Section

10.11

1012

1012

1012

1012

10.1.2

1012

10.1.2

1014

Micro Focus ESM CIP for SOX (4.02)

Report

System Restarted at
Unscheduled Time

Application
Configuration
Modifications

File Integrity
Changes Detected

Firewall
Configuration
Modifications

Network Device
Configuration
Modifications

OS Configuration
Modifications

Syslog Restart
Events

Unscheduled Change
in Service

Attacks from
Development
Targeting
Production

This rule is looking for attacks where information could be redirected and collected by an
unintended party.

This rule will fire any time the system detects outbound IM traffic using the well known instant
messaging application. The well known applications blacklist can be modified in the Conditions

The purpose of this rule is to look for vulnerabilities being found on an asset that is
categorized as a business information system.

Description

Report to show unscheduled restarts of hosts in the last 24 hours. This report is based on
a rule firing in the corresponding section.

This report will show any configuration modifications of any application on a system.
Default time window: Last 24 hours.

Report all file changes detected based on reports from the File Integrity Checker.
Default time window: Last 24 hours.

This report will show any configuration modifications of any firewall. Default tfime
window: Last 24 hours.

This report will show any configuration modifications of any network equipment. Default
time window: Last 24 hours.

This report will show any configuration modifications of any operating system. Default
fime window: Last 24 hours.

This report shows all restarts of syslog on systems.

Track startting or stopping of services outside of scheduled maintenance windows in the
last 24 hours. NOTE: Alter the parameters in the referenced filter in order to redefine the
time- slot of the maintenance window.

This report provides a listing of hostile or suspicious traffic from development machines
targeting production facilities.
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1014

10.1.4

10.1.4

1014

10.101

10.101

10.101

10.101

10.101

10.101

10.101

10.10.1

10.10.2

10.10.2

10.10.2

10.10.2

Micro Focus ESM CIP for SOX (4.02)

Attacks from
Production
Targeting
Development

Development fo Test
or Operations Cross-
Talk

Operations o Test or
Development Cross-
Talk

Test to Development
or Operations Cross-
Talk

Account Creation -
Template

Account Deletion -
Template

Authorization
Changes - Template

Changes fo
Development
Machines

Device and OS
Configuration
Changes

Operating System
Changes

Operating System
Configuration
Modifications

Password Changes

Account Lockouts by
System

Account Lockouts by
User

After Hours Systems
Access by System

After Hours Systems
Access by User

This report provides a listing of hostile or suspicious traffic from production facilities
targeting development machines.

Reports all cross-talk in the last 24 hours from assets in Development category to assets
in either Test or Operations categories.

Reports all cross-talk in the last 24 hours from assets in Operations category to assets in
either Test or Development categories.

Reports all cross-talk in the last 24 hours from assets inTest category to assets in either
Development or Operations categories.

This report provides a listing of newly created Information System Accounts. This report
may (and should) be focused based on the Network Domain of interest.

This report provides a listing of deleted Information System Accounts. This report may
(and should) be focused based on the Network Domain of interest.

This report provides a listing of modified Information System Accounts. This report may
(and should) be focused based on the Network Domain of interest.

This report lists changes made to development systems categorized as a Regulated
systems.

This report provides a listing (sorted by Asset) of configuration modifications to Assets
in your Network Domains.

This report lists changes made fo operating systems of Governed systems.

This report will show all OS configuration changes made to Regulated systems.

This report provides a list of password changes on Network Domain categorized assets.
The results are sorted by asset. This report can (and should) be focused based on the
Network Domain of inferest.

This report will show all theaccount lockouts on Governed Assets organized by system.
This report will show all the account lockouts on Governed Assets organized by user.
This report shows all the systems that were accessed sorted by user after normal

business hours.

This report shows all the systems that were accessed sorted by user after normal
business hours.
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10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.3

10.10.4

10.10.4
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After-Hours Logins
to Sensitive Systems

Database Access -
All

Failed Database
Access

File Modifications on
Assets

Non-Secured Access
of Assets from
External System

Number of
Successful User
Logins

Number of
Unsuccessful User
Logins

Successful Brute
Force Logins

Top 10 Unsuccessful
User Logins

Unsuccessful User
Logins

User Logins and
Logouts

User Name and IP
Address Association

VPN Access Report

VPN Access Report
by Target Asset

Audit Log Cleared

Administrative
Logins and Logouts

Administrator
Actions - All

This report provides a listing of after-hours login attempts which target systems
categorized as sensifive by Asset. This report may be focused based on the Network
Domain of interest.

This report shows all authenfication events on databases.

This report shows all failed attempts to access databases.

This report will show all file modifications on systems in the last 24 hours as reported by
a file integrity application.

This report shows the authentications from non-protected sources to systems.

This report provides a listing of users with successful logins by Asset. The users are
sorted by the number of attempts in a decreasing order. This report may (and should)
be focused based on the Network Domain of interest.

This report provides a listing of users with unsuccessful login attempts. The users are
sorted by the number of attempts in a decreasing order. This report may (and should)
be focused based on the Network Domain of interest.

This report provides a listing of events categorized by ArcSight as probable successful
brute force login attempts. This report may (and should) be focused based on the
Network Domain of inferest.

This report provides a chart showing the top 10 users with unsuccessful login attempfts.
This report may (and should) be focused based on the Network Domain of interest.

This report provides a listing of unsuccessful user login attempts. This report may (and
should) be focused based on the Network Domain of inferest.

This report provides a listing of unsuccessful user login attempts. This report may (and
should) be focused based on the Network Domain of inferest.

Report of user names-to-IP address associations recorded on a daily basis from the
contents of the 'User Name and IP Address Association' session list. This report may be
run and the output stored as a hard copy for historical purposes.

This report provides an overview of access via VPN into your Network Domains.

This report provides a listing of VPN access events which target the various Network
Domains. This report may (and should) be focused based on the Network Domain of
interest.

Report to show all events where an audit log was cleared from a host.

This report provides a listing of administrative logins and logouts by Asset. This report
may (and should) be focused based on the Network Domain of inferest.

This report lists all actions taken by an administrative user.
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10.10.4

10.10.4

10.10.4

10.10.4

10.10.5

10.10.6

10.2.2

1022

1023

10.3.1

1041

10.4.1

1041

10.4.1

1041

10.41
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Number of
Successful
Administrative
Logins

Number of
Unsuccessful
Administrative
Logins

Top 10 Unsuccessful
Administrative
Logins

Unsuccessful
Administrative
Logins by Asset

Fault Logs

Agents Reporting
Inaccurate Times

Attacks and
Suspicious Activity
Targeting Third-
Party Assets

Attacks and
Suspicious Activity
from Third-Party
Assets

Changes fo Third-
Party

Resource Exhaustion
Detected

Attacks Targeting
Email Systems

Failed Anti-Virus
Updates

Infected VPN
Remote Host Found

Malicious Code
Detected

Trojan Code Activity

Virus Summary

This report provides a listing of administrative users with successful logins by Asset.
The administrative users are sorted by the number of attempts in a decreasing order.
This report may (and should) be focused based on the Network Domain of interest.

This report provides a listing of administrative users with unsuccessful login attempts.
The administrative users are sorted by the number of attempfts in a decreasing order.
This report may (and should) be focused based on the Network Domain of interest.

This report provides a chart showing the top 10 administrative users with unsuccessful
login attempts. This report may (and should) be focused based on the Network Domain
of inferest.

This report provides a listing of unsuccessful administrative login attempts. This report
may (and should) be focused based on the Network Domain of inferest.

Fault Logging report.

This report will display all agent detect time error events.

Report to show all attacks and suspicious activity where the target was an asset in the
Third-Parties asset category. Default fime window: Last 24 hours.

Report to show all attacks and suspicious activity where the source was an asset in the
Third-Parties asset category. Default time window: Last 24 hours.

Report to show changes made to applications on third-party resources.

Report on resources reaching their upper end of ufilization (for capacity management
and planning purposes).

Report showing all the attacks targeting email systems.

This report will show all the failed AV updates on systems.

Report to show the number of virus infections detected over a VPN based user session.
Report of incidents where malicious code was detected based on the referenced filter's
criterea.

This report shows all trojan activity.

This report will show a summary of viruses detected on systems sorted by virus.
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10.4.1

10.61

10.6.1

10.81

10.84

10.85

1093

1093

1093

1093

Virus Summary by
Hosts

Device Logging
Review

Firewall Open Port
Review

Information
Inferception

Outbound IM Traffic

Vulnerable Business
Information Systems

Aftacks and
Suspicious Activity
Targeting Public-
Facing Assets

Attacks and
Suspicious Activity
from Public- Facing
Assets

Events Targeting
Public- Facing and
Production Assets

External Logins to
Public Facing
Systems

Section 10 Queries

Section Query

1012

1012

1012

1012

1012

Micro Focus ESM CIP for SOX (4.02)

Application
Configurations

File Integrity
Changes Detected

Network Device
Configuration
Modifications

OS Configuration
Modifications

Syslog Restart
Events

This report will show a summary of viruses detected on systems sorted by host.

This report shows the different products that are logging to ArcSight ESM.

This report should be used to review the traffic that is being passed by the firewalls
around the organization.

this report shows events that represent a possible interception of data

This report shows outbound IM fraffic.

This report shows the business information systems that have vulnerabilities.

This report shows all the attacks and suspicious attacks where the target asset belonged
to the Public-Facing asset category.

This report shows all the attacks and suspicious attacks where the source asset
belonged to the Public-Facing asset category.

This report provides a listing of hostile or suspicious traffic which targets the assets
categorized as public-facing or production.

This report provides a listing of user authentications on external facing systems from
external sources.

Description

This report will show any configuration modifications of any application on a system.
Default time window: Last 24 hours.

Report all file changes detected based on reports from the File Integrity Checker.
Default time window: Last 24 hours.

This report will show any configuration modifications of any network equipment. Default
time window: Last 24 hours.

This report will show any configuration modifications of any operating system. Default

time window: Last 24 hours.

This report shows all restarts of syslog on systems.
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1014

10.1.4

10.1.4

1014

10.101

10.101

10.101

10.101

10.101

10.101

10.101

10.10.1

10.10.2

10.10.2

10.10.2

10.10.2

Micro Focus ESM CIP for SOX (4.02)

Attacks from
Development
Targeting
Production

Development fo Test
or Operations Cross-
Talk

Operations o Test or
Development Cross-
Talk

Test to Development
or Operations Cross-
Talk

Account Creation -
Template

Account Deletion -
Template

Authorization
Changes - Template

Changes fo
Development
Machines

Device and OS
Configuration
Changes

Operating System
Changes

Operating System
Configuration
Modifications

Password Changes

Account Lockouts by
System

Account Lockouts by
User

After Hours Systems
Access by System

After Hours Systems
Access by User

This report provides a listing of hostile or suspicious traffic from development machines
targeting production facilities.

Reports all cross-talk in the last 24 hours from assets in Development category to assets
in either Test or Operations categories.

Reports all cross-talk in the last 24 hours from assets in Operations category to assets in
either Test or Development categories.

Reports all cross-talk in the last 24 hours from assets inTest category to assets in either
Development or Operations categories.

This report provides a listing of newly created Information System Accounts. This report
may (and should) be focused based on the Network Domain of interest.

This report provides a listing of deleted Information System Accounts. This report may
(and should) be focused based on the Network Domain of interest.\n

This report provides a listing of modified Information System Accounts. This report may
(and should) be focused based on the Network Domain of interest.

This report lists changes made to development systems categorized as a Regulated
systems.

This report provides a listing (sorted by Asset) of configuration modifications to Assets
in your Network Domains.

This report lists changes made fo operating systems of Governed systems.

This report will show all OS configuration changes made to Regulated systems.

This report provides a list of password changes on Network Domain categorized assets.
The results are sorted by asset. This report can (and should) be focused based on the
Network Domain of inferest.

This report will show all theaccount lockouts on Governed Assets organized by system.
This report will show all the account lockouts on Governed Assets organized by user.
This report shows all the systems that were accessed sorted by user after normal

business hours.

This report shows all the systems that were accessed sorted by user after normal
business hours.
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10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.2

10.10.3

10.10.4

10.10.4

10.10.4

Micro Focus ESM CIP for SOX (4.02)

After-Hours Logins
to Sensitive Systems

Database Access -
All

Failed Database
Access

File Modifications on
Assets

Non-Secured Access
of Assets from
External System

Number of
Successful User
Logins

Number of
Unsuccessful User
Logins

Successful Brute
Force Logins

Top 10 Unsuccessful
User Logins

Unsuccessful User

User Logins and
Logouts

VPN Access Report

VPN Access Report
by Target Asset

Audit Log Cleared

Administrative
Logins and Logouts

Administrator
Actions - All

Number of
Successful
Administrative
Logins

This report provides a listing of after-hours login attempts which target systems
categorized as sensifive by Asset. This report may be focused based on the Network
Domain of interest.

This report shows all authenfication events on databases.

This report shows all failed attempts to access databases.

This report will show all file modifications on systems in the last 24 hours as reported by
a file integrity application.

This report shows the authentications from non-protected sources to systems.

This report provides a listing of users with successful logins by Asset. The users are
sorted by the number of attempts in a decreasing order. This report may (and should)
be focused based on the Network Domain of interest.

This report provides a listing of users with unsuccessful login attempts. The users are
sorted by the number of attempts in a decreasing order. This report may (and should)
be focused based on the Network Domain of interest.

This report provides a listing of events categorized by ArcSight as probable successful
brute force login attempts. This report may (and should) be focused based on the
Network Domain of inferest.

This report provides a chart showing the top 10 users with unsuccessful login attempfts.
This report may (and should) be focused based on the Network Domain of interest.

This report provides a listing of unsuccessful user login attempts. This report may (and
should) be focused based on the Network Domain of inferest.

This report provides a listing of user logins and logouts by Asset. This report may (and
should) be focused based on the Network Domain of interest.

This report provides an overview of access via VPN into your Network Domains.\n

This report provides a listing of VPN access events which target the various Network
Domains. This report may (and should) be focused based on the Network Domain of
inferest.

Report to show all events where an audit log was cleared from a host.

This report provides a listing of administrative logins and logouts by Asset. This report
may (and should) be focused based on the Network Domain of inferest.

This report lists all actions taken by an administrative user.

This report provides a listing of administrative users with successful logins by Asset.
The administrative users are sorted by the number of attempfts in a decreasing order.
This report may (and should) be focused based on the Network Domain of interest.
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10.10.4

10.10.4

10.10.4

10.10.5

10.10.6

1022

1023

10.3.1

10.4.1

1041

10.41

10.4.1

10.6

10.6.1

10.8.1

10.8.4

10.85

Micro Focus ESM CIP for SOX (4.02)

Number of
Unsuccessful
Administrative
Logins

Top 10 Unsuccessful
Administrative
Logins

Unsuccessful
Administrative
Logins by Asset

Fault Logs

Agents Reporting
Inaccurate Times

Aftacks and
Suspicious Activity
Targeting Third-
Party Asset

Changes to Third-
Party

Resource Exhaustion
Detected

Malicious Code
Detected

Trojan Code Activity
Virus Summary

Virus Summary by
Hosts

Device Logging
Review

Firewall Open Port
Review

Information
Interception

Outbound IM Traffic

Vulnerable Business
Information Systems

This report provides a listing of administrative users with unsuccessful login attempts.
The administrative users are sorted by the number of attempts in a decreasing order.
This report may (and should) be focused based on the Network Domain of interest.

This report provides a chart showing the top 10 administrative users with unsuccessful
login attempts. This report may (and should) be focused based on the Network Domain
of interest.

This report provides a listing of unsuccessful administrative login attempts. This report
may (and should) be focused based on the Network Domain of inferest.

Fault Logging report.

This report will display all agent detect time error events.

Report to show all attacks and suspicious activity where the target was an asset in the
Third-Parties asset category. Default fime window: Last 24 hours.

Report to show changes made to applications on third party resources.

Report on resources reaching their upper end of utilization (for capacity management
and planning purposes).

Report of incidents where malicious code was detected based on the referenced filter's
criterea.

This report shows all trojan activity.
This report will show a summary of viruses detected on systems sorted by virus.

This report will show a summary of viruses detected on systems sorted by host.

This report shows the different products that are logging to ArcSight ESM.

This report should be used to review the traffic that is being passed by the firewalls
around the organization.

This report shows events that represent a possible interception of data

This report shows outbound IM traffic.

This report shows the business information systems that have vulnerabilities.
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1093

1093

10.9.3

Attacks and
Suspicious Activity
Targeting Public-
Facing Assets

Aftacks and
Suspicious Activity
from Public- Facing
Assets

Events Targeting
Public- Facing and
Production Assets

Section 10 Trends

Section

10.11

1012

1012

1014

10.10.2

1022

1093

1041

10.4.1

1093

Micro Focus ESM CIP for SOX (4.02)

Trends

System Restarted at
Unscheduled Time

Firewall Configuration
Modifications

Unscheduled Change in
Status of Service

Attacks from Production
Targeting Development

User Name and IP Address
Association

Attacks and Suspicious
Activity from Third-Party
Assets

Attacks Targeting Email
Systems

Failed Anti-Virus Updates

Infected VPN Remote Host
Found

External Logins to Public
Facing Systems

This report shows all the attacks and suspicious attacks where the target asset belonged
to the Public-Facing asset category.

This report shows all the attacks and suspicious attacks where the source asset
belonged to the Public-Facing asset category.

This report provides a listing of hostile or suspicious traffic which targets the assets
categorized as public-facing or production.

Description

Trend to capture and report events where a system was restarted outside of
the standard maintenance window as defined by the referenced filter.

Trend to capture and report on all firewall modification changes recorded.

Trend fo capture and report on events where a change in status of a service
occurred outside of the maintenance window.

Trend to capture and report on suspicious or hostile traffic from production
facilities to development segments.

Trend fo query user names-to-IP address associations by recording the
contents of the 'User Name and IP Address Association' session list.

Trend to capture and report on all attacks and suspicious activity where the
source was an asset in the Third- Parties asset category.

Trend to capture and report on all the attacks targeting email systems.

Trend to capture and report on all the failed AV updates on systems.

Trend to capture and report on all cases of virus incidents over a VPN
connection.

Trend to capture and report on a listing of user authentications on external
facing systems from external sources.
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Section 10 Session Lists

Session List Description

User Name A session list to associate user logins to ip addresses. This list is fed by OS and VPN logins and can be

and IP referenced in order to correlate IP address to user name information. This Session List is available from the
Address following location: All Session Lists/ArcSight Solutions/Compliance Insight Package/
Association

ISO 11: Access Control

Section 11 of ISO addresses controls used around access to systems. Areas of inferest enftail all aspects
of logical access including user names, passwords, traversal of various types of network fraffic between
different functional segments of the network.

Use Cases

To address section 11 requirements, the SOX4 solution provides the following use cases.

Role-Based Access Monitoring

Section 11.1 of the ISO standard states that a policy should be in place to implement access controls
based on business and security requirements. CIP for SOX4 provides a use case that uses an active list
to store user names and their roles from manual enftries, or exported directly from Active Directory.
Rules then use enfries to this list to detect users who attempt to gain access to a database, domain
controller, or other privileged access account whose user roles do not grant them access privileges o
these assets.

These rules and the policy definition filter provide a foundation for dashboards, active channels, and
reports that monitor privileged user access attempts. Three trends track privileged access attempts over
time, and populate identity-based access violation reports.

User Management

Formal procedures should be in place to control the allocation of access rights to information and
services. Special attention should be given to the need to control the allocation of privileged access
rights that allow users to override system controls. The SOX4 solution addresses these issues by
implementing filters, data monitors, rules, active lists, and reports fo monitor cases where default vendor
accounts, default vendor accounts, and former employee accounts are used. Changes to privileged
accounts are also monitored.
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Authorization Changes

Authorization changes should be monitored in order to ensure that changes are approved. Changes
implemented without approval could indicate an attack on the system. The SOX4 solution provides
reports that show changes to access rights to effectively monitor appropriate authorization changes.

Password Policy Monitoring

Passwords are a common means of verifying a user’s identity, and organizations should have policies in
place to ensure effective and secure password management. The Sarbanes-Oxley section 11 reports
show when default passwords are not changed and default vendor accounts are used.

Privileged Account Monitoring

It is necessary to regularly review users’ access rights to maintain effective control over access to data
and information services. Changes to privileged accounts should be logged for periodic review. The
solution provides dashboards, data monitors, rules, rules and filters that enable monitoring and logging
of privileged account activity.

Network Service Monitoring

Users and assets should only be provided with access to the services that they have been specifically
authorized to use. Use of network services is monitored in many ways by the solution, including
reporting on disallowed port usage and the use of insecure services.

Firewall Policy Monitoring

Traffic blocked at the firewall level is tracked to and from classified assets in order to promote effective
network access control.

Network Routing Supervision

Changes to network routing should be monitored in order o maintain the security and availability of
information systems. A report is enabled which show all router configuration modifications.

Network Policy Monitoring

Insecure and unauthorized use of network services should be restricted. This control is especially
important for connections to sensitive or critical networks. Active channels, reports, data monitors, and
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filters are provided to monitor suspicious transmissions, insecure services, and tfransmissions between
zones.
Remote Access (VPN) Monitoring

Significant risks to corporate information systems arise due to the use of remote access and wireless for
mobile computing. The solution provides active lists, filters, and reports to signal potential problems or
attacks against VPN and wireless systems.

Segregation of Networks

A common methodology for controlling security in large networks is to divide them into separate logical
domains (zone) bases on function or criticality. The SOX4 solution provides reports which indicate
traffic between zones and access to particular machines such as development machines, etc.

Devices

The following devices supply the events that apply to ISO section 11.

Use Case Device Device Configuration
Required

eldentity Based Access Control *0S eDatabase eApplication None
eUser Management e Authorization changes ePassword *0S ¢|AM eApplication None
policy monitoring eDatabase

Privileged account monitoring *0S ¢|AM VPN eApplication None

eDafabase

*Network Service Monitoring *Router eFirewall «NIDS/NIPS None
eFirewall policy monitoring eFirewall None
*Network routing supervision *Router eSwitch None
eRemote access (VPN) monitoring VPN None
«Segregation of networks eNetwork policy monitoring *Router eFirewall ¢NIDS/NIPS None
Configuration

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as necessary to comply
with your policies.
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Section 11 Resources

This section lists all the resources that address the information systems acquisition development and

maintenance requirements of ISO section 4.

Resource
Type

Filter

Filter

Filter

Filter

Filter

Filter

Active List

Active List

Micro Focus ESM CIP for SOX (4.02)

Resource
Name

Security
Service
Stopped or
Paused

Security
Service
Stopped or
Paused

Former
Employees

Default
Vendor
Account Used

Default
Password not
Changed

Insecure
Services

Privileged
User Group

Former
Employees

What to Configure

Optionally you can add more security services to the filter to not only
capture the services already configured in this filter.

Optionally you can add more security services to the filter to not only
capture the services already configured in this filter.

Nothing to be configured here. The configuration is done via the Active
List.

Nothing to be configured here. The configuration is done via the Active
List.

This filter is not meant to be used for configuration.

This filter should be configured with services that are considered
insecure, such as telnet or FTP where traffic is transmitted in plain text.

This active list should be configured with all the privileged user groups
in the organization.

A list of former employees needs to be entered here. Make sure you
update this on a regular basis, as soon as an employee leaves the
company.
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Active List

Filter

Active List

Active List

Active List

Active List

Active List

Filter

Filter

Filter

Micro Focus ESM CIP for SOX (4.02)

User Roles

Successful
User Login

Users with
Default
Passwords

Default
Vendor
Accounts

Allowed Ports

Privileged
Users Group

System with
Insecure
Configurations
Active List

After Hours

Policy
Definition

DBA Role

Configure this active list with the User les. Each entry in the Active List
has a User Name value and User Roles value. A User Name value
contains a single value while the User Roles value can contain one or
more user roles separated by the pipe (|) delimiter as shown by the
following example entry: ttaylor,|Sales|Financial| In addition, the last role
listed must have a trailing pipe (|) delimiter. User Role values should
align with the Network Domains asset categories of Sarbanes-Oxley
systems. For example, users who roles require access to systems
categorized as Financial must have role Financial in the active list. You
may need to add additional asset categories to Network Domains. This
active list can also be used for defining the database administration
roles for users. For more information about populating this active list
from an Active Directory, see “User-Role Active List”.

Not used for configuration purposes

Not used for configuration purposes

Configure this active list with all the default vendor accounts that are
known to be used in your environment.

Active list of all permissible destination ports, such as all permissible
services. This active list should be populated by the end-user according
to site policy.

Not used for configuration purposes.

Configure this filter with the hours that reflect after hours for your
organization.

Configure this filter with the hours that reflect after hours for your
organization.

Configure this filter with the user roles targeting categorized assets.It
will evaluate fo true when the asset category of the target does not
match any of the user's roles as defined in the User Roles active list.A
preconditfion is that the attacker user name or target user name event
fields must be populated, which can be disabled if a tighter policy is
desired. For more information, see “Policy Definition Filter”

Configure this filter to reflect the privileged database administration
(dba) for you environment. For more information, see “DBA Role” on
page 52.
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Rule

Rule

Rule

Database Configure this rule fo reflect your privileged database administration
Privilege account.

Violation

Privileged Configure this rule fo reflect your privileged system administration
Access account.

Attempt

Detected

Unauthorized
Admin Access

Configure this rule fo reflect your privileged system administration
account.

to Domain

Controller

Section 11 Active Lists

Active List

Administrative
Accounts

Allowed Ports

Default
Vendor
Accounts

Former
Employees

Privileged
User Groups

Stale Accounts

Systems with
Insecure
Configurations

Users with
Default
Passwords

User Roles

Micro Focus ESM CIP for SOX (4.02)

Description

This Active List should be populated with the usernames that have administrative privliges in your
domain.Admins (those responsible for managing administrative users) populate this list manually
whenever a new administrative user is added. Entries to this list are read by reports supplied in the
Compliance Insight Packages, but the list can also be added to or referenced in new content built around
the provided infrastructure.

Active list of all permissible destination ports, ie, all permissible services. This active list should be
populated by the end-user according to site policy.

This is a static Active List that contains the default user account names for various vendors. This list
should be configured at set-up time with existing vendor user account names, and updated as necessary
on an ongoing basis.

This Active List contains user accounts of former employees. User accounts in this Active List are
retained indefinitely.

This active list is used to define user groups with elevated privileges.

Active list to maintain user names that have not shown any log-on activity in the last 6 months. Using 183
days to account for leap years.

Active list of all hosts with open ports which connote the presence of an inherently insecure network

service, ie, telnet, FTP, etc. This list should be populated by the end-user according to site policy.

Holding area for account IDs that are up to 2 days old. The list is populated as an action to a new user ID
being created.

This Active List contains the mappings of users to their roles. t can be used to monitor role-based access.
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Section 11 Session Lists

Session List

User Name and IP Address

Association

Description

A session list fo associate user logins to ip addresses. This list is fed by OS and VPN logins
and can be referenced in order to correlate IP address to user name information. This
Session List is available from the following location: All Session Lists/ArcSight
Solutions/Compliance Insight Package/

Section 11 Active Channels

Active Channel

Access Right
Removed

Account Lockouts

Database Privilege
Violation

Direct Root or
Administrator
Access

Identity Based
Access Violation

Insecure Services
Activity

Log-On with
Default Vendor
Account

Login Attempts

Privileged Account
Changed

Security Services
Stopped or Paused

Unauthorized
Admin Access to
Domain Controller

Micro Focus ESM CIP for SOX (4.02)

Description

Channel to show a 'live' feed of events reflecting a removal of a user's access privileges. Manager
Receipt Time is used as the time-stamp of choice to retain the real-time nature of the channel.

Channel to show events where a rule fired to lock out a user ID.

Active channel to show a live feed of events where a violation of database privileges was detected.

Active channel fo show events where there was a direct log-on as root or administrator.

Active channel to show real time feed of events where a role based access violation is detected by
the system.

Channel to show a live feed of events where the traffic was using an inherently insecure service. Such
services are detailed in the referenced filter.

Channel to show a 'live' feed of events reflecting access by using vendor provided default
credentials. This is based on the related rule firing. Manager Receipt Time is used as the time-stamp
of choice fo retain the real-time nature of the channel.

Active channel to show a real-time feed of events where a login attempt was made.

Channel to show a 'live' feed of events reflecting alteration of privileges. This is based on the related
rule firing. Manager Receipt Time is used as the time-stamp of choice fo retain the real-fime nature
of the channel.

Channel to show events where a security service (as named in the filter tab) is stopped on a system.

This channel shows events where a user without the sysadmin role attempted to access a domain
controller.
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Section 11 Dashboards

Section Dashboard

111

111

111

12

.41

1.4.2

145

151

152

152

171

171

Nn72

Database Privilege
Violation

Identity Based Access
Monitoring

Unauthorized Admin Access
to Domain Controller

User Access and Password
Management

Insecure Services

Potentially Problematic
Remote Access

Segregation in Networks

Account Lockouts
General Login Attempts

Unsuccessful Login
Attempfts

Suspicious Events Targeting
Wireless Assets

Suspicious Events from
Wireless Assets

Security Services

Description

Dashboard showing views of database privilege violations in which the user is
not specified to have dba rights.

Dashboard showing violations in which the user does not have the defined role to
access an asset.

Dashbboard showing events where users not designated as administrators
attempt to use the administrator accounts on domain controllers.

Dashboard showing all user access related and password/account name
management related activities.

Dashboard showing activity involving inherently insecure services.

Dashboard showing privileged access on remote connections, or remote access to
systems with insecure configuration.

Dashboard showing activity where traffic is traversing boundaries of different
functional network segments.

Dashboard showing activity where a user account has been locked out.
Dashboard showing user login activity.

Dashboard showing last 20 failed user and administrative logins.

Dashboard showing suspicious events targeting wireless assets.

Dashboard showing suspicious events from wireless assets.

Dashboard showing all security services and their status related events.

Section 11 Data Monitors

Section Data Monitor

111

111

Micro Focus ESM CIP for SOX (4.02)

Access Path

Description Config?
Shows a graphical view of Identity Based Access Violations with a mapping of  User Role
User Name to Target IP Address and Target Asset Category.This will allow Active List

analysts to quickly view which users are accessing systems to which they do not

have the assigned roles required for access.

Database
Privilege
Violation

Data monitor to show the access privilege violations on databases with mention N
of the violator, the privileged user ID used, the instance of the database and
the host name where this instance was running.
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111

111

111

111

111

111

121

123

123

1M.2.4

141

141

Micro Focus ESM CIP for SOX (4.02)

Graph View of
Unauthorized
Admin Access to
Domain
Controller

Top 20
Database
Instances with
Access Privilege
Violation

Top 20
Database
Privilege Access
Violation

Top 20 Violators
of Admin Access
to Domain
Controllers

Top Violators

Unauthorized
Admin Access to
Domain
Controller

Former
Employees
Access Attempts

Default Vendor
Account Used

Vendor Default
Log-On
Credentials Used

Privileged
Account

Top Suspicious
Transmissions

Top Suspicious
Transmissions
Between Zones

Data monitor to show graphical view of unauthorized administrative access to a
domain controller. The graph shows the violator's user name, the IP address of
the domain controller, and the user name given to the administrator.

Data monitor to show the top 20 instances of the databases that had access
privilege violations.

Data monitor to show top 20 users who were flagged for database access
privilege violation.

Data monitor to show top 20 violators of administrative access to domain
controllers, grouped by the user names.

Data monitor top user name and role violations.

Data monitor to show last 10 unauthorized attempts by users to log in to
domain controllers as an administrator.

Data monitor to show access attempts with a User ID that was already placed
in the Notice-Given active list. i.e. employees who have been served a
termination of services notice.

Display log-on events where user has attempted to log-on o a system with
vendor supplied default User IDs.

Data monitor to display log-on attempts with default credentials supplied by a
product vendor.

Display events where authorization/access changes have been made to a
privileged user's account.

Data monitor to show top 10 communications using inherently insecure services.
Such services are listed in the referenced filter.

Data monitor to show fop 10 communications, sorted by attacker and target
zones, using inherently insecure services. Such services are listed in the
referenced filter.

Filter
Former
Employees

Filter
Default
Vendor
Account
Used

Default
Password
not
Changed

N

Filter
Insecure
Services

Filter
Insecure
Services
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N41

M.41

M42

N42

145

151

152

152

152

152

171

171

171

Micro Focus ESM CIP for SOX (4.02)

Weak Services
Communication
by Address

Weak Services
Communication
by Zone

Privileged
Access on a
Remote
Connection

Remote Access
to Systems with
Insecure
Configuration

Traffic Between
Zones- Protocol

Account
Lockouts

Last 20 Login
Attempts

Last 20
Unsuccessful
Administrative
Logins

Last 20
Unsuccessful
User Logins

Top Usr Login
Activit

Last 10
Suspicious
Events from
Wireless Assets

Last 10
Suspicious
Events
Targeting
Wireless Assets

Suspicious
Events from
Wireless Assets
(Target Ports)

Data monitor to show a graph view of insecure traffic from a particular attacker
address to a target address.

Data monitor to show a graph view of insecure fraffic from a particular attacker
zone to a target zone.

Data Monitor to display an event graph anytime a connection is reported by a
VPN device, where the user name belongs to a privileged account.

Data Monitor to display an event graph of access attempts via a VPN gateway
to system known for running an insecure service. Such services are listed in the
referenced Active List.

Shows Target Ports and Target Zones names for all traffic that was permitted
passage by a firewall.

Data monitor to display events when an account has been locked out; triggered
by a related rule firing.

Data monitor to show in real-time the last 20 login attempts detected by the
system.

Data monitor to show in real-time when an administrative level user id is used
in an unsuccessful login event. Last 20 such events are displayed.

Data monitor to show the last 20 unsuccessful login attempts in real- time.

Data monitor to show the top 20 users attempting to login fo a system.

This data monitor shows, in real- time, the last 10 suspicious events originating

from wireless assets.

This data monitor shows, in real- time, the last 10 suspicious events targeting
wireless assets.

Data monitor to show, in real-fime, the top 10 ports targeted by suspicious
traffic originating on wireless assefts.

Filter
Insecure
Services

Filter
Insecure
Services

Active List
Privileged
User
Group

N
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171

Nn72

172

Suspicious Data monitor to show, in real-time, the top 10 ports targeted by suspicious N

Events traffic destined to wireless assets.

Targeting

Wireless Assets

(Target Port)

Last 20 Security  This data monitor shows the last 20 security service stopped paused or Filter

Service Stopped  disabled events. Security

or Paused Service

Events Stopped
or Paused

Security Service  This shows the last state of systems that have had security services stopped or  Filter

Stopped or paused. Security

Paused Service
Stopped
or Paused

Section 11 Filters

Section Filters

111

111

111

111

121

122

Nn23

N24

N24

141

MN42

Access Removed

Database Privilege
Violation

Identity Based Access
Violation

Unauthorized Admin
Access to Domain
Controller

Former Employees

Default Password not
Changed

Default Vendor
Account Used

Privileged Account
Changed

Stale Account Log-on

Insecure Services

Privileged Access on a
Remote Connection

Description
Filter to select events where any access right to a host is removed.

Filter to select events where the named rule fires.

Filter to select events when the named rule fires.

Filter to select events where a rule called 'Unauthorized Admin Access to Domain
Controller' has fired.

Checking in the referenced active list to see whether an employee has been
terminated.

Selects events where users did not change their default password within the
prescribed duration from the creation of the account. The fime period is determined by
the TTL in the referenced Active List.

Filter in events where system access with vendor supplied accounts is attempted.

Filter to select events where a privileged account, as defined by the referenced Active
List, is changed, or removed.

Filter to select events showing a log-on attempt by a user name whose account has
been inactive for the last 6 months.

Filter to select events based on inherently insecure services.

Filter to select events where a connection is reported by a VPN device, and the user
name belongs to a privileged account.
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N42

M4

M4

151

153

171

171

1n7.2

Remote Access to
Systems with Insecure
Configuration

Suspicious External to
Internal Traffic

Suspicious Infernal to
External Traffic

Account Lockout -
Correlation

Direct Root or
Administrator Access

Events Targeting
Wireless Assefs

Events from Wireless
Assets

Security Service

Filter to select events showing access attempts via a VPN gateway to system known
for running an insecure service. Such services are listed in the referenced Active List.

Filter to select events where suspicious traffic originates from an external network
segment and the target is in an infernal network segment.

Filter to select events where suspicious traffic originates from an internal network
segment and the target is in an external network segment.

This filter shows the correlated events indicating an account has been locked out.

Shows all attempts to logion to a system as root or administrator.\n

This filter identifies events of interest that target assets categorized in the Wireless
Network Domain.

This filter identifies events of interest generated by assets categorized in the Wireless
Network Domain.

Filter to select events where any of the named security services are stopped on any

Stopped or Paused system. Refer to the Filter tab for the list of such services.

Section 11 Rules

Section Rule

111

111

111

111

111

Description

Access Rights Rule to cafch the event where: 1. Either a user is removed from a host, or

Removed 2). User's authentication privileges are modified.

Database Rule friggered by events where a privileged access to a database was
Privilege detected where the user was not authorized to do so.

Violatio

Identity This rule will fire when the asset category of the target does not match

Based Access any of the user's roles as defined in the User Roles active list.

Privileged Rule to fire whenever an attempt to log in as the administrator is
Access detected by a user who does not have an administrative role assigned.
Attempt

Detected

Unauthorized  This rule will detect any non- sysadmin role user attempting to log into a

Admin domain controller, over the network, with sysadmin privileges. Instead of
Access to using user names to make decisions, users' roles are used fo determine
Domain whether or not the access in question is permitted.

Controller

Micro Focus ESM CIP for SOX (4.02)

Config?

Privileged
Database
Administrati on
Account for your
environment

Policy Definition
filter

Configure this rule
to reflect your
privileged system
administrati on
account.

Configure this rule
to reflect your
privileged system
administrati on
account.
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.21

.21

1n.21

121

121

1.2

121

123

123

Nn23

123

1M.2.4

Former
Employee
User Account
Access
Attempt

Inactive User
Account
Detected

Same User
Using
Different
User Names
to Log-on

User Account
Deletion

User Logged
in - Removed
from Stale

Accounts List

User Logged
in From Two
Locations

User Logged
Out - Added
to Stale
Accounts List

Default
Password not
Changed

Default
Vendor
Account Used

New User
Account
Created

User
Password
Change
Detected

Privileged
Account
Changed

This rule detects any authentication event, whether failed or successful,
where the username has been placed on the "Former Employees" Active
List. This rule creates a case in the ArcSight Solutions folder in the case
free for each unique user name that is attempted.

This rule will fire every time an entry ages out of the stale user accounts
active list.

Rule to look for people connecting with two different user names.

This rule detects user account deletions from systems. When triggered,
the rule adds as well as deletes users from the appropriate active lists.

This rule is used to only remove an active user name from the stale
accounts active list.

Someone is using the same user name to log in from two different zones.
This might indicate user name sharing among people.

This rule is used to only populate the stale accounts active list.

Rule fires when an entry expires out of the referenced Active List,
signifying that the new (default) password was not changed within the
prescribed time. Time limit is defined by the TTL in the Active List.

This rule looks for users attempting to access system using default user
accounts. Default user accounts are defined in the corresponding filter.

This rule will fire any time a new account is created. The related user
name will be put in an active list to track users with default, i.e.
unchanged passwords.

Rule fo detect when a user's password is changed. This rule will then take
the user name off the list where it was kept to track whether or not the
default password was changed.

This rule fires whenever an access/authorization change is made to a
privileged user's account. A case is created for each such incident.

Micro Focus ESM CIP for SOX (4.02)

Active List: Former
Employees

Optional: Successful
User Login filter.

Optional: Users with
Default Passwords
Active List

Optional: Default
Vendor Accounts
Active List

N

N
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N41

141

MN42

MN42

M42

M42

14.6

151

15.6

171

Nn72

Disallowed
Port Access

Insecure
Services Use
Detected

Privileged
Access on a
Remote
Connection

Remote
Access to
Systems with
Insecure
Configuration

VPN Login
Recorded to
Session List

VPN Session
Terminated -
Cleared from
Session List

Disallowed
Port Access

Account
Lockout

After-Hours
Login to
Sensitive
Systems

Generate
Case for
Attack
Against
Remote
Assets

Security
Software
Stopped or
Paused

his rule is triggered when traffic to a target port that is not on the
"Allowed Ports" Active List occurs.

This rule detects when insecure protocols, such as Telnet or RSH, are
used. When triggered, it adds an entry to the "Systems with Insecure
Configurations" Active List.

NIST AC 17 This rule will fire anytime any connection is reported by a
VPN device, where the user name belongs to a privileged account.

NIST AC 17 Rule to detect access attempts via a VPN gateway fo system
known for running an insecure service. Such services are listed in the
referenced Active List.

This rule will create a session list enfry with the user name and IP address
allocated, when a user is successfully authenticated by a VPN
concentrator. The sole purpose of this rule is fo populate the session list.

This rule will clear a session list entry with the user name and IP address
allocated, when a user logs out of a VPN concentrator. The sole purpose
of this rule is to clear the session list.

This rule is friggered when traffic fo a target port that is not on the
"Allowed Ports" Active List occurs.

This Rule detects account lockouts. This activity is suspicious.

This rule identifies after-hours login attempts on systems that have been
categorized as highly- critical. Such hours are defined in the referenced
filter.

This rule generates cases for attacks against remote assets.

This rule is triggered when a Windows security software service has been
disabled.

Micro Focus ESM CIP for SOX (4.02)

Optional: Allowed
Ports Active List

N

Optional: Privileged
Users Group Active
List

Optional: System
with Insecure
Configuratio ns
Active List

Active List: Allowed
Ports

N

Y: After Hours filter
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Section 11 Reports

Section

111

111

111

111

111

111

121

121

121

1.2

121

Micro Focus ESM CIP for SOX (4.02)

Report

Account
Activity by
User Name

Database
Privilege
Violation

Database
Privilege

Violations
Overview

Identity
Based Access
Violation by
Top Violators

Identity
Based Access
Violations
Overview

Removal of
Access Rights

Former
Employee
Account
Access
Attempt

Inactive User
Account
Detected

Same User
Using
Different
User Names

User Account
Deletion

User Logged
in from Two
Locations

Description

Report to show all activity of a particular user. The user name is a required parameter for this
report.

Report to show all database privileged access violations in a tabular form. The violator's name,
privileged user ID, database instance are the primary fields of the table displayed.

Report to show an overview of database access privilege violations. There are two charts in this
report showing information as follows: 1). Names, and the associated count, of the violators
attempting to access a database with a privilege that they are not authorized fo use, and 2).
Names of the databases, ie. instance names, that saw such violations along with the associated
count.

This report shows the most frequent violators of the Identity Based Access Violation Rule.

An overview report to show the following pieces of identity based access violations: 7). The
roles that were violated with an associated count, and 2). The users that committed violations
with an associated count.

Report removal of access rights from a host resource. Removal could mean that either the user
was removed from the system, or the privileges related to that ID were modified.

Report to list all log-in activity from a former employee. The aforesaid employees' list is
maintained as the referenced active list.

Report to show all user names that were aged out of the stale accounts active list.

Report to show attempts by the same user to log-on using different user ids.

Report to list removal of user accounts from a system.

Report to show log-in attempts with the same user name from two different locations.
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123

123

N24

.41

.41

145

M.41

141

141

.41

N41

Default
Password Not
Changed -
Policy
Violation

Default
Vendor
Account Used
- Policy
Violation

Privileged
Account
Changed

Blocked
Firewall
Traffic from
Assets -
Template

Blocked
Firewall
Traffic to
Assets -
Template

Disallowed
Ports

Insecure
Transmissions

Network
Routing
Changes

Policy
Violations -
Template

Services by
Asset -
Template

Traffic from
Dark Address
Space

Reports on user IDs that did not change their default password within the prescribed duration
from the creation of the account. The time period is determined by the TTL in the referenced
Active List.

Report to show if a vendor supplied user account is still being used by user to log- on.

Report fo list the number of times a privileged user's access privileges were altered. This report
depends on the referenced rule's firing.

This report provides a listing (sorted by target Asset) of the blocked outbound firewall traffic
originating from Assets in your Network Domains. This report may (and should) be focused
based on the Network Domain of interest.

This report provides a listing (sorted by target Asset) of the blocked inbound firewall traffic
directed at Assets in your Network Domains. This report may (and should) be focused based on
the Network Domain of interest.

This report shows traffic that should not be seen per the allowed ports active list.

Report to list all traffic deemed as inherently insecure. All such traffic is listed in the referenced
filter.

This report will show all router configuration modifications.

This report provides a listing of events categorized by ArcSight as policy violations which
target the various Network Domains by Asset. This report may (and should) be focused based
on the Network Domain of interest.

This report will show all successful access attempts.

This report will show all traffic from a dark address range targeting systems. This should be
considered very suspicious.
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N41

N41

141

M42

MN42

145

145

Traffic from
External to
Internal
Protected
Domain

Traffic from
Internal to
External
Protected
Domain

Traffic to
Dark Address
Space

Privileged
Access on a
Remote
Connection

Remote
Access to
Systems with
Insecure
Configuration

Access to
Development
Machines

Traffic
Between
Zones -
Protocol

This report provides a listing of all traffic coming from assets categorized as external which
target assets categorized as internal.

This report provides a listing of all traffic events coming from assets categorized as internal
which target assets categorized as external.

This report will show all traffic directed to a dark address range. This should be considered
very suspicious.

Report to show all connections reported by a VPN device, where the user name belongs to a

privileged account.

Report to show all access attempts via a VPN gateway to system known for running an insecure
service.

This report shows all access attempts to systems considered to be Development systems.

This report is to review the different protocols passing between zones.

Section 11 Queries

Section Query

111

111

111

Micro Focus ESM CIP for SOX (4.02)

Account Activity by

User Name

Database Privilege

Violation by

Database Name

Database Privilege
Violation by User

Description
Query to show all activity of a particular user. The user name is a required parameter for

This query.

Query based on trend to capture and Query on events where an privilege violation was
sensed on access to a database. The information is sorted by the databases' names.Trend
referenced: Database Privilege Violation.

Query based on trend to capture and Query on events where an privilege violation was
sensed on access to a database. The information is sorted by users' names.Trend
referenced: Database Privilege Violation.
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111

111

111

1.2

121

.21

121

.21

Nn23

123

1N.2.4

141

141

.41

N41

.41

Micro Focus ESM CIP for SOX (4.02)

Removal of Access
Rights

Database Privilege
Violation

Identity Based
Access Violation by
Top Violators

Inactive User
Account Detected

Same User Using
Different User
Names

User Account
Deletion

User Logged in
from Two Locations

Former Employee
Account Access
Attempt

Default Password
Not Changed -
Policy Violation

Default Vendor
Account Used -
Policy Violation

Privileged Account
Changed

Blocked Firewall
Traffic from Assets -
Template

Blocked Firewall
Traffic to Assets -
Template

Insecure
Transmissions

Network Routing
Changes

Policy Violations -
Template

Query removal of access rights from a host resource. Removal could mean that either the
user was removed from the system, or the privileges related to that ID were modified.

Query fo collect all events pertaining to the Database Privilege Violation use-case.

Query to capture top identity based role violating users by their names.

Query to show all user names that were aged out of the stale accounts active list.

Query to show attempts by the same user to log-on using different user ids.

Query to list removal of user accounts from a system.

Query to show log-in attempts with the same user name from two different locations.

Query to list all log-in activity from a former employee. The aforesaid employees' list is
maintained as the referenced active list.

Querys on user IDs that did not change their default password within the prescribed
duration from the creation of the account. The time period is determined by the TTL in
the referenced Active List.

Query to show if a vendor supplied user account is sfill being used by user to log-on.

Query fo list the number of times a privileged user's access privileges were altered. This
query depends on the referenced rule's firing.

This query provides a listing (sorted by target Asset) of the blocked outbound firewall
traffic originating from Assets in your Network Domains. This query may (and should) be
focused based on the Network Domain of interest.

This query provides a listing (sorted by target Asset) of the blocked inbound firewall
traffic directed at Assets in your Network Domains. This query may (and should) be
focused based on the Network Domain of interest.

Query fo list all fraffic deemed as inherently insecure. All such traffic is listed in the
referenced filter.

This query will show all router configuration modifications.

This query provides a listing of events categorized by ArcSight as policy violations which
target the various Network Domains by Asset. This query may (and should) be focused
based on the Network Domain of inferest.
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N41

141

N41

M.41

.41

M42

MN42

M42

M42

145

1.4.5

145

153

171

Services by Asset -
Template

Traffic from Dark
Address Space

Traffic from
External to Internal
Protected Domain

Traffic from Internal
to External
Protected Domain

Traffic to Dark
Address Space

VPN Access Query

VPN Access Query
by Target Asset

Privileged Access
on a Remote
Connection

Remote Access to
Systems with
Insecure
Configuration

Disallowed Ports

Access to
Development
Machines

Traffic Between
Zones - Protocol

Systems Accessed
as Rooft or
Administrator

Top Wireless Events
- Suspicious Activity

Section 11 Trends

Section

111

Micro Focus ESM CIP for SOX (4.02)

Trend

Database Privilege

Violation

This query will show all successful access attempts.

This query will show all traffic from a dark address range targeting systems. This should
be considered very suspicious.

This query provides a listing of all traffic coming from assets categorized as external
which target assets categorized as internal.

This query provides a listing of all traffic events coming from assets categorized as
internal which target assets categorized as external.

This query will show all traffic directed to a dark address range. This should be
considered very suspicious.

This query provides an overview of access via VPN info your Network Domains.

This query provides a listing of VPN access events which target the various Network
Domains. This query may (and should) be focused based on the Network Domain of
inferest.

Query fo show all connections Queryed by a VPN device, where the user name belongs to
a privileged account.

Query to show all access attempts via a VPN gateway to system known for running an
insecure service.

This query shows traffic that should not be seen per the allowed ports active list.

This query shows all access attempts to systems considered to be Development systems.

This query is o review the different protocols passing between zones.

This query shows all systems that users have tried to access directly as root or
administrator.

This query provides an overview of hostile activity targeting your Wireless Network
Domain, broken down by Asset.

Description

Trend to capture and report on all events pertaining to the Database Privilege
Violation use-case.
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11 Identity Based Report to show all the identity based access violations observed. The output is
Access Violation by  sorted by the roles, which are analogous to domains, to show which roles saw
Top Roles how many violations.

111 Identity Based This trend tracks the most frequent violators of the Identity Based Access

Access Violation by  Violation Rule.
Top Violators

121 Former Employee Trend to capture and report on all log-in activity from a former employee. The
Account Access aforesaid employees' list is maintained as the referenced active list\n
Attempt

M2.4 Privileged Account  Trend to capture and report on the number of times a privileged user's access
Changed privileges were altered. This report depends on the referenced rule's firing.

ISO 12: Information System Acquisition Development and
Maintenance

Section 12 of ISO addresses controls used around acquisition, development and maintenance of
information systems. Areas of interest addressed include aspects of safe functioning of the systems
such as verifying the validity of input data, safeguards against malicious data input.

Use Cases

To address section 12 requirements, the SOX4 solution provides the following use cases.
Certificate Management

Cryptographic controls should be in place to protect the confidentiality, integrity, and availability of
information. The SOX4 solution provides filters, reports, and active channels on use of expired or invalid
cerfificates, which can indicate problems or compromises of cryptographic controls.

Attack Monitoring

Validation checks should be incorporated to detect corruption of information through deliberate acts or
processing errors. SOX4 addresses this by implementing filters for vulnerability exploits including buffer
overflows and overruns, which can cause processing errors in information systems.

Software Installation

Procedures should be in place to control the installation of software on operational systems. If
operating systems are configured to detect installations of new applications, SOX4 filters, rules, and
reports can indicate this activity.
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Information Leak Monitoring

Opportunities for information leakage should be prevented. The risk for information leakage can be
mitigated by regular monitoring of personnel and system activities. An active channel is provided fo
monitor all information leak events in real time.

Systems with Persistent Vulnerabilities

If a machine gets scanned and it exposes HIGH or VERY HIGH severity vulnerabilities, it is considered a
policy violation. To indicate this policy violation, the scanned machine will be added to the Systems with
Vulnerabilities active list.

This active list has a default time-to-live of 30 days (you can configure this timeout to match your
corporate policy). If a machine stays on this list for 30 days, it will expire from the list and triggers the
Persistent Vulnerability Detected rule, which indicates this machine has vulnerabilities that were never
fixed.

The Systems with Persistent Vulnerabilities report shows a summary of these events.

From a workflow perspective, if a system with a HIGH or VERY HIGH severity vulnerability gets fixed, it
should either be manually removed from the Systems with Vulnerabilities active list, or the system
should be rescanned before the entry times-out on the active list. If you rely on a scan, a system of rules
and active lists determine if the vulnerability has been adequately remedied.

Devices

The following devices supply the events that apply to ISO section 12.

Use Case Device Device Configuration Required

Certificate e NIDS/NIPS e OS » VPN e None

management Applications

Attack monitoring * NIDS / HIDS None

Software installation e OS Make sure the operating system is configured to detect

installations of new applications

Information leak e Information Leak Make sure the ILP device is configured to monitor for critical and
moniforing Prevention systems confidential documents.

Vulnerability e Vulnerability Scanner None

management
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Configuration Summary

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution” on page 31, the following resources should be configured as necessary
to comply with your policies.

Resource Resource What to configure
Type Name

Active Systems with This active list has a default time-to-live for entries of 30 days. Modify this entry time-out to

List Vulnerabilities  match your corporate policy of how long it should take to patch a vulnerability on a machine.

Rule Exploit of This rule friggers the action fo set event field actions on fime window expiration. Depending
Vulnerability on how many events trigger this rule, you can adjust the action threshold as needed.
Detected

Section 12 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 12.

Section 11 Active Lists

Active List Description Config?
Systems with Active list to age out the vulnerability timer,so ~ Optional. Adjust default 30-day timeto- live fo
Vulnerabilities that a rule can fire if a system is still found match your organization’s policies.

vulnerable after the prescribed amount of time
to remediate.

Section 12 Active Channels

Active Channel Description

All Information Leak Events ~ Channel to show real-time feed of events where the technique reflects information leakage.

Buffer Overflows and Channel to show real-time feed of events where buffer overflow type event is detected.
Overruns
Invalid Data Input Channel to show a real-fime feed of events where an invalid data input is detected.

Invalid or Expired Certificate Channel to show a real-time feed of events where an attempt to access a resource that
Presented presented an invalid/expired certificate was detected.

Vulnerable Assets Channel to show real-time feed of events that indicate the existence of vulnerabilities in
the Development, Test or Operations segments.
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Section 12 Dashboards

Section Dashboard

1261

Description

Vulnerabilities Overview Dashboard to give overviews of vulnerabilities found, along with vulnerable systems.

Section 12 Data Monitors

Section Data Monitor

12.61

12.61

Top 10 Vulnerabilities on
Systems

Top Systems with
Vulnerabilities

Section 12 Filters

Section Filter

12.21 Invalid Data Input

1222 Exploit of Vulnerability

1232 Invalid or Expired
Certificate Presented

1241 Traffic to Operations

1242 Traffic to Test from Others

1243 Traffic from Development
to Non Development

1243 Traffic from Others to
Development

1253 Changes o Operating
Systems

125.4 All Information Leak
Events

12.61 Systems with Persistent
Vulnerabilities

12.61 Vulnerable Assets

Micro Focus ESM CIP for SOX (4.02)

Description

This Data Monitor shows the top 10 vulnerabilities on systems by vulnerability
name.

This moving average Data Monitor shows the top 10 systems with vulnerabilities
over the last 7 days.

Description
This filter selects events where invalid data input is defected.

Filter to select events where an attempt at exploiting a vulnerability in an
application is detected.

Filter to select events where an attempt at a resource that presented an
invalid/expired certificate was detected.

Filter to select all traffic destined for the operations segment(s) of the network.

Filter to select all fraffic destined for the test segment(s) of the network, which did
not originate from a test segment.

Filter to select all traffic originating from a development segment of the network
that is not destined for a development segment.

Filter to select all traffic destined for the development segment(s) of the network
that did not originate from within a development segment.

Filter to select events where an atfempt to modify any component of an operating
system is detected.

Filter to select events where the technique reflects information leakage.

Filter to select events where an entry has expired its TTL in System with
Persistent Vulnerabilities active list.

Filter to select events that indicate the existence of vulnerabilities in the
Development, Test or Operations segments.
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Section 12 Rules

Section

1221

1222

1243

12.61

12.61

Rule

Multiple Invalid
Data Input
Attempts Detected

Exploit of
Vulnerability
Detected

Attempted File
Changes in
Development
Detected

System with
Vulnerabilities

Persistent
Vulnerability
Detected

Description

Rule will fire in case multiple attempts at entering invalid data to
application(s) on the same host are detected.

Rule will fire in case multiple attempts at exploiting a vulnerability in
application(s) on the same host are detected.

Rule will fire in case it defects attempts fo change a file(s) on a host in the
development segment from a source that is not in the development
segment.

The sole purpose of this rule is to populate the active list, referenced in
actions, when a system is found to have vulnerabilities.

This rule will fire every tfime an entry expires out of the Systems with
Persistent Vulnerabilities active list. The assumption is that the
vulnerability on the system was not yet patched.

Section 12 Reports

Section Report

1221

1222

1232

1241

1243

Micro Focus ESM CIP for SOX (4.02)

Invalid Data
Input

Exploit of
Vulnerability

Invalid
Certificate
Presented

Software
Changes in
Operations

File Changes in
Development

Description

Report all incidents of invalid data input to any application.

Report all incidents of attempts to exploit vulnerabilities in an application.

Report on all incidents of invalid or expired certificates seen.

Report all changes to any software installed in the operations segment.

Config?

No

Optional:
Tune the
threshold.

No

No

No

Report all changes made fo any files on a development system from a non- development

segment.
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1253

1254

1261

Changes fo
Operating
Systems

All Information
Leaks

Systems with
Persistent
Vulnerabilities

Report to detect any changes made to an operatfing system.

Report to show all activity that was flagged as information leakage.

Report to show all the expiration of entries from the Systems with Persistent Vulnerabilities

active list, implying that a vulnerability was left unattended on a system for more than the

prescribed duration.

Section 12 Queries

Section Query

12.21 Invalid Data Input

1222 Exploit of
Vulnerability

1232 Invalid Certificate
Presented

1241 Software Changes
in Operations

1243 File Changes in
Development

1253 Changes to
Operating
Systems

125.4 All Information
Leaks

12.61 Systems with
Persistent
Vulnerabilities

1261 Top 10 Vulnerable
Assets - Public
Facing

12.61 Vulnerabilities -
Top 10

12.61 Vulnerabilities -

Micro Focus ESM CIP for SOX (4.02)

Top 10 Assets

Description
Query all incidents of invalid data input to any application.

Query all incidents of attempts to exploit vulnerabilities in an application.

Query on all incidents of invalid or expired certificates seen.

Query all changes to any software installed in the operations segment.

Query all changes made to any files on a development system from a non-development

segment.

Query fo detect any changes made to an operatfing system.

Query to show all activity that was flagged as information leakage.

Query to show all the expiration of entries from the Systems with Vulnerabilities active list,
implying that a vulnerability was left unattended on a system for more than the prescribed
duration.

This query provides a listing of the 10 most vulnerable Assets in your Public Facing
Network Domains.

This query shows the top 10 vulnerabilities exposed on the systems.

This query shows the top 10 systems with vulnerabilities exposed.
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Section 12 Trends

Section Trend Description

12.2.2 Exploit of Trend to capture and report on all incidents of attempts to exploit vulnerabilities in an
Vulnerability application.

1254 All Information Trend to capture and report on all activity that was flagged as information leakage.
Leaks

Section 12 Runtime Instructions

Some resources require some manual interaction during run-time operations.

Remove Entries from Systems with Vulnerabilities Active List When a HIGH or VERY HIGH vulnerability
is remedied on a system and you do not want to rely on a vulnerability scanner to remove the entry from
the active list, you should manually remove the entry from the active list when the system is fixed.

ISO 13: Information Security Incident Management

Section 13 of ISO addresses controls used around managing information related to information security
incidents, and their handling. Areas of interest entail all aspects of incident handling and reporting such
as types of attacks, the sources and targets of the attacks. This area also addresses monitoring
reconnaissance and malicious code related activity.

Use Cases

To address section 13 requirements, the SOX4 solution provides the following use cases.

Escalated Threat Monitoring

Section 13 deals with proper handling of escalated events. The SOX4 solution provides escalated event
monitoring by filtering events according to user-configurable rules. The filter populates an active
channel that can be monitored by analysts.

Internal Reconnaissance

Section 13 also requires that efforts must be made to prevent employees from attempting to prove
suspected security weaknesses. Testing weaknesses can cause damage and should be interpreted as
misuse of information systems. the SOX4 solution provides event filtering based on internal
reconnaissance events to populate active channels, data monitors, and reports.
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Devices

The following devices supply the events that apply to ISO section 13.

Use Case Device Device Configuration
Required
Escalated threat Any event that is configured to trigger a rule in the escalation ~ None
monitoring filter.
Internal reconnaissance NIDS/NIPS None
NBAD

Section 13 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO section 13.

Section 13 Active Channels

Active Channel Description

Confidentiality and Integrity  This active channel looks for integrity and confidentiality breaches.
Breaches

DoS Attacks This channel shows DoS attacks.
Escalated Information Active channel to show all events where an escalated level of threat in information security
Security Events is detected.

Information System Failures  This active channel looks for information system failures.

Internal Reconnaissance This active channel shows reconnaissance events originating internal to the corporation.
Malicious Code Activity This channel shows malicious code activity.

Misuse of Information This active channel looks for misuses of information systems.

Systems

Section 13 Dashboards

Section Dashboard Description

1311 Escalated Information Security Dashboard o show escalated threat activity fo the targets and
Events services.

1312 Internal Reconnaissance Dashboard to show internal reconnaissance related activities.
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Section 13 Data Monitors

Section

1311

1311

1311

1312

1312

Data Monitor

Escalated Threat Targets

Top 10 Targeted Machines

Top 10 Targeted Services

Internal Reconnaissance

Top Internal Reconnaissance

Sources

Section 13 Filters

Section

1311

1312

1312

13.21

1321

1321

Filter

Escalation Filter

Internal Recon

Internal Recon
Correlation Events

Confidentiality
and Integrity
Breaches

Information
System Failures

Misuse of
Information
Systems

Section 13 Rules

Section

1312

1321

Rule

Internal Recon
Detected

Information
Security Incident

Description

scenarios.

scenarios.

This event graph shows all the internal reconnaissance activity.

the rule in this section.

Description

could be a policy violation of someone frying to scan the network.

This filter looks for confidentiality and integrity breaches.

This filter looks for information system failures.

Description

This rule looks for internal reconnaissance activity.

Code activities, Denial of Service, etc.

Micro Focus ESM CIP for SOX (4.02)

This data monitor shows the types of assets involved in escalated threat activity.

This data monitor shows the top 10 machines involved in escalated threat

This data monitor shows the top 10 services involved in escalated threat

This data monitor shows the top internal reconnaissance sources identified by

This filter is used to drive the escalation active channel and dashboard. The events
included in this filter will be shown in that active channel and the corresponding
dashboard.

This filter looks for reconnaissance events that originated infernal to the organization. This

This filter picks up the rule firings indicating internal reconnaissance activity.

This filter looks for misuses of information systems. Also referred to as policy breaches.

This rule fires for various kinds of information security incidents, e.g., Attacks, Malicious
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Section 13 Reports

Section Report

1311

1311

1311

1311

1311

1312

1312

1312

1321

13.21

1321

1321

1321

1321

1321

1321

1321

1321

1321
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Covert Channel Activity
Escalated Threat Activity

Escalated Threat Activity
Top Sources

Escalated Threat Activity
Top Targets

Events Targeting Internal
Assets

Internal Reconnaissance
Top Events

Internal Reconnaissance
Top Sources

Internal Reconnaissance
Top Targets

Confidentiality and
Integrity Breach Sources

Denial of Service Sources

Information System Failure
Hosts

Least Frequent 10 Attack
Sources

Least Frequent 10
Attacked Targets

Least Frequent 10 Events

Malicious Code Sources

Misuse of Information
Systems Sources

Most Frequent 10
Attackers Chart

Most Frequent 10 Targets
Chart

Top 10 Events Chart

Description
This report shows all covert channel activity.
This report shows the details of escalated threat activities.

This report shows the top sources involved in escalated threat activity.

This report shows the fop targets involved in escalated threat activity.

This report provides a listing of hostile or suspicious traffic which targets the
assets categorized as internal.

This report shows the top events executed for internal reconnaissance.

This report shows the top sources conducting internal reconnaissance.

This report shows the fop targets accessed by infernal reconnaissance activity.

This report shows sources involved in integrity and confidentiality breaches.

This report shows all the sources involved in denial of service activity.

This report shows the information system which generated error log entries.

This report provides a listing of the 10 least frequent sources of attacks against
Assets in your Public Facing Network Domain.

This report provides a listing of the 10 least frequently attacked Assets in your
Public Facing Network Domain.

This report provides a listing of the 10 least frequent events targeting Assets in
your Public Facing Network Domain.

This report shows the sources of malicious code activity.

This report shows the sources involved in misuse of information systems.

This report provides a chart showing the top 10 most frequent sources of attacks
against Assets in your Public Facing Network Domain.

This report provides a chart of the top 10 most frequently attacked Assets in your
Public Facing Network Domain.

This report provides a chart of the top 10 most frequent events targeting Assets in
your Public Facing Network Domain.
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Section 13 Queries

Section Query

1311 Covert Channel Activity

1311 Escalated Threat

1311 Escalated Threat Activity
Top Sources

1311 Escalated Threat Activity
Top Targets

1311 Events Targeting Internal
Assets

1312 Internal Reconnaissance
Top Sources

1312 Internal Reconnaissance
Top Targets

1312 Internal Reconnaissance
Top Events

13.21 Confidentiality and
Integrity Breach Sources

13.21 Denial of Service Sources

13.21 Information System Failure
Hosts

13.21 Least Frequent 10 Attack
Sources

13.21 Least Frequent 10
Attacked Targets

13.21 Least Frequent 10 Events

13.21 Malicious Code Sources

13.21 Misuse of Information
Systems Sources

13.21 Most Frequent 10
Attackers Chart

13.21 Most Frequent 10 Targets
Chart

13.21 Top 10 Events Chart
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Description
This query shows all covert channel activity.
This query shows the details of escalated threat activities.

This query shows the top sources involved in escalated threat activity.

This query shows the top targets involved in escalated threat activity.

This query provides a listing of hostile or suspicious traffic which targets the assets
categorized as internal.

This query shows the top sources conducting infernal reconnaissance.

This query shows the top targets accessed by internal reconnaissance activity.

This query shows the top events executed for internal reconnaissance.

This query shows sources involved in integrity and confidentiality breaches.

This query shows all the sources involved in denial of service activity.

This query shows the information system which generated error log entries.

This query provides a listing of the 10 least frequent sources of attacks against
Assets in your Public Facing Network Domain.

This query provides a listing of the 10 least frequently attacked Assets in your
Public Facing Network Domain.

This query provides a listing of the 10 least frequent events targeting Assets in
your Public Facing Network Domain.

This query shows the sources of malicious code activity.

This query shows the sources involved in misuse of information systems.

This query provides a chart showing the top 10 most frequent sources of attacks
against Assets in your Public Facing Network Domain.

This query provides a chart of the top 10 most frequently attacked Assets in your
Public Facing Network Domain.

This query provides a chart of the top 10 most frequent events targeting Assets in
your Public Facing Network Domain.
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Section 13 Trends

Section Trend Description

1311 Events Targeting Trend to capture and report on a listing of hostile or suspicious fraffic which targets
Internal Assets the assets categorized as internal.

1312 Internal Reconnaissance  Trend to capture and report on the top events executed for internal reconnaissance.
Top Events

ISO 14: Business Continuity Management

Section 14 of ISO addresses controls used in business continuity management. Areas of interest include
availability of critical assets and attacks that can impact the availability of those assets.

Use Cases

To address section 14 requirements, the SOX4 solution provides the following use cases.

Monitoring Highly Critical Machines

Availability of highly critical machines is generally of utmost importance to an organization. This use
case monitors machines with an asset categorization criticality set to very high for traffic, configuration
changes, shutdowns, and other activity.

Availability Monitoring

Information systems availability is critical for the ongoing operations of an organization. Many
resources in the solution are designed to monitor and report on events and conditions which can affect
system availability.

Monitoring for Denial of Service Attacks

Denial of service attacks can cause outages to computers and networks that can cripple corporate
operations. This solution filters events with category technique = DOS and feeds reports and active
channels with DoS activity.

Devices

The following devices supply the events that apply to ISO section 14.
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Use Case Device Device
Configuration
Required

Monitoring highly Router e Firewall ¢ NIDS/NIPS ¢ HIDS/HIPS ¢ Database ¢ Applicatione NBAD e  None
critical machines oS

Availability NIDS/NIPS « NBAD None
monitoring

Monitoring for

denial of service

attacks

Section 14 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO Section 14.

Section 14 Active Channels

Active Channel Description

Activity of Highly Critical This active channel shows traffic fo and from highly critical machines. This can be used for
Machines the business continuity management process to monitor activity of highly critical machines.
Availability Impacts This active channel shows events which could have an impact on the availability of

information systems, such as DoS attacks.

Section 14 Dashboards

Section Dashboard Description
14.1 Highly Crifical Asset Dashboard fo show activity related to systems whose availability has a high impact
Activity as they are very critical systems.

Section 14 Data Monitors

Section Data Monitor Description
1411 Traffic Involving Highly Critical This event graph shows traffic involving highly critical assets.
Assets
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1411

14.1.2

1412

Up Down Status of Highly Critical
Assets

Top Attacking Machines Targeting
Highly Crifical Assets

Top Impacted Highly Critical
Assets

Section 14 Filters

Section Filter

14.1 System Shutdown

1411 Traffic Involving Highly Critical
Assets

1411 Up Down Status For Highly Critical
Assets

1412 Attacked Highly Critical Assets

14.1.2 Availability Attacks

14.1.2 Availability Impact on Highly
Crifical Assets

1412 DoS Attacks

Section 14 Rules

Section

141

Rule

Shutdown of Highly Critical Machine

Section 14 Reports

Section Report

1411

14.1.2

1412

Description

Critical Assets

This last state data monitor shows the state of highly critical assets,
whether they are up or down.

This data monitor shows attacking machines which are focusing on
aftacking the availability of highly critical assets.

This data monitor shows the top highly critical assets which where
impacted from an availability standpoint.

Description
This filter looks for system shut downs.

This filter looks for traffic involving highly critical assets.

This filer looks for shutdowns and startups of highly critical machines.

This filter looks for availability attacks on highly critical assets.
This filter shows generic availability attacks.

This filter shows highly critical assets which were impacted from an
availability standpoint.

This filter looks for denial of service attacks.

Description

This rule looks for shutdown evens from highly critical machines.

This report lists all the critical assets. It can be used to gather the key assets to

implement the business confinuity process.

Availability
Attacked Assets

DoS Attacks

Micro Focus ESM CIP for SOX (4.02)

This report shows assets which were targeted with an availability attack.

This report shows denial of service attacks.
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Section 14 Queries

Section Query Description

1411 Critical Assets This query lists all the critical assefts. It can be used to gather the key assets to
implement the business confinuity process.

14.1.2 Availability This query shows assets which were targeted with an availability attack.
Attacked Assets

14.1.2 DoS Attacks This query shows denial of service attacks.

ISO 15: Asset Management

Section 15 of ISO addresses controls used around enforcing a security policy. Areas of interest entail
reviewing and monitoring the discovery of policy violations, existence of vulnerabilities to assist in
addressing the issues.

Use Cases

ISO section 15 states: “Appropriate procedures should be implemented to ensure compliance with
legislative, regulatory, and contractual requirements on the use of material in respect of which there
may be intellectual property rights and on the use of proprietary software products.” To address section
15 requirements, the SOX4 solution provides the following use cases.

Intellectual Property Rights Violations

Filters, rules, dashboards, and reports are in place fo monitor and report on peer to peer file sharing
activity that could result in illegal download and misuse of intellectual property.

lllegal Content Download

Active lists, data monitors, and filters are in place to track peer-to-peer port activity in order to find
potential intellectual property rights violations.

Peer-to-Peer Traffic

Many intellectual property rights violations occur as the result of peer-to-peer file sharing networks. An
active list is dynamically and manually populated with port numbers of traffic classified as peer-to-peer
traffic so that this traffic can be monitored appropriately.
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Information Leak Monitoring

Opportunities for information leakage should be prevented. To limit the risk of information leakage,
regular monitoring of personnel and system activities must be performed. The solution uses filters for
personal and organizational records to feed the appropriate data monitors and dashboards.

Company Information

The SOX4 solution uses filters for personal and organizational records to feed the appropriate data
monitors and dashboards.

Personal Information

The SOX4 solution uses filters for personal and organizational records to feed the appropriate data
monitors and dashboards.

Misuse of Information Processing Facilities

Users should be deterred from using information processing facilities for unauthorized purposes.
Intrusion detection, content inspection, and other monitoring tools may help detect misuse of
technology. The SOX4 solution provides resources to detect misuse, such as excessive email, and
internal use of public mail systems.

Excessive Email Communications

Excessive email communications can indicate spam or excessive personal use of email for personal
reasons. The SOX4 solution provides several reports to indicate top mail users by amount and data, and
soon.

Policy Breach Monitoring

Policy breaches can be detected through a variety of input sources. In section 15, the Misuse of
Information Processing Facilities report shows policy breaches.

Technical Compliance Checks

Information Processing Facilities must adhere to policy and configuration standards. The solution uses
filters to flag events from vulnerability scanners and configuration management systems when new
vulnerabilities or misconfigurations are found. Reports identify technical compliance issues.
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Monitoring Access to Monitoring System (ArcSight)

It is important to audit access to monitoring system. The SOX4 solution uses an ArcSight Login Events
filter to catch these events and feed the Information System Audit Tool Logins report and active

channel.

Devices

The following devices supply the events that apply to ISO section 15.

Section 15 Use Case

Intellectual property rights
violations

lllegal content download
Peer to peer traffic

Information leak monitoring
Company information
Personal information

Misuse of information
processing facilities

Excessive email
communications

Policy breach monitoring

Technical compliance checks

Monitoring access to

Device

*NIDS/NIPS ¢|LP eProxy

eProxy eNIDS/NIPS eILP
*NIDS/NIPS ¢ILP eNBAD

e |ILP

eEmail eRouter eFirewall

e Email Server

e NIDS/NIPS o
HIDS/HIPS o ILP
Configuration
Management

» Vulnerability Scanner
Configuration
Management

e ArcSight

Device Configuration Required

None

None
None

Make sure the ILP device is configured to monitor for critical
and confidential documents.

None

Make sure your email server logs email communications that
are relevant. [Possibly filtering internal-to internal
communications to reduce event load.]

Configure the policy for each of the devices

None

None

monitoring system (ArcSight)

Configuration

In addition to the asset modeling and configurations to the common resources described in “Configure
the Sarbanes-Oxley 4 Solution”, the following resources should be configured as necessary to comply
with your policies.
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Resource Resource Name
Type

Filter Intellectual
Property
Download
Active Peer to Peer
List Ports

Active Public Web Mail
List Servers

What to configure

The filter references should be configured to contain all the events pertaining to this use-
case. The filter is located in the My Filters group.

This is a dynamic active list, which is populated by section 15 peer-to-peer rules during run-
fime. You can also manually add known peer-to-peer ports to this list.

This active list should be populated with public Web mail servers. Examples which are
already configured are gmail, yahoo, hotmail, etc.

Section 15 Resources

This section lists all the resources that address the information systems acquisition development and
maintenance requirements of ISO Section 15.

Section 15 Active Lists

Active Description Config?

List

Peerto  This active list is dynamically populated with port Optional. This is a dynamic active list, which is
Peer numbers of traffic classified as peer to peer traffic. populated by section 15 peer-to-peer rules during

Ports

run-time. You can also manually add known peer-
to- peer ports to this list.

Public This list contains all the DNS domains for public webmail  This active list should be populated with public
Webmail servers. For example hotmail.com. This list is used to Web mail servers. Examples which are already
detect when big emails are sent to those domains, being  configured are gmail, yahoo, hotmail, etc.

a possible information leak.

Section 15 Active Channels

Active Channel

Information System Audit
Tool Logins

Intellectual Property Rights
Violations

Personal and Organizational
Records Information Leak

Technical Compliance Check
Failures

Description

This Active Channel shows all the logins to the Information System Audit Tool - ArcSight.

This active channel looks for intellectual property rights violations. To do so, it shows all
the rule-firings that are indicating intellectual property rights violations.

This channel looks for leaks of personal information.

This active channel looks for events which indicate that a technical compliance check
failed, meaning that an either misconfigured or vulnerable system was found.
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Section 15 Dashboards

Dashboard
Email to Public Web Mail Servers

Information Leaks

Intellectual Property Rights

Violations

Technical

Description
Dashboard to show activity related to e-mail traffic to public web mail services.

Dashboard fo show activity related to leakage of personal and organizational

information.

Dashboard to show activity related to intellectual property movement and peer-to-

peer traffic.

Compliance Checking

Section 15 Data Monitors

Section

1512

1512

1512

1512

1513

1514

1515

1515

1522

1522

1522

1522

Data Monitor

Peer to Peer Bandwidth
Consumption

Peer to Peer Ports

Top 10 Intellectual Property
Rights Violations

Top 10 Intellectual Property
Rights Violators

Organizational Records Leak

Personal Information Leak

Public Web Mail Traffic

Sender of Email to Public Web
Mail Servers

Last 20 Failed Technical
Compliance Checks

Last 20 Machines Failing
Technical Compliance Checks

Top 10 Failed Technical
Compliance Checks

Top 10 Machines Failing
Technical Compliance Checks

Micro Focus ESM CIP for SOX (4.02)

Dashboard o show events pertaining to failure of technical compliance for security.

Description

This data monitor shows per port used in peer to peer traffic, what the total
bandwidth consumption was.

This last state data monitor shows all the ports involved in peer to peer
fraffic.

This data monitor shows the top 10 violations concerning intellectual
property by looking for the rule-firing in this use- case.

This data monitor shows the top 10 violators downloading intellectual
property by looking for the rule-firing in this use-case.

This graph shows events which pertain to information leaks of
organizational records.

This graph shows the communications pertaining to personal information
leaks.

This event graph shows fraffic that is targeting public Web mail servers.

Last state data monitor fo raise a flag when a user sends e-mail to a
recipient in a public web mail service.

This data monitor shows the last 10 events indicating failed technical
compliance checks.

This data monitor reports the last 10 machines that were reported to have
failed technical compliance check.

This data monitor shows the top ten events indicating failed technical
compliance checks.

This data monitor shows the top 10 machines with failed compliance checks.
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Section 15 Filters

Section Filter

1512

1512

1513

1514

1515

1515

1515

15.2.2

1523

Intellectual Property Rights
Violations

Peer to Peer Traffic

Organizational Records
Information Leak

Personal Information Leak

Email to Public Web Mail
Servers

Email Traffic

Misuse of Information
Processing Facilities

Failed Technical Compliance
Check

ArcSight Login Events

Section 15 Rules

Description

This filter looks for violations of intellectual property r ghts by looking at the
rule for this use-case.

This filter looks for peer to peer traffic.

This filter looks for information leaks with regard to company information.

This filter looks for any personal information being transferred or referenced
by an event.

This filter looks for emails going to public Web mail servers such as yahoo or
gmail.

This filter looks for generic email traffic.

This filter looks for events which indicate clear misuse of information
processing facilities.

This filter looks for events which indicate a compliance check failure.

This filter shows all the login events to the information system audit tool,
ArcSight.

Section Rule Description Config?

15.1.2 Intellectual This rule looks for intellectual property rights violations. The filter references Intellectual
Property should be configured to contain all the events pertaining to this use-case. The  Property
Rights filter is located in the My Filters group. Download
Violation Filter

1512 Peer to Peer This rule checks for peer to peer traffic in order to find Intellectual property Peer-to- peer

Traffic

rights violations.

Micro Focus ESM CIP for SOX (4.02)

active list.
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1513

1514

1515

Organizational This rule is looking for any organizational information being sent out of the
Data corporate network.

Information

Leak

Personal This rule is looking for any personal information being sent out of the
Information corporate network.

Leak

Email to This rule looks for email messages being sent to public Web mail accounts
Public such as Yahoo.

Webmail

Servers

Section 15 Reports

Section Report

1512 Intellectual
Property Rights
Violations

1512 Intellectual
Property Rights
Violators

15.1.2 Peer to Peer Ports

1512

1513

1514

1515

1515

Micro Focus ESM CIP for SOX (4.02)

Used

Peer to Peer
Sources

Organizational
Records
Information Leaks

Personal
Information Leaks

Misuse of
Information
Processing
Facilities

Top Email
Receivers
(Amount)

Description

This report shows the different intellectual property rights violations.

This report shows all the assets which violated intellectual property rights.

This report shows all the ports that were involved in peer-to-peer traffic.

This report shows all the machines using peer-to-peer applications.

This report shows the communications which were classified as information
leaks of organizational records.

This report shows events which indicate a personal information leak.

This report shows machines which misuse information processing facilities for
activity which constitutes a policy breach.

This report shows the top email recipients based on the number of emails
received.

N

Public Web
Mail Servers
filte

Config?

Y: Peer-
to-peer
active
list.

Y: Peer-
to-peer
active
list.

N
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1515

1515

1515

1515

1515

15.2.2

1523

Top Email This report shows the top email recipients based on the size of emails received. N

Receivers (Size)

Top Email This report shows the top email senders based on the number of emails sent. N

Senders (Amount)

Top Email This report shows the top email senders based on the size of emails sent. N
Senders (Size)

Top Largest This report shows the fop 100 largest emails including the sender and N
Emails recipients.

Top Public Web This report shows the top 100 senders of emails which went to a public Web N
Mail Senders mail server.

Assets that Failed  This report finds assets which failed the technical compliance check. N
Technical

Compliance Check

Information This report shows logins, both successes and failed, to ArcSight - the N
System Audit information system audit tool. This report will also show instances where the

Tool Logins archive tool was executed, not just console logins.

Section 15 Queries

Section Query

1512

1512

1512

1512

1513

1514

1515

1515

1515

Intellectual Property
Rights Violations

Intellectual Property
Rights Violators

Peer to Peer Ports
Used

Peer to Peer Sources

Organizational
Records Information
Leaks

Personal Information
Leaks

Misuse of
Information
Processing Facilities

Top Email Receivers
(Amount)

Top Email Receivers
(Size)

Description

This query shows the different intellectual property rights violations.

This query shows all the assets which violated intellectual property rights.

This query shows all the ports that were involved in peer-to-peer traffic.

This query shows all the machines using peer- to-peer applications.

This query shows the communications which were classified as information leaks of

organizational records.

This query shows events which indicate a personal information leak.

This query shows machines which misuse information processing facilities for activity

which constitutes a policy breach.

This query shows the top email recipients based on the number of emails received.

This query shows the top email recipients based on the size of emails received.

Micro Focus ESM CIP for SOX (4.02)
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1515

1515

1515

1515

1522

15.3.2

Top Email Senders
(Amount)

Top Email Senders
(Size)

Top Largest Emails

Top Public Web
Mail Senders

Assets that Failed
Technical
Compliance Check

Information System
Audit Tool Logins

Section 15 Trends

Section Trend

1513
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Organizational Records

Information Leaks

This query finds assets which failed the technical compliance check.

just console logins.

information leaks of organizational records

This query shows the top email senders based on the number of emails sent.

This query shows the top email senders based on the size of emails sent.

This query shows the top 100 largest emails including the sender and recipients.

This query shows the top 100 senders of emails which went to a public Web mail server.

This query shows logins, both successes and failed, o ArcSight - the information system
audit tool. This query will also show instances where the archive tool was executed, not

Trend to capture and report on the communications which were classified as
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Chapter 5: Automated Response and Prevention

This chapter describes how to set up and use Active Directory, ArcSight Threat Response Manager
(TRM), and their corresponding ArcSight CounterAct-enabled connectors to provide automated
response and remediation o compliance violations. These features are optional.

Automated Response and Prevention Architecture

The SOX4 solution includes a series of rules that leverage ArcSight CounterAct connectors to send
commands to Active Directory and network devices in order to automatically disable accounts, force
lockouts and password changes, and quarantine addresses.

Metwork Devices
=

‘:E Quarantine addresses

Lockout, disatie, l
change password

an user accounts
., P

FlexCounterad TEM Theaat
Active Directory Connector Connector Resrinse
ionitor
o
e
e/ ]|
' ]
A E N B,
ArcSight
Manager

ArcSight
Compliance Insight Package for
Sarbanes-Oxley 4.3 Solution

Automated Response and Prevention Rules

The prevention layer controls consist of the following rules:
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Enrcﬁight Console

aur S 0OB 7
Resources | Packages |

| Rules Ctr+alt+L w
E-IEF Rules

L7 user's Rules

= .?'_? Shared
-7 ArcSight Foundation

=g

EH-B-H

T Y

a
| Public
7 Real-time Rules

/77 ArcSight Solutions
=177 sarbanes Oxley 4.0

- 150 4 Risk Assessment and Treatment

[ 190 5 Security Palicy

[ 150 6 Organization of Information Security

7 150 7 Asset Management

7 150 & Human Resources Security

| 130 9 Physical and Environmental Security

—1 IS0 10 Communications and Operations Management

1 150 11 Access Contral

-7 150 12 Information Syskems Acquisition Development and Maintenance

[ 150 13 Information Security Incident Management

[ 150 14 Business Continuity Management

[ 150 15 Compliance

Response Rules

- [1] Counteract - Disable User Account - Attacker User
b [] Counteract - Disable User Account - Target Uiser
w[ 1] Counteract - Force Account Lockout - Attacker User
b E] Counteract - Force Scoount Lockout - Target User
+-[7] Counteract - Force Password Change - Attacker User
E] Counterfct - Force Password Change - Target User
TRM - Quarantine &ttacker Address
L TRM - Quarantine Target Address

i & Co |'||‘ e

—

Prevention: Rules that contain
actions to automatically disable
accounts, force lockouts, force
password changes, and
quarantine addresses. Optional;
configuration required.

The table below describes these rules in more detail. Because the automated response and prevention
feature is optional, all the rules require configuration, and must be explicitly enabled.

Rule

CounterAct - Disable User

CounterAct - Disable User

CounterAct - Force Account
Lockout - Attacker Use

CounterAct - Force Account
Lockout - Target User

Description Config?

This rule is designed to disable a user account. Please refer to the Yes
Account - Attacker User documentation on how this should be configured.

This rule is designed to disable a user account. Please refer to the Yes
Account - Target User documentation on how this should be configured.

This rule is designed to force an account lockout on a user account. Please Yes

refer to the documentation on how this should be configured.

This rule is designed to force an account lockout on a user account. Please Yes

refer to the documentation on how this should be configured.

This rule is designed to force a password change on a user account. Please Yes

CounterAct - Force Password
Change - Attacker User

Micro Focus ESM CIP for SOX (4.02)

refer to the documentation on how this should be configured.
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CounterAct - Force Password  This rule is designed to force a password change on a user account. Please Yes
Change - Target User refer to the documentation on how this should be configured.

TRM - Quarantfine Attacker This rule is designed to quarantine an attacker address using ArcSight's Yes
Address Threat Response Manager.

TRM - Quarantine Target This rule is designed to quarantine a target address using ArcSight's Threat Yes
Addres Response Manager.

There are eight CounterAct rules you can use, four actions with two variations each, one for attacker
and one for target. Six rules are for the FlexCounterAct agent that manages actions to user accounts on
Active Directory; the other two are for the TRMCounterAct agent that quarantines addresses.

The rules and actions are all independent, and you will likely want to configure and enable themon a
case-by-case basis once you’ve had an opportunity to observe the Compliance violation events coming
through your system. For example, if the Section 10.10.2 rule Successful Attack - Brute Force is
triggered, the offender in this event is the attacker, and you may want to disable this user account, or
even quaranfine the aftacker address.

In this case, you would configure the rule/filter pair for the action you want to take: CounterAct -
Disable User Account — Attacker User to disable the user account, or TRM — Quarantine Attacker
Address if you want to quarantine the address.

Configure CounterAct Active Directory Resources

The CounterAct resources work with Active Directory fo initiate automated response and prevention
on user accounts.

Tip: The SOX4 CounterAct content for Active Directory is limited to Microsoft Windows Active
Directory. The script must run from a Windows 2000 system SP4 or greater that includes the
Windows Scripting capabilities. The current version of the script requires that the script be executed
with the administrative privileges from a system that is currently part of the Active Directory being
controlled.

The configuration process involves the following processes:
o Download Sarbanes-Oxley Active Directory script ArcSightCounterACT_AD.vbs and the
flexcounteract.counteract.properties file

o Configure the Sarbanes-Oxley Active Directory script ArcSightCounterACT_AD.vbs. Copy the
configured script and the flexcounteract.counteract.properties file to the intended
FlexCounterAct connector machine.

« Install and configure the FlexCounterAct connector; configure it to run as a Windows Service

o Configure CounterAct Rules
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o Configure CounterAct Rule Filters

e Enable CounterAct Rule

The following sections describe these processes in more detfail.

Download the CounterAct Active Directory Files

The CounterAct Active Directory files listed in the following table can be downloaded from the SOX4

package.
File Description
ArcSightCounterACT_AD.vbs This script provides three different actions:

- Forces a password change for a particular user - Forces a user
account lockout - Disables a user account

Flexcounteract.counteract.properties Provides the properties required by the FlexCounterAct connector

during connector installation and configuration.

Repeat the following steps, to download all files the listed in the preceding table:

1.

From the Resources tab in the Navigator pane, go to Files, and navigate to ArcSight
Solutions/Sarbanes Oxley 4.0/counteract folder.

Right-click on the file and select the Download opftion.

3. Browse for a directory location.

4,

In the File name field, enter the name of the file and click Save.

A copy of the file is saved to the local file system.

Configure and Copy Active Directory Files

This process configures the CounterAct Active Directory script ArcSightCounterACT_AD.vbs and
copies the configured script and the flexcounteract.counteract.properties fileto the
intended FlexCounterAct connector machine.

1.

2
3.
4

Open a Windows command window.

. Change to the directory location where ArcSightCounterACT_AD. vbs file is stored.

Make a back up of the Visual Basic script ArcSightCounterACT_AD.vbs.

. In atext editor, open the original script ArcSightCounterACT_AD.vbs and configure it with the

following values for your environment:

o Set the Active Directory container path: Search for the following string: strContainer =
“CN=Users,DC=arcsight,DC=com” as shown below. Modify this string with the Active
Directory hierarchy that applies for your environment. OU=organizational unit;
CN=common name; DC=domain component. For moreinformation about Active Directory
object naming, see http://www.comptechdoc.org/os/windows/win2k/win2kadname.html.
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o Setthe rootDSE: The rootDSE establishes the base of the directory service hierarchy and fells
the tool where to start the recursive search through the Active Directory hierarchy of user
groups.

I8 ArcSightCounterACT_AD.vbs - Notepad
File  Edit Format View Help

'option Explicit A
on Error Resume Next g

Dim oArgs,strAcctFunct, strusericcount

pim objou, objuser, objrooctDsE

bim strContainer, striLastUser, strOWsDomain, strPassword, stroomputer, struser
pim intCounter, dntaccvalue, dntPwdvalue, Tntuac

Const ADS_UF_ACCOUNTDISABLE = 2

'set the actiwve Directory contiiner this collector Zontrols
strcontainer = "CN=Users,DC=arcsight,Dpc=com”

'Set RootLSE for recursive search

rootbse = "DC=arcsight, DC=com”

Set objRoOOtDSE = Getobject("LDAP:/ROOTtDSE")
stronsDomain = objRootDSE.Get( 'DefaultnamingContext™)

intaccwvalue
intPwdvalue

= 544
=0
if wscript.arguments.Count = O Then
wscript.Echo "usage: arcsightCounterACT_aD =unction Userwame"
wscript.Echo "Function: ForcePasswordchange”
wscript.Echo "Function: acctLockout”
wicript.Echo "Function: Disableacct”
wscript.quit
End if

II(

5. Save the script and exit the editor.

6. Copy the downloaded CounterAct files to any directory on the system on which you will install the
FlexCounterAct connector. These files will be required during the connector installation and
configuration process.

Install and Configure the FlexCounterAct Connector

Once the Sarbanes-Oxley Active Directory scripts are copied to the system on which you will install the
FlexCounterAct connector, you can install the connector according to the instructions in the
FlexCounterAct Connector Configuration Guide.

Tip: If you are running ArcSight v4.0, obtain the license for the FlexCounterAct connector and
install it according to the instructions in the FlexCounterAct Connector Configuration guide

When prompted for the properties file, browse to the location where you copied the file
flexcounteract.counteract.properties. This properties file contains the settings required to
launch the ArcSightCounterACT_AD. vbs script from the CounterAct Connector.

Configure the FlexCounterAct Connector as a Windows Service

For the ArcSightCounterACT_AD.vbs script to be executed automatically, the FlexCounterAct
connector must be a part of the Active Directory domain it’s controlling and run with a Windows Service
account with the appropriate privileges to make changes (Read/Write) to that Active Directory.
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10n the FlexCounterAct connector Windows machine, go to Control Panel | Administrative Tools |

Services.

2 Right-click the ArcSight FlexCounterAct service and select Properties.

3 In the FlexCounterAct Properties window, select the Log On tab. In the Log on as

section, select This account and browse for the account name that has sufficient permissions to execute
scripts on Active Directory. Enter the password for this account and click OK.

General LogOn | Hecweryl Dependenciesl

Log on as:

" Local Spstem account

[T | &llowiservice o interact with deskiop

% This accounl: |privi|eged_au:u:nunt

Browsze... |

Pasaword: |...............

Confirm pazsword: I""""""""

%ou can enable or dizable thiz service for the hardware profies lizted below:

Hardware Prafie | Semvice |
Undocked Pralile Enabled
Erstle |  Dicable |
] % I Cancel | Apply |

Configure CounterAct Rules

Any CounterAct rules you wish to use require that their conditions and trigger thresholds be

configured.

The example below uses the rule CounterAct — Disable User Account — Target User.

1. Onthe Console in the Navigator panel, go to Rules and navigate to ArcSight Solutions/Sarbanes

Oxley 4.0/Response Rules.

2. Open the CounterAct rule in the Rule editor in the Inspect/Edit panel (double-click the rule or right-

click and select Edit Rule)

In the rule editor in the Inspect/Edit panel, select the Action fab.

4, Remove the default action (Execute command): Select, then right-click Execute Command and

select Remove.
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5. Right-click the trigger On First Event (Active) and select Add | Execute Connector Command. This
launches the Add “Execute Connector Command” Action dialog box.

Elrcsoniconsaie x

Inspect,/Edit o o I v

Event Inspector Rule:Counteract - Dsable User,., |

F'.ttril:uutesl Cu:unditiu:unsl Aggregation  Actions I '-.-'arial:ulesl Nu:utesl
#.0 add o Edit 3¢ Remove B Hide Empty Triggers

Ii 2n Subsequent Event activate T-igger

Iél On Every Event . .
|4 ©n First Threshold De-Activate Trigger
|4 ©n Subsequent Thres
&) on Every Threshold

|4 on Time Jnit Disable &csion
& on Time window Expin|

Enable Action

7. Add N cieeni el

& Edit Send to Open Yiew Operations

¥ Remove Send Maokificakion

M Cut Chri+a | Execute Command

By Cory Chrl+C Execute Cu'f%ectnr Command

By Paste Chrl+y Export ko External System
Case }
Active List ¢
Session List »

+ Test | s Cancel | apply | Help |

6. Inthe Add “Execute Connector Command” Action dialog box, enter the following values and click
OK:

7. In the Connector field, navigate to the ArcSight CounterAct connector you installed in the previous
process.

8. In the Command field, navigate fo the action you want the connector to execute. Choose the action
that matches the name of the rule you are editing, in this case DisableUserAccount.

9. When you choose the command, you will get the name | value fields in the bottom pane. For the
Target rule, enter the script execute command that matches, in this case $targetUserName. If
editing the Attacker rule, enter $attackerUserName.
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Eﬂdd "Execute Connector Command™ Acki x|

When: OnFirskEvent

rExecute Conneckor Command |

Connector{acSight Counterfct =]
Command: | counteract.DisableliserAccount =
] s | Walue ] 1
User $rargetUseriame

ok | concel | hep |

10. Enable the rule: In the Navigator panel, right-click the rule and select Enable.

1. Repeat steps 2 through 7 for all the CounterAct rules you want to activate.

Configure CounterAct Filters

Once the rule actions are configured, configure the Response filters with the names of the rules

that you want to trigger the CounterAct action.

For example, you might want to lock out a user that just successfully gained access to a high-value
database by brute force (as detected by the Section 10.10.2 rule Successful Attack - Brute Force).

The example below shows how you would configure the CounterAct — Disable User Account -

Attacker User filter with the rule name of the early warning rule.

a. Onthe Console in the Navigator panel, go to Filters and navigate to ArcSight
Solutions/Sarbanes Oxley 4.0/Response Filters

b. Open the filter in the Filters editor in the Inspect/Edit panel (double-click the filter or right-click

and select Edit Filter).

¢. Inthe Filter Editor in the Inspect/Edit panel, select the Filter tab.

d. Select the line with the default value Name = rule_name_1_here. Intheevent fields
below, find the Event | Name field and change the value to the name of the rule you want to
frigger the lock-out action, in this case, the Section 10.10.2 rule Successful Attack — Brute Force.
Verify that the name is entered exactly as it appears in the rule editor. You can copy and paste

using the Edit menu copy/paste tools. Values are not case sensitive.
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x

Inspect/Edit o o o
[=] Filker:&fter Hours |

Attributes  Filker I '-.-'arial:ulesl r'-.h:utesl

n & | 1| 1= BB Gilters | B fosets | B Yilneratilties [ octive Lists

Edit | SUmmary |

% Event conditions

----- @ DayOPfweek = Sunday

----- @ DayOfweek = Saturday

----- @ HourOfDay == =20

@ HourOfDay <=6

!, MatchesFilker("fal FilkersfarcSight Solutions)Sarbanes Ouxley 4,0/My Filkers/Limit Regulakion™)

F% 4
He ku:ummu:un Conditions Editar ;I
Mame op Condition l Aa l @
|[Event H
Sngregated Event C.., il
Application Protocal ~
Bytes In il
Bytes Cut il
Correlated Event Count il
Customer il
End Time il ;I

Save b5, | o | Cancel Apply | Help |

e. Asan option, you can enter more rule names in the OR statement lines (OR Name = rule_
name_2_ here and ORName = rule_name_3_here). It is OK to leave these default valuesin
place. You can also add more lines as needed.

f. Repeat steps 2 through 5 for every CounterAct filter you need to configure.

Configure Threat Response Manager Resources

The ArcSight Threat Response Manager (TRM) is an ArcSight offering that provides automated
response to attacks by instantly quarantining nodes at the exact moment of detection.

TRM requires the TRM CounterAct connector, which makes the TRM actions available in certain
Sarbanes-Oxley rule actions. By default, these features are not enabled. This section describes how to
configure these resources.

The TRM configuration process involves the following processes: B
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o Install and configure the TRMCounterAct connector

o Configure TRMCounterAct Rules

o Configure TRMCounterAct Rule Filters
e Enable TRMCounterAct Rule

The following sections describe these processes in more detail.

Install and Configure the CounterAct Connector

Install the connector according to the instructions in the FlexCounterAct Connector Configuration
Guide. During Counteract configuration, the installer asks for the address of the TRM appliance and
requests an TRM username and password.

Configure CounterAct Rules

The SOX4 solution includes the following two CounterAct rules to trigger quarantine actions in
response to the Compliance violations conditions you want to configure:

e TRM- Quarantine Attacker Address
e TRM - Quarantine Target Address

Configure these rules with the CounterAct Connector.

1.

On the Console in the Navigator panel, go to Rules and navigate to ArcSight Solutions/Sarbanes
Oxley 4.0/Response Rules

Open the Quarantine Aftacker Address rule in the Rule editor in the Inspect/Edit panel (double-
click the rule or right-click and select Edit Rule)

3. Intherule editor in the Inspect/Edit panel, select the Action tab.

Right-click the trigger On First Event (Active) and select Add | Execute Connector Command. This
launches the Add “Execute Connector Command” Action dialog box.

In the Edit Action dialog box, enter the following values and click OK.

In the Agent field, navigate to the ArcSight CounterAct connector you installed in the previous
process.
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Rdeditacion [k}
When: OnFirstEvens
r Execute Connector Command {

Connector: | TRM_AGENT _HERE -
Command: | counteract Quarantine -
| Mame | Valye
FatackerAddress
]

7. In the Command field, navigate to the action you want the connector to execute. Choose the action
that matches the name of the rule you are editing, in this case counteract.Quarantine.

8. When you choose the command, you will get the name | value fields in the bottom pane. For the
Attacker rule, enter the script execute command that matches, in this case $attackerAddress. I
editing the Target rule, enter StargetAddress. Click OK.

When: OnFirstEvent
- Execute Connector Command -

Connector: | TRM_AGENT_HERE v
Command: | counteract. Quarantine -
'| Mame | WValue
frargetfddress
Ji]

| ok || cancel || Help |

9. Enable the rule: in the Navigator panel, right-click the rule and select Enable.

10. Repeat steps 2 through 6 for the TRM Quarantine Target Address rule.

Configure CounterAct Filters

Once the CounterAct rule actions are configured, configure the CounterAct filters with the names of
the rules that you want to trigger the CounterAct action.

For example, you might want to quarantine an address that just successfully gained access to a high-
value database by brute force (as detected by the Section 10.10.2 rule Successful Attack — Brute Force).

The example below shows how you would configure the CounterAct - Disable User Account — Attacker
filter with the rule name of the early warning rule.
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1. On the Console in the Navigator panel, go to Filters and navigate to ArcSight
Solutions/Sarbanes Oxley 4.0/Response Filters.

2. Open the CounterAct filter in the Filters editor in the Inspect/Edit panel (double-click the filter or
right-click and select Edit Filter)

In the Filter Editor in the Inspect/Edit panel, select the Filter tab.

4. Select the line with the default value Name = rule_name_1_here. In the event fields below, find
the Event | Name field and change the value to the name of the rule you want to trigger the
quarantine action, in this case, the Section 10.10.2 rule Successful Attack — Brute Force. Verify that
the name is entered exactly as it appears in the rule editor. You can copy and paste using the Edit
menu copy/paste tools. Values are not case sensitive.

x

Inspect/Edit ol S
|=] Filter: After Hours |

Attributes  Filker | '-.-'arial:ulesl Nl:ntesl

ﬂ &1l = .Filters ..ﬁ.ssets -'-.-'ulneral:uilities @.ﬁ.ctive Lists

Edit | summary |

@ DayDfwWeek = Sunday

@ DayDfWeek = Saturday

----- @ HourDfDay == 20

: @ HourDfDay <=6

o !, MatchesFilter"fall Fiters/arcSight Solutions/Sarbanes Ouxley 4,00y Filkers Limit Regulation™

AW
iR |C|:|mm|:un Conditions Editor j
Mame Cip Zondition A3l @
[Event | | il
Aggregated Event ... =
Application Prokocal v
Evtes In I
Evtes Out =
“orrelated Event Counkt N
Custarnmer =
End Tirme = ;I

Save As... | 8] | Cancel Apply | Help |

5. Asan option, you can enter more rule names in the OR statement lines (OR Name = rule_name_
2_hereand ORName = rule_name_3_here).|tis OK to leave these default values in place. You
can also add more lines as needed.

6. Repeat steps 2 through 5 for the other CounterAct filter.
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Send Documentation Feedback

If you have comments about this document, you can contact the documentation feam by email. If an
email client is configured on this computer, click the link above and an email window opens with the
following information in the subject line:

Feedback on Solutions Guide (ESM CIP for SOX 4.02)
Just add your feedback to the email and click send.

If no email client is available, copy the information above to a new message in a web mail client, and send
your feedback to arc-doc@hpe.com.

We appreciate your feedback!
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